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1. Introduction
Solution #25 updates procedures for the scenarios in TS 23.558 for ACR between EAS and CAS. For an ACR from EAS to CAS, DNS based solution are used used to discover CAS. However, for an ACR from CAS to EAS, the rich SA6 way of discovering EAS should be used rather than DNS. 
And to utilize the SA6 specified rich way of Rel-17 T-EAS Discovery, use of EES is essential. EES plays a key role in the discovery procedures as discovery requests are sent to an EES whether the request originates from EEC, S-EAS or S-EES (when the T-EES is different). Therefore, for CAS to use the Rel-17 SA6 specified EAS discovery methods and utilize EDGE-14, it needs to know the EES before the discovery.  This is captured also in an Editor’s Note in TR 23.700-98 Clause 7.25.2.2.5: “Editor's Note: How CAS knows the EES is FFS. ”. There are four options to accomplish this: 

1.  Configuring the CAS with EES endpoint information (like in TS 23.558 clause 8.4.3.2.2) : This option will not work because there is no fixed EES for CAS and the EES changes with the mobility of the UE. 

2.  Discover the EES via the ECS with EDGE-15 : this will require the ECS to maintain the EES in use, so that it can help in discovering the EES that is serving the desired EEC. 
3.  Discover the EES via the UE by triggering service provisioning in the EEC and receiving the EES endpoint via the AC. 
4.  Have a global EES provided by the ECSP which does not have service area restriction, which can be configured in the CAS (like TS 23.558 clause 8.4.3.2.2)
Option 3 and Option 4 are both feasible directions. Option 3 reuses existing procedures from Rel-17 but requires the EES endpoint information (e.g. URI) to be shared from the EEC to the CAS via the AC. On the other hand, Option 4 is similar with Solution#24 CES based solution with an exception that it is used only for an ACR from CAS to EAS. Option 4 is not pursued since solution #24 already covers CES based solution and solution #25 is utilizes CESless architecture.
In meeting SA6#49-e, option 3 was proposed in S6-221530. In meeting SA6#50-e, option 3 was again re-proposed by taking into consideration earlier feedback in S6-222129. This contribution re-proposes option 3 including the feedbacks received during SA6#50-e.
2. Reason for Change
Solution #25, ACR between EAS and Cloud Application Server, has the following Editor’s Notes for “CAS initiated ACR” procedure in clause 7.25.2.2.5. 
Editor's Note: How CAS detects ACR is FFS
Editor's Note: How CAS knows the EES is FFS.

Editor's Note: Whether the UE Identifier need to be shared with the CAS and how it is shared is FFS.

This contribution proposes to resolve this Editor’s Notes. Mainly This contribution address the 2nd Editor’s Note which is about How the CAS knows the EES to perform ACR to an EAS.

3. Proposal

It is proposed to agree on the following changes to 3GPP TR 23.700-98 v1.1.1.
* * * First Change * * * *

7.25.2.2.6
CAS initiated ACR

In this scenario, the CAS detects the need for ACR and makes the decision about whether to perform the ACR and starts the ACR at a proper time. 

When ACR happens between EAS and CAS, the S-EAS can be the CAS. During the ACR execution phase, the CAS needs to know the EES before continuing with T-EAS discovery. Once the CAS knows the EES, the T-EAS discovery and the remaining steps are similar to the "S-EAS decided ACR scenario" as specified in TS 23.558 clause 8.8.2.4, where the CAS acts like the S-EAS. 




7.25.2.2.6.x
EES discovery via service provisiong triggering 
Assumptions:
1.
The ASP of the CAS or the CAS provider has a business relationship with the ECSP.
2.
The ASP of the CAS or the CAS provider can validate the received EES endpoint received from the UE. This process is out of scope of 3GPP.
3.
The EES can perform an authorization check to verify the CAS, similar to the EES can perform an authorization check on the EAS for registration and discovery.
4.
It is assumed that in some cases the UE Identifier may not be shared with the CAS for privacy reasons (e.g. the user may not want to share its MSISDN outside of the EEL). 
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Figure 7.25.2.2.6-1: EES discovery via service provisiong triggering
1.
The CAS detects the need for ACR. The CAS can detect ACR due to the UE location change to select and perform ACR to a suitable EAS in the service area.
NOTE 1: How the CAS detects need for ACR is outside the scope of this specification.    
2.
The CAS makes the decision to perform the ACR.

NOTE 2: How the CAS determines when to start the ACR is outside the scope of this specification.
3.
The CAS triggers the EEC via the AC to perform service provisioning.

NOTE 3: How the CAS triggers service provisioning is out of scope.   
4.
The EEC performs service provisioning as described in TS 23.558 clause 8.3.3.
5.
The CAS receives EES endpoint information and optionally the UE Identifier from the AC. To preserve the privacy of the UE, the EEC can forward the Edge UE ID obtained from the EES as in Solution#23 as a UE Identifier. If the service provisioning in step 4 fails the CAS will not continue with ACR.
NOTE 4: Detail on how the AC provides this information to the CAS is out of scope.
NOTE 5: When the CAS performs the EAS discovery operation, the EES checks whether the requesting CAS is authorized to perform the discovery operation and may decide to reject or accept the request.
NOTE 6: How the CAS determines when to start the ACR is outside the scope of this specification.

* * * Second Change * * * *

7.25.3
Solution evaluation

The procedures described in solution #25 has a mixed use of regular DNS query and EDGEAPP EAS discovery. When a T-EAS cannot be discovered using the EDGEAPP mechanism, EDGEAPP entities (e.g. AC) falls back to regular DNS query. It supports ACR scenarios for ACR from EAS to CAS, and it also supports ACR scenarios for ACR from CAS to EAS. For ACR from CAS to EAS, the solution requires the CAS and AC interactions, which is out of scope of this specification. Whether the scenario assumptions are valid requires further evaluation.
* * * End of Change * * * *
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