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1. Introduction
This pCR provides a overall evaluation for common EAS.
2. Reason for Change
In current TR, there are five solution for the common EAS. Thus this paper provide a overall evaluation for the common EAS and provide a detailed Analysis and Comparison for these five solution. Then the conclusion for the common EAS is provided.
[Observation#0] :two  types of the group for the common EAS.

Based on the previous discussion, there are two types of common EAS, the first one is the dynamic group, the second one is the static group.

 Table1 : the comparision of five solutions in the TR
	
	Common  EES discovery
	Common EAS discovery
	Group Identifier
	Group type
	Flaw
	Way forward 
	Impact for the EDGE architecture

	Solution #27: Enabling AC Association Aware services by selecting common EASs 
	Common EES is required, which is a pre-condition
	Required 
	AC association profile(group ID, common AC info, common EAS info)
	Pre-configured group
	1. Common EES discovery is not clear
2. Some IEs are not required (e.g. List of associated ACs characteristics; List of common EAS characteristics )
	1. Can be merged into solution #29
	No impact

	Solution #28: Common EAS discovery using EAS selection information
	Not required
	Required 
	EAS selection info
	Pre-configured group
	1. Using the first AC selected EAS as the common EAS
2. The EAS selection info is not clear
	1. The solution is application layer implementation, not need to standardization 
	No impact

	Solution #29: Discovery of a common EAS
	Common EES is required
	required
	Group profile (group ID, AC service KPI, location info)
	Dynamic group
	The ECS may not be able to maintain the dynamic group info
	1. Can be used for the pre-configured group, the ECS can maintain mapping of the static group info
	No impact

But the ECS need to be enhanced

	Solution #30: Common EAS selection
	Not required 
	required
	Group info (group ID)
	Pre-configured group
Dynamic group?
	1. New entity is introduced 
2. The ACR may be required
3. The common EAS is determined based on first UE
	1. How does this solution work for the dynamic group should be further studied
	Impact 

A new entity is introduced

	Solution #31: Discover common EAS
	Not required 
	required
	Group required info (multi-user session, multi-AC session, list of AC)
	Pre-configured group
	1. Race condition need to be solved
2. The common EAS is determined based on first UE
3. The solution can only solve the same EDN case
	1. Can solve the issue of ECS cannot maintain group info
2. The solution need to be enhanced for across EDN case
	No impact




[Observation#1] : solution #27 Enabling AC Association Aware services by selecting common EASs can be merge into solution #29.

The solution #27 is part of the solution #29 which shares the same mechanims, thus the solution#27 can be merge in the solution#29 :

Firstly, the IE for the common EAS discovery are similar, the AC association profile(group ID, common AC info, common EAS info) is used in the solution#27 for the common EAS discovery. Accordingly Group profile (group ID, AC service KPI, location info) is used in the slution#29 for the common EES discovery and common EAS discovery.
Secondly, the solution#27 and the solution#29 re-use the EAS discovery procedure for common EAS discovery, using the similar AC association profile or group profile.

Last, the common EES discovery is the pre-condition of the solution#27, which is already considered in the solution#29.

As for the group type, the solution#27 is used for the pre-configured gruop, and the solution#29 can be used for the pre-configured group also. Thus the solution#29 can solve the common EAS discvoery as the solution#17 intend to do.

[Conclusion#1] : solution #27 can be merge into solution #29.

	
	Common  EES discovery
	Common EAS discovery
	Group Identifier
	Group type
	Flaw

	Solution #27: Enabling AC Association Aware services by selecting common EASs 
	Common EES is required, which is a pre-condition
	Required 

Re-use the EAS discovery procedure
	AC association profile(group ID, common AC info, common EAS info)
	Pre-configured group
	1. Common EES discovery is not clear
2. Some IEs are not required (e.g. List of associated ACs characteristics; List of common EAS characteristics )

	Solution #29: Discovery of a common EAS
	Common EES is required, which re-use the service provisioning
	required 

Re-use the EAS discovery procedure
	Group profile (group ID, AC service KPI, location info)
	Dynamic group; pre-configured group
	The ECS may not be able to maintain the dynamic group info


[Observation#2] : Solution #28: Common EAS discovery using EAS selection information is application layer implementation

For the solution#28, the common EAS discovery is consisted with EAS discovery for single UE and the selected EAS notification via application layer. For the EAS discovery for single UE, it is re-using the solution in the R17 and there is no enhancement for the R17. For the selected EAS notification, it is totally about the application layer’s mechnism and there is no impact for the EEL.
[Conclusion#2] : Solution #28 does not need to standarized.

[Observation#3] : merged solution of Solution #27 and solution#29, solution#30, solution#31 are all used for the pre-configured group
As for the solution#30, this solution can solve the common EAS selection however the new entity (e.g. CBS) is required, thus the architecture of the Edgeapp need to be enhanced and it will impact the current EDGEAPP architecture.

As for the merged solution of solution#27 and solution#29, solution#31 can used for different scenario for the pre-configured group, and they are complementary to each other.

1.
For the merged solution of solution#27 and solution#29, it is used for the case where the ECS will select the common EES for the group, thus the ECS need to maintain the group information with the common EES, and the enhancement of the ECS is required.

2.
For the solution#31, it is used for the case where the EES need to maintain the group information and common EAS information, thus this solution will not impact the current EDGEAPP architecture.

 [Conclusion#3] :merged solution of Solution #27 and solution#29, Solution#30, solution#31 can be merged then the merged solution can go to the normative work with some enhancement,or the merged solution of solution#27 and solution#29, solution#31 should be compared and selected one of them to be put into the normative work.
	
	Common  EES discovery
	Common EAS discovery
	Group Identifier
	Group type
	Flaw
	Way forward 
	Impact for the EDGE architecture

	Merged solution of
Solution #29 and 
Solution#27
	Common EES is required
	required
	Group profile (group ID, AC service KPI, location info)
	Dynamic group
	The ECS may not be able to maintain the dynamic group info
	1. Can be used for the pre-configured group, the ECS can maintain mapping of the static group info
	No impact

But the ECS need to be enhanced

	Solution #30: Common EAS selection
	Not required 
	required
	Group info (group ID)
	Pre-configured group
Dynamic group?
	1. New entity is introduced 
2. The ACR may be required
3. The common EAS is determined based on first UE
	1. How does this solution work for the dynamic group should be further studied
	Impact 

A new entity is introduced


	Solution #31: Discover common EAS
	Not required 
	required
	Group required info (multi-user session, multi-AC session, list of AC)
	Pre-configured group
	1. Race condition need to be solved
2. The common EAS is determined based on first UE
3. The solution can only solve the same EDN case
	1. Can solve the issue of ECS cannot maintain group info
2. The solution need to be enhanced for across EDN case
	No impact




3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.2.0.
* * * First Change * * * *

10.2.x
Key issue #17: Discovery of a common EAS

The open issues of key issue #17 are as follows:

1)
Whether and how the ACs/EECs of different users can select or be provisioned the same EAS within an EDN?

NOTE:
This open issue is dealing with the issue how different EECs can perform EAS discovery so that they select the same EAS within an EDN, whereas KI#13 is dealing with the issue how, after different EECs have selected different EASs located in different EDNs, these EASs can synchronize their contexts.

2)
Whether and how the ACs/EECs of different users can select or be provisioned a common EAS, even if initially the EECs are communicating with different EDNs?

3)
Whether and how the EEL can support service continuity to ensure that when ACs require the use of service from a common EAS and an ACR operation is needed, ACR operations can be coordinated so that upon completion of the ACR operations the ACs again have services provided by a common EAS.
As for the solution#27 Enabling AC Association Aware services by selecting common EASs, it is recommended that solution#27 can be merged into the solution #29, the reasons are as follows:

1. Firstly, the IE for the common EAS discovery are similar. The AC association profile(group ID, common AC info, common EAS info) is used in the solution#27 for the common EAS discovery and accordingly Group profile (group ID, AC service KPI, location info) is used in the solution#29 for the common EES discovery and common EAS discovery.

2. Secondly, the solution#27 and the solution#29 re-use the EAS discovery procedure for common EAS discovery, using the similar AC association profile or Group profile.

3. Thirdly, the common EES discovery is the pre-condition of the solution#27, which is already considered in the solution#29.

4. As for the group type, the solution#27 is used for the pre-configured group, and the solution#29 can be used for the pre-configured group also. Thus the solution#29 can solve the common EAS discovery as the KI#17 intend to do.
Editor's note:
whether and how the description on overall evalution of solution#27 should be modified accordingly based on the enhancement on the solution#27 is FFS.
As for the solution#28, Common EAS discovery uses EAS selection information is shared between group members via application layer implementation, thus there is no need to enhance the mechanims in R17. The detailed reasons are as follows :

1. The common EAS discovery is consisted of EAS discovery for single UE and the selected EAS notification via application layer. 
2. For the EAS discovery for single UE, it is re-using the solution in the R17 and there is no enhancement on the R17. 
3. For the selected EAS notification, it is the application layer’s mechnism and there is no impact for the EEL.
Editor's note:
whether and how the description on overall evalution of solution#29 should be modified accordingly based on the enhancement on the solution#29 is FFS.
As for the solution#30, this solution can solve the common EAS selection however a new entity (e.g. CBS) is required, thus the architecture of the EDGEAPP needs to be enhanced and it will impact the current EDGEAPP architecture. With this solution, the common EAS is selected from those EASs registered to the EES with which the the first UE (EEC) in a group performs EAS discovery. Both solutions can be considered in the normative work i.e. with and without CBS, where CBS can be an conditional in the EDGEAPP architecture e.g. for group of UEs across EDNs.
As for the merged solution of solution#27 and solution#29, solution#31 can used for different scenario for the pre-configured group, and they are complementary to each other.
1. For the merged solution of solution#27 and solution#29, it is used for the case where the ECS will select the common EES for the group, that requires the ECS to maintain the group information with the common EES, and therefore enhancement of the ECS is required.

2. For the solution#31, it is used for the case where the EES need to maintain the group information and common EAS information, thus this solution will not impact the current EDGEAPP architecture.

Thus the merged solution of solution#27 and solution#29, solution#31 solves the same issue, in such case the merged solution of solution#27 and solution#29, solution#31 should be compared and select one of them during  the normative work, or these solutions should be merged into one solution during the normative work.
How the solution#29, solution#30, solution#31 solve the open issue : 
1. For the first open issue, the solution#29 and solution#31 can solve the issue which the ACs/EECs of different users can selected the same EAS within the same EDN. For the solution#29, the ACs/EECs of different users need to connect to the same EES for the common EAS discovery. For the solution#31, the ACs/EECs of different users will connect the EESs which belongs to the same EDN for the common EAS discovery.
2. For the second open issue, the solution#30 can solve the issue which the ACs/EECs of different user can connect the different EES across the EDN, then the CBS can determine the common EAS for the group of UEs.
3. For the third open issue, the solution#29 and solution#31 haven’t covered the application context relocation procedure aspect yet. Thus the how solution#29 and slution#31 solve the ACR should be considered in the normative work. For the solution#30, it covers the application context relocation aspects.
* * * End of Change * * * *
