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1. Introduction
This contribution proposes to limit the use cases supported in Rel-18 SNAAPP for simplicity by assuming that the API provider should be in the same trust domain as the CCF.
2. Reason for Change
Currently defined use cases in Annex A all have the API provider in the same trust domain as CAPIF core function. Therefore, it is proposed to continue the specification of Release 18 considering only these use cases.
3. Conclusions
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-95 v1.5.0.
* * * First Change * * * *
6.1
Solution #1: Business relationship in SNA 

6.1.1
Solution description

This solution addresses the key issue #2 with regard to the business relationship between the user (UE), the AF and the northbound API provider in the AF-originated API invocation scenario. Considering the business relationship, the resource owner (which is a UE-side entity) is a new entity that has not been in the existing CAPIF business relationship, thus the business relationship should be updated to include the resource owner. 

Figure 6.1.1-1 shows the typical business relationship in SNA. This business relationship can be applied to both AF- and UE-originated API invocation scenario, as the API invoker in figure 6.1.1-1 can either be an application on the UE or the AF.
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Figure 6.1.1-1: Business relationships in SNA
The API invoker has service agreement with a CAPIF provider, and the API provider provides APIs associated with the resource owner. The CAPIF provider and the API provider can be part of the same organization (e.g. PLMN operator), as described in 3GPP TS 23.222 [3] clause 5. When the CAPIF provider is a PLMN operator, the resource owner may be a subscriber of the PLMN. 
NOTE:
In the current release, both the CAPIF provider and the API provider should belong to the same organization (e.g., PLMN operator).
6.1.2
Solution evaluation

This solution enhances the existing CAPIF business relationship by introducing the resource owner, which is viable.

6.2
Solution #2: Functional model description for SNA 

6.2.1
Solution description

6.2.1.1
General

This solution addresses the key issues #1, #2 and #3 with regard to the functional model to support the UE- and AF-originated API invocation and to support obtaining and revoking resource owner consent from the resource owner client. As the resource owner client is a new entity for CAPIF, the functional model for the CAPIF should be updated including the resource owner client and authorization function. 

6.2.1.2
Functional model

6.2.1.2.1
Functional model description for the CAPIF with SNA enhancements

Figure 6.2.1.2.1-1 shows the reference point based functional model for the CAPIF with enhancements to support SNA.
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Figure 6.2.1.2.1-1: Functional model for the CAPIF authorization with SNA enhancements

The resource owner client(s) are application clients used by end-users or subscribers of the API provider domain's service provider. 

The resource owner client(s) interacts with the authorization function via CAPIF-8. The resource owner communicates with the authorization function to provide and revoke resource owner consent. The resource owner interactions are supported via a resource owner client, which is a client-side entity.

Editor's Note:
Whether and how CAPIF-8 functionalities are to be addressed is to be decided in SA3.

Editor's Note:
The location of the authorization function in the CAPIF functional model is FFS and is to be decided by SA3.

Editor's Note:
The alignment of functional models, deployment models with business relationship is FFS

The API exposing function (e.g NEF) acts as a resource owner consent enforcement point as specified in 3GPP TS 33.501 [8] and interacts with the authorization function via CAPIF-9. The API exposing function can retrieve the resource owner consent parameters from.the authorization function. 

The API invoker interacts with authorization function via CAPIF-10/CAPIF-10e.

NOTE:
Security aspects including specification of the authorisation procedures are to be decided in SA3. 

6.2.1.2.2
Functional model description for the CAPIF with SNA enhancements to support 3rd party API provider

In the current release, 3rd party API providers (i.e., API providers outside the PLMN trust domain) are not supported.
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