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	Reason for change:
	It is required for SEAL service proivider to manage access to SEAL servers and also share VAL service specific configutation and policies to the SEAL servers. 
In order to provide better access and to manage SEAL services, this paper proposes to define SEAL registrar (server).

SEAL registrar is needed to provide VAL server specific information to SEAL servers. 
· Example for the VAL server specific information are specified in the discussion paper S6-222115.
Further, SEAL registrar can indicate validity till when SEAL servers need to server requests from VAL client (for example, a VAL server may request to use particular SEAL server for duration of 1 month only)
Further, SEAL service provider can use the SEAL registrar for charging the VAL server. 

Scope of this proposal is is not overlapping with CAPIF:
1) Regarding On boarding API invoker
· The procedure does not provide API invoker (VAL server) specific policies or configuration to API exposing function (SEAL Server).
· Similarly, in EDGEAPP, EES (as an API exposing function) can publish APIs to CCF and EAS (as an API invoker) can on board to CCF, however, we still have EAS registration procedure to EES – to provide EAS profile and other EDGEAPP specific information.
· We need similar procedure in SEAL – to provide API invoker (VAL server) specific information/configuration to AEF (SEAL servers).
2) API discovery is not within scope of SEAL registrar. 

In S6-222115 (in SA6#50-e), all gaps were discussed.
Comments from previous meeting:
Comment 1) “As we previously commented those information is a per vertical application information, not per each VAL server. It is the OAM related work to configure the service information to the SEAL Servers (Considering the cloud platforms like AWS). It is not the case to request the VAL servers of the same application to provide the same information multiple times to multiple SEAL services/servers.”
Answer: OAM can configure SEAL server at time of instatiation, however, OAM is not aware which VAL server will register to which SEAL server at time of SEAL server instantiation. 
Regarding multiple VAL server providing configuration, as indicated previously, it is solutuon aspect. How to avoid multiple VAL server (of same VAL service) providing same configuration can be discussed at time of solution. The proposal is about architecture and interfaces.

Comment 2) Some of the identified gaps in previous discussion can be further described, e.g. how data in UDB is made available (e.g, Key payload) can be a provisioning matter via OAM in VAL.
Answer: Please see above answer.


	
	

	Summary of change:
	On network function model for SEAL registrar service is defined along with functiona entity and referene point descriptions.

	
	

	Consequences if not approved:
	Access to SEAL servers remain scatterred and managing SEAL servers will become difficult as more SEAL services added to the SEAL layer
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* * * First Change * * * *
[bookmark: _Toc98796073]4.1.2	Requirements
[AR-4.1.2-a] The SEAL shall support applications from one or more verticals.
[AR-4.1.2-b] The SEAL shall support multiple applications from the same vertical.
[AR-4.1.2-c] The SEAL shall offer SEAL services as APIs to the vertical applications.
[AR-4.1.2-d] The SEAL shall support notification mechanism for SEAL service events.
[AR-4.1.2-e] The API interactions between the vertical application server(s) and SEAL server(s) shall conform to CAPIF as specified in 3GPP TS 23.222 [8].
[AR-4.1.2-f] The SEAL server(s) shall provide a service API compliant with CAPIF as specified in 3GPP TS 23.222 [8].
[AR-4.1.2-g] The SEAL shall enable the VAL server to register itself with SEAL server.
[AR-4.1.2-h] The SEAL shall enable the VAL server to provide service specific configuration data to SEAL servers applicable to vertical applications.

* * * First Change * * * *

X	SEAL Registrar
X.1	General
The SEAL registrar is a SEAL service that offers the registration related capabilities to one or more vertical applications.
X.2	Functional model for SEAL Registrar
X.2.1	General
The functional model for the SEAL Registrar is based on the generic functional model specified in clause 6. 
X.2.2	On-network functional model description
Figure X.2.2-1 illustrates the generic on-network functional model for SEAL registrar.


Figure X.2.2-1: On-network functional model for SEAL registrar
The VAL server(s) communicate with the SEAL registrar over the SR-S interface. The SEAL registrar shares policies and configurations of a VAL server to other SEAL server(s) over SEAL-Xn interface. 
NOTE:	It is possible to implement SEAL Registrar for each SEAL server.
* * * Next Change * * * *
X.2.3	Functional entities description
X.2.3.1	General
The functional entities for SEAL registrar service are described in the following clauses.
X.2.3.2	SEAL Registrar
The SEAL registrar provides access to the SEAL services provided by a service provider. It provides following functionalities:
-	supports VAL server registration and deregistration to SEAL service layer over SR-S interface. 
-	stores the information related to the registered VAL servers to use some (or all) of the SEAL servers provided by the SEAL service provider. 
-	stores the VAL service provider specific policies. 
-	maintains the VAL server registration and updates other SEAL servers when new VAL server is registered or deregistered. 
-	updates other SEAL servers when the service level contract between VAL service provider and SEAL service provider is expired. 

* * * Next Change * * * *
X.2.4	Reference points description
X.2.4.1	General
The reference points for the functional model for SEAL registrar are described in the following clauses.
X.2.4.2	SR-S
The SR-S supports the interaction between VAL server and SEAL registrar. It supports procedure for VAL server to register or deregister with SEAL registrar, and sharing of VAL service provider specific policy information and configuration to SEAL registrar.
X.2.4.3	SEAL-Xn
The SEAL registrar shares VAL service provider specific policies and configurations to other SEAL server(s) over SEAL-Xn interface. It enables or disables SEAL services based on configurations or service level agreements.
* * * Next Change * * * *

[bookmark: _Toc98796668]15.2	Functional model representation
Figure 15.2-1 illustrates the service-based interface representation of the functional model for SEAL services.





Figure 15.2-1: SEAL generic functional model representation using service-based interfaces
The SEAL function(s) exhibit the service-based interfaces which are used for providing and consuming SEAL services. The service APIs are specified for each SEAL function enabled over the service-based interface. The service-based interfaces of specific SEAL services are specified in this document. All the interactions with SEAL are governed based on the reference point interactions of the functional models specified in subclause 6. VAL function represents the functionalities of the VAL server.
NOTE:	The service-based interface Sval for the VAL function is out of scope of the present document.
The service APIs offered by the SEAL function(s) are published and discovered on the CAPIF core function as specified in 3GPP TS 23.222 [8].
Editor's note:	Refinement of the SEAL services in service-based interface representation is FFS.
[bookmark: _Toc98796669][bookmark: _GoBack]15.3	Service-based interfaces
Table 15.3-1 specifies the service-based interfaces supported by SEAL.
Table 15.3-1: Service-based interfaces supported by SEAL
	Service-based interface
	Application functionEntity
	Mapping server entity
	APIs offered

	Slm
	Location management function
	Location Management Server
	Specified in subclause 9.4

	Sgm
	Group management function
	Group management server
	Specified in subclause 10.4

	Scm
	Configuration management function
	Configuration management server
	Specified in subclause 11.4

	Sim
	Identity management function
	Identity management server
	Specified in subclause 12.4

	Skm
	Key management function
	Key management server
	Specified in subclause 13.4

	Snrm
	Network resource management function
	Network resource management server
	Specified in subclause 14.4

	Snsce
	Network slice capability enablement function
	Network slice capability enablement server
	Specified in subclause 16.4

	Cccf
	CAPIF core function
	Not applicable
	Specified in subclause 10 of 3GPP TS 23.222 [8]

	Sr
	Registrar function
	Registrar Server
	Specified in subclause X




* * * End of Change * * * *
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