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1. Introduction
Terminology used in description of KI#18, KI#20 and their solutions are confusing. This pCR proposes to fix the terminology.
2. Reason for Change
Following figure describes the scenarios of KI#18 and KI#20 –

KI#18 is dealing with a scenario where the AC is interacting with individual EASs which are part of a bundle. It is expected that the EEL services the EASs of the bundle as per bundle’s requirements (e.g., coordinated discovery, coordinated ACR etc.)

KI#20 is dealing with a scenario where the AC is interacting with one EAS, which is an entry-point for a composite set  of EASs. It is expected that the EEL services these composite EASs accordingly (e.g., coordinated application context management etc.)
3. Conclusions

Update the key issues and related clauses to reflect that KI#18 deals with a bundle of EASs, and KI#20 deals with composite EASs.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.2.0.

* * * First Change * * * *

4.18
Key issue #18: EAS bundles

Rel-17 EEL procedures are designed such that services like EAS discovery and service continuity support are performed per EAS, where individual EASs are uniquely identified using EAS endpoints (e.g., URI, FQDN, IP address). 

However, to provide services to the end user a typical AC communicates with multiple endpoints i.e., multiple EASs. This creates an EAS bundle, which impacts the support provided by the Edge Enabler Layer. Taking an example of an online game where to support large number of users, different game functions are split across multiple servers; like, a game engine for game state and user input management, in-game chat server for communication between players and a capture server for capturing rendered images, encoding, and transporting them to the player's device. If each of these EASs are discovered, controlled, and relocated individually, it may impact the overall quality of service. For e.g. ACR failing for the game engine should cancel the ACR of the capture server to maintain their proximity. 

This key issue is to study the impacts on the EEL's support functions created by such EAS bundlesor dependencies between the EASs. 

NOTE:
This KI does not focus on enabling communication between the EASs, rather, it focuses on coordination at the EEL.
Open issue:

-
How can the EEL identify EAS bundles? 
-
What are the impacts on EEL procedures due to EAS bundles e.g. when the bundled EASs are served by the same EES and require ACR due to UE mobility?
* * * Next Change * * * *

4.20
Key issue #20: Supporting composite EASs
In order for EAS to provide services (weather, transportation, maps, etc.) in partnership with other EASs, EAS context processing and composite EAS support may be required at edge-compatible layers. When ACR occurs due to UE mobility, a method of rearranging the composite EAS context may be required to provide continuous service of the composite EASs. In addition, there may be a need for a method for finding an EAS that provides services to composite EASs within the EDN in which the UE has moved.

Although EAS can discover and communicate other EAS APIs through CAPIF's functions, but for service continuity, it may be necessary to discover EASs providing composite EASs and relocation the context of EASs that provided composite capabilities.

NOTE:
This KI focuses on coordination at the EEL when composite EASs provide services to the AC on a UE.
Open issues:
-
Whether and how the EEL can support composite EAS context management.

-
Whether and how the EEL can support the relocation of the composite EAS context for service continuity.

-
Whether and how the EEL can discover EAS that provides the services of the composite EASs.
* * * Next Change * * * *

7.26
Solution #26: Bundled EASs

7.26.1
Architecture enhancements

None.

7.26.2
Solution description

7.26.2.1
General

This solution corresponds to KI#18 on EAS bundles.
Editor's Note:
The solution assumes that the EASs belonging to a bundle is part of the same EDN. Support for EASs spread across EDNs is FFS.
The solution extends the AC profile and EAS profile to introduce the following new IEs and their handling by different EEL functions:

-
EAS bundle information: EAS bundle information (e.g., EAS bundle ID, information of associated EASs) establishes an association between the EASs. Edge Enabler Layer handles the Edge Application Servers belonging to the same bundle as required by the bundle requirements. When included in the EAS profile, EAS Bundle information denotes the bundle to which the EAS belongs. When included in the AC profile EAS Bundle information is used to perform different Edge Enabler Layer operations, such as EAS discovery.

-
EAS bundle requirements: This IE provides the Edge Enabler Layer the requirements that apply to the bundle of EAS. The requirements may include combined discovery and combined ACR.

Both, EAS bundle information and EAS bundle requirements, are provided by the ASP. EAS bundle information can be a list of EASs or a bundle ID, however, detailed format of the EAS bundle ID is out of scope.
Table 7.26.2.1-1: AC Profile

	Information element
	Status
	Description

	ACID
	M
	Identity of the AC.

	AC Type
	O
	The category or type of AC (e.g. V2X). This is an implementation specific value.

	Preferred ECSP list
	O
	When used in a service provisioning request, this IE indicates to the ECS which ECSPs are preferred for the AC. The ECS may use this information in the selection of EESs. 

	AC Schedule
	O
	The expected operation schedule of the AC (e.g. time windows)

	Expected AC Geographical Service Area
	O
	The expected location(s) (e.g. route) of the hosting UE during the AC's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	AC Service Continuity Support
	O
	Indicates if service continuity support is required or not for the application. The IE also indicates which ACR scenarios are supported by the AC and which of these are preferred by the AC.

	List of EASs
	O
	List of EAS that serve the AC along with the service KPIs required by the AC

	> EASID
	M
	Identifier of the EAS

	> Expected AC Service KPIs
	O
	KPIs expected in order for ACs to receive currently required services from the EAS, as described in Table 8.2.3-1

	> Minimum required AC Service KPIs
	O
	Minimum KPIs required in order for ACs to receive meaningful services from the EAS, as described in Table 8.2.3-1

	EAS bundle information
	O
	EAS bundle which AC requires. 

	EAS bundle requirements
	O
	Requirements associated with the EAS bundle.

	> Coordinated EAS discovery
	O
	Indicates if AC requires coordinated EAS discovery. 

	> Coordinated ACR
	O
	Indicates if AC requires coordinated ACR.

The IE may further indicate what actions must be taken if ACR for one or more bundled EAS fails e.g., ACR for all other EAS that are part of the bundle must be cancelled or not.


Table 7.26.2.1-2: EAS Profile

	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	List of EAS bundle information
	O
	List of EAS bundles to which the EAS belongs and related bundling requirements.

	> EAS bundle information
	M
	Identifier of the bundle to which EAS belongs.

	> EAS bundle requirements
	O
	Requirements associated with the bundle

	>> Coordinated EAS discovery
	O
	Indicates if EAS discovery request for one of the bundled EAS is received, then EAS discovery response should include information of all the EASs belonging to the bundle. 

	>> Coordinated ACR
	O
	Indicates if EAS ACR is initiated for one of the bundled EAS, then ACR should be initiated for all the EASs belonging to the bundle.

The IE may further indicate what actions must be taken if ACR for one or more bundled EAS fails e.g., ACR for all other EAS that are part of the bundle must be cancelled or not.

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EAS.

	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN where the EAS resides.

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 


7.26.2.2
Handling of EAS bundle information by the EEC

If AC profile contains an EAS bundle information, the EEC uses it while performing operations on EDGE-1 interface.

7.26.2.3
Handling of EAS bundle information and EAS bundle requirements by the EES

The EES may receive the EAS bundle information from the EEC, EAS or another EES and the EAS bundle requirements from the EAS.

Upon receiving the EAS bundle information and EAS bundle requirements as part of the EAS registration request from the EAS, the EES stores the information and associates the EAS with other EASs providing the same EAS bundle information. The EAS bundle requirements are used by the EES while providing services on EDGE-1, EDGE-3 and EDGE-9 interfaces.

Upon receiving the EAS bundle information as part of the:

-
EAS discovery request from the EEC, EAS or another EES, and depending on the EAS bundle requirements the EES provides in the EAS discovery response information of all the EASs which are part of the EAS bundle.

-
ACR request from the EEC or the EAS, and depending on the EAS bundle requirements the EES takes appropriate ACR related action (e.g., initiate ACR, cancel ACR etc.) for all the EASs which are part of the EAS bundle.

-
Retrieve T-EES request from the S-EES, and depending on the EAS bundle information, the ECS provides in the Retrieve T-EES response information of the T-EES(s) within the same EDN for the bundle EAS.
Enhancements to 3GPP TS 23.558 clause 8.8.4.6
Retrieve EES request
8.8.4.6
Retrieve EES request
Table 8.8.4.6-1 describes the information elements to retrieve T-EES information from the ECS. 

Table 8.8.4.6-1: Retrieve EES request

	Information element
	Status
	Description

	EESID
	M
	Unique identifier of the EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	M
	The EASID.

	EAS bundle information
	O
	EAS bundle which AC requires .

	Target DNAI
	O
	The target DNAI information which can be associated with potential T-EES(s) and/or T-EAS(s).

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 


7.26.3
Solution evaluation

This solution addresses the open issues of KI#18. 

To identify EAS bundles, the solution introduces EAS bundle information in the EAS profiles, allowing an EAS to be part of one or more EAS bundles. This information is then used by the ECS and the EES at the time of service provisioning and EAS discovery. To support the queries from the EEC, the EAS bundle information is also added in the AC profiles.

The solution also allows EASs to indicate requirements related to the bundle, such as requesting coordinated EAS discovery or coordinated ACR (considering all scenarios).
The solution also identifies the impacts on several EEL information flows and procedures to handle the EAS bundle information and related requirements.

* * * Next Change * * * *

10.2.0
General

All the key issues and solutions specified in this technical report are listed in Table 10.2.0-1. 

The table provides a mapping of the key issues to the related solutions. It also lists the dependencies on other working groups.

Table 10.2.0-1 Key issue and solutions 

	Key issues
(evaluation clause reference)
	Solution
	Solution


(clause reference)
	
	Dependency on other working groups

	Key issue #1: Enhanced notification service to the EEC
	Solution #1: Service provisioning via push notification
	7.1
	
	

	
	Solution #3: Service provisioning triggering via SMS over NAS
	7.3
	
	

	
	Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server
	7.20
	
	

	Key issue #2: Enablement of Service APIs exposed by EAS
	Solution #8: EAS Service API enablement using CAPIF
	7.8
	
	

	
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	

	Key issue #3: Enhancements to service continuity planning
	Solution #6: ACR update in service continuity planning
	7.6
	
	

	
	Solution #7: EES monitors UE mobility for service continuity planning
	7.7
	
	

	
	Solution #12: Service continuity planning allowance
	7.12
	
	

	
	Solution #21: Prediction expiration time for service continuity planning enhancement
	7.21
	
	

	
	Solution #37: ACR request trigger timing
	7.37
	
	

	Key issue #4: EDGE-5
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	SA3

	
	Solution #34: EDGE-5 APIs
	7.34
	
	

	Key issue #5: Alignment of EDGEAPP and ETSI MEC
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	SA5

	
	Solution #36: Alignment of EDGEAPP and ETSI MEC
	7.36
	SA5
	

	Key issue #6: Edge services support across ECSPs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	Key issue #7: Application traffic filter exposure
	Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
	7.2
	
	

	Key issue #8: EAS selection synchronization
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	Key issue #9: Enhancement of dynamic EAS instantiation triggering
	Solution #32: Dynamic EAS instantiation triggering and notification
	7.32
	
	SA5

	
	Solution #33: Support for EEC Discovery of EAS(es) before instantiation
	7.33
	
	SA5

	
	Solution #40: EAS instantiation status provisioned by ECS
	7.xx
	
	SA5

	Key issue #10: Support for roaming UEs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	SA3

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	SA3

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	
	Solution #14: V-ECS Discovery via the H-ECS
	7.14
	
	SA3

	Key issue #11: ACR between EAS and Cloud Application Server
	Solution #24: ACR between CAS and EAS
	7.24
	
	

	
	Solution #25: ACR between EAS and Cloud Application Server
	7.25
	
	

	Key issue #12: EEL service differentiation
	Solution #12: Service continuity planning allowance
	7.12
	
	

	
	Solution #16: EAS discovery for different users
	7.16
	
	

	Key issue #13: Edge enabler layer support for EAS synchronization
	
	
	
	

	Key issue #14: Application traffic influence for initially selected EAS
	Solution #9: Application traffic influence trigger from EAS
	7.9
	
	

	
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	
	Solution #17: Traffic influence for initial EAS discovery
	7.17
	
	

	Key issue #15: Support of constrained devices for Edge
	Solution #10: low power mode support
	7.10
	
	

	
	Solution #18: Constraint device in EDGEAPP
	7.18
	
	

	Key issue #16: support of NAT deployed within the edge data network
	Solution #23: UE identification with NAT
	7.23
	
	SA2, SA3

	Key issue #17: Discovery of a common EAS
	Solution #27: Enabling AC Association Aware services by selecting common EASs
	7.27
	
	

	
	Solution #28: Common EAS discovery using EAS selection information
	7.28
	
	

	
	Solution #29: Discovery of a common EAS
	7.29
	
	

	
	Solution #30: Common EAS selection
	7.30
	
	

	
	Solution #31: Discover common EAS
	7.31
	
	

	Key issue #18: EAS bundles
	Solution #26: Bundled EASs
	7.26
	
	

	Key issue #19: ACR scenario combination
	Solution #19: EES determines the selected ACR scenario
	7.19
	
	

	
	Solution #35: EEC selected ACR scenarios
	7.35
	
	

	Key issue #20: Supporting composite EASs 
	
	
	
	

	Key issue #21: Simultaneously EAS connectivity in ACR
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	

	Key issue #22: EAS discovery in Edge Node sharing scenario
	
	
	
	


* * * Next Change * * * *

10.2.15
Key issue #18: EAS bundles

The open issues of key issue #18 are as follows:

-
How can the EEL identify EAS bundles? 
-
What are the impacts on EEL procedures due to EAS bundles e.g. when the bundled EASs are served by the same EES and require ACR due to UE mobility?
Solution #26 solves these open issues by enhancing the AC, EAS and EES profiles. Enhancements include adding EAS bundle information and EAS bundle requirements in the identified profiles. The solution also enhances EAS discovery filters and Retrieve EES request. Further, handling of these IEs at the EEC, EES and ECS is also described.

* * * Next Change * * * *

11.2.3
Solution conclusions

The study concludes with following solution considerations for the normative work:

1.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

i.
for Key issue #1 (Enhanced notification service to the EEC):

a.
Solution #1: Service provisioning via push notification

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #1
-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #1
b.
Solution #3: Service provisioning triggering via SMS over NAS

-
The usage of SMS over NAS to trigger service provisioning procedure will be specified in TS 23.558 as per Solution #3.
c.
Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #20

-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #20
ii.
for Key issue #2 (Enablement of Service APIs exposed by EAS):

a.
Solution #8: EAS Service API enablement using CAPIF
iii.
for Key issue #3 (Enhancements to service continuity planning):

a.
Solution #6: ACR update in service continuity planning
b.
Solution #7: EES monitors UE mobility for service continuity planning
c.
Solution #12: Service continuity planning allowance
d.
Solution #21: Prediction expiration time for service continuity planning enhancement

e.
Solution#37: ACR request trigger timing
iv.
for Key issue #4 (EDGE-5):

a.
Solution #34 (EDGE-5 APIs)
v.
for Key issue #5 (Alignment of EDGEAPP and ETSI MEC):

a.
Solution #x (<<title>>)
vi.
for Key issue #6 (Edge services support across ECSPs):

a.
Solution #x (<<title>>)
vii.
for Key issue #7 (Application traffic filter exposure):

a.
Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
viii.
for Key issue #8 (EAS selection synchronization):

a.
Solution #39 (EAS selection synchronization at registration)
ix.
for Key issue #9 (Enhancement of dynamic EAS instantiation triggering):

a.
Solution #x (<<title>>)
x.
for Key issue #10 (Support for roaming UEs):

a.
Solution #x (<<title>>)
xi.
for Key issue #11 (ACR between EAS and Cloud Application Server):

a.
Solution #x (<<title>>)
xii.
for Key issue #12 (EEL service differentiation):

a.
Solution #12 (Service continuity planning permission)
xiii.
for Key issue #13 (Edge enabler layer support for EAS synchronization):

a.
Solution #x (<<title>>)
xiv.
for Key issue #14 (Application traffic influence for initially selected EAS):

a.
Solution #9 (Application traffic influence trigger from EAS)

b.
Solution #15 (Initial EAS selection declaration)

c.
Solution #17 (Traffic influence for initial EAS discovery)

xv.
for Key issue #15 (Support of constrained devices for Edge):

a.
Solution #x (<<title>>)
xvi.
for Key issue #16 (Support of NAT deployed within the edge data network):

a.
Solution #23 (UE identification with NAT)
xvii.
for Key issue #17 (Discovery of a common EAS):

a.
Solution #x (<<title>>)
xviii.
for Key issue #18 (EAS bundles):

a.
Solution #26 (Bundled EASs)
xix.
for Key issue #19 (ACR scenario combination), see also clause 10.2.19:

a.
The principle of Solution #19, #35, #38 that the EEL will offer support for utilizing a combination of ACR scenario(s) will be followed. 

b.
The principle of Solution #35 that the EAS selection entity performs selection of the ACR scenario combination will be followed; the EEC will select zero ACR scenario or a single ACR scenario or multi-ACR scenarios in the ACR scenario list according to the EEL participants service continuity capabilities and AC requirements.

c.
The principle of Solution #35 that the ACR scenario list is communicated to the EES via the selected EAS announcement request will be followed, the EAS announcement request will be enhanced with the ACR scenario list.

d.
The principle of Solution #19 and #35 that the ACR scenario list is communicated to the EAS via the ACR selection notification and that the EAS will subscribe to such notification will be followed; the ACR selection notification will provide the selected ACR scenario list.

e.
The principle of Solution #19 and #35 that each ACR decision-making entity (e.g. EEC/EES/EAS) will use the ACR scenario list to decide if ACR detection needs to be performed will be followed; a gating condition that the ACR scenario is present in the ACR selected scenario list will be added to the ACR detection phase of every ACR scenario.

f.
The principle of Solution #38 that ACR execution will be coordinated after ACR detection happens will be followed; the ACR management event notification and the ACR information notification will be enhanced with information about start of ACR execution.
xx.
for Key issue #20 (Supporting composite EASs):

a.
Solution #x (<<title>>)
xxi.
for Key issue #21 (Simultaneously EAS connectivity in ACR):

a.
Solution #22: Support simultaneous EAS connectivity in ACR
xxii.
for Key issue #22 (EAS discovery in Edge Node sharing scenario):

a.
Solution #x (<<title>>)
2.
Individual solutions, not listed under bullet 1 may be adopted in technical specification with appropriate enhancements.
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