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	Reason for change:
	There is a miss-match in the description of the EEC registration procedrue and information element table as shown below.
====

8.4.2.2.2
EEC registration

“The EES may also provide an expiration time to indicate to the EEC when the registration will automatically expire.”

8.4.2.3.3
EEC registration response

Table 8.4.2.3.3-1: EEC registration response

Information element

Status

Description

…
…
…
> Expiration time
M
Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

…
…
…
====

8.4.2.2.3
EEC registration update

“Upon successful validation of the request, the EES sends a successful registration update response, which may include updated expiration time to indicate to the EEC when the updated registration will automatically expire.”

8.4.2.3.4
EEC registration update request

Table 8.4.2.3.5-1: EEC registration update response

Information element

Status

Description

…
…
…
> Expiration time
M
Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

…
…
…

It is requried to align the description and IE table.
Update in SA6#51-e meeting:

Comment received in previous meeting: “I don’t understand the issue related to dangling registration – with the ‘expiration time IE’ being optional, EES implementations that are worried about it can always provide an expiration time in response. At the same time optional IE allows to save UE resources in deployments where EES either knows enough about the UE to allow non-expiring registrations or does not care about it.”

Answer: 

Regarding the comment - “EES implementations that are worried about it can always provide an expiration time in response” 
I do not see which implementation will not worry about dangling registration. Each EES implementation has to consider/make sure that there are no dangled registration. So as per the comment, expiration time will always be included in the response. So, better we can make it mandatory.



	
	

	Summary of change:
	Align the description of the EEC registration and EEC registration update procedure with the IE tables.

	
	

	Consequences if not approved:
	Stage#3 will not be able to decide whether to keep expiration time as optional or mandatory in their specification.
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* * * First Change * * * *

8.4.2.2.2
EEC registration

Figure 8.4.2.2.2-1 illustrates EEC registration procedure.

Pre-conditions:

1.
The EEC is authorized to access the EES for the purpose of performing registration and has received relevant security credentials as specified in clause 8.11; and 

2.
The EEC has received service provisioning information from the ECS, including information for accessing the EES.
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Figure 8.4.2.2.2-1: EEC registration procedure

1.
The EEC sends EEC registration request to the EES. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time. The request also optionally includes information indicating to the EES how the EEC expects to use the services of the EES. 


If the EEC is moving to this EES from the purview of another EES, called S-EES, the request from the EEC may include the identity and endpoint of the S-EES and an EEC context ID that was provided by the S-EES to maintain continuity of the EEC context and to authorize EEC context relocation. If the EEC registration is being performed as part of ACR, the EEC shall not include the S-EES endpoint and the EEC context ID.
2.
Upon receiving the request from the EEC, the EES validates the registration request and verifies the security credentials. The EES further determines whether the requirements that were indicated in the AC Profile(s) can be fulfilled and reserves corresponding resources. 
NOTE:
Resource reservation at EEC registration ensures that the EES provides services for the duration of the registration.
3.
Upon successful validation of the request, if the received EEC registration request contains an EEC context ID and a S-EES Endpoint, the EES performs a EEC Context Pull relocation (clause 8.9.2.2) from the S-EES. The source and target EES perform EEC Context handling as detailed in clause 8.9.1.
NOTE 1:
Only a single EEC Context ID may be provided in the EEC registration request.

NOTE 2:
In this version of specification, each registration procedure relocates a single EEC context.
NOTE 3:
Step 3 is executed when EEC determines to change its connection from S-EES to T-EES and ACR is not required.
If the EEC registration request fails after the EEC Context Pull relocation, e.g., the EES cannot reserve the necessary resources while meeting the capability requirements of the existing registered EECs, the EES shall determine the EEC Context information stale and send a failure response with a corresponding cause.

4.
The EES sends a successful EEC registration response, which includes the registration ID and may include a newly assigned EEC context ID. If the EEC registration request contains AC Profile(s), and the EES determines that the requirements indicated in the AC profile(s) cannot be fulfilled for some of the AC profile(s), the EES shall include the list of ACIDs of such AC Profile(s) and may include appropriate reasons. If step 3 was executed, the EEC registration response also includes EEC context retrieval result. The EEC stores the new EEC context ID and uses it if and when it registers with another EES. For successful EEC registration response, the EES shall also provide an expiration time to indicate to the EEC when the registration will automatically expire. To maintain the registration, the EEC shall send a registration update request prior to the expiration. If a registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered.
If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC performs the required EDGE-1 subscriptions at the T-EES.
* * * Next Change * * * *

8.4.2.2.3
EEC registration update

Figure 8.4.2.2.3-1 illustrates EEC registration update procedure.

Pre-conditions:

1.
EEC has already registered with the EES.
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Figure 8.4.2.2.3-1: EEC registration update procedure

1.
The EEC sends EEC registration update request to the EES. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time and AC profile(s). 

2.
Upon receiving the request from the EEC, the EES validates the registration update request and verifies the security credentials. 

3.
Upon successful validation of the request, the EES sends a successful registration update response, which shall include updated expiration time to indicate to the EEC when the updated registration will automatically expire. If the EEC registration update request contains AC Profile(s), and the EES determines that the requirements indicated in the AC profile(s) cannot be fulfilled for some of the AC profile(s), the EES shall include the list of ACIDs of such AC Profile(s) and may include appropriate reasons. To maintain the registration, the EEC shall send a registration update request prior to the expiration time. If a registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered.

* * * End of Change * * * *
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