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1. Introduction
This contribution proposes resultions to the ENs in solution #11.
2. Reason for Change
Solution #11 provides a solution for key issue #2. 

In Step #6 of Solution #11 there exists 2 ENs.

Editor's Note:
Details about how to manage the SEALDD connections and traffic flows during/after context transfer are FFS.

Editor's Note:
Details about the information exchanged between the SEALDD servers to manage the SEALDD connections and traffic flows are FFS.

The first EN is addressed by the existing NOTE 1 shown below. So this contribution propsoes to delete this EN.
NOTE 1:
Other information to be exchanged between SEALDD Servers during SEALDD context transfer are to be determined in the normative phase. The information required enables the recipient SEALDD Server2 to establish the network connection with SEALDD client 1 and to provide the SEALDD flow with same value-add functionality as the source SEALDD Server 1.

To address the second EN, this contribution proposes some additional text be added to Step #6 and also proposes to add a new NOTE 2.
The contribution also proposes text to resolve the EN in the solution evaluation clause 6.11.2.

4. Proposal

It is proposed to agree to the following changes in 3GPP TR 23.700-34 v1.0.0.
* * * First Change * * * *

6.11
Solution #11: SEALDD support of UE's service continuity

6.11.1
Solution description
6.11.1.1
General

The following solution is provided for key issue #2. It complements the SEALDD flow ID in solutions #2 and #9.

An Application Client on a UE, acting as VAL client, establishes communications with VAL Server 1. The VAL client has established a SEALDD flow to send application data to VAL Server 1. The UE moves and the 5GC notifies VAL Server 1 of the UE's mobility. EES 1 detects that ACR is required and initiates ACR between Val Servers acting as EASs. In addition to the ACR steps already specified in 3GPP TS 23.558[10], two new SEALDD procedural steps are proposed as follows:

- A notification from VAL Server 1 to SEALDD server 1 of an ongoing ACR, before starting ACT.

- A procedure (termed SEALDD flow transfer) where SEALDD server 1 transfers the SEALDD flow to SEALDD server 2 such that the application data can be sent to VAL Server 2.

6.11.1.2
Procedure
Pre-conditions:

1.
VAL Server 1, acting as EAS 1, subscribes to receive ACR notifications from EES 1.

2.
VAL server 1 and VAL Server 2 have performed SEALDD Server discovery, and acting as EASs, registered to corresponding EES with the associated SEALDD server information.

Assumptions:

1.
When VAL servers are registered as EASs, EESs are able to determine, during ACR from a SEALDD-enabled VAL server, a target VAL server which is also SELDD-enabled. In other words, the Edge Enablement Layer can distinguish between a VAL server which uses SEALDD (termed SEALDD-enabled) and another VAL server for the same application which is not SEALDD-enabled.
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Figure 6.11.1.2-1: SEALDD support of UE's service continuity
1.
An application client on a UE, acting as a VAL client, establishes a SEALDD flow over SEALDD-UU to send application data to VAL Server 1. SEALDD client and SEALD server 1 maintain SEALDD flow information (e.g., SEALDD flow ID, VAL IDs/addresses, VAL requirements). 

2.
Application data is sent via the SEALDD flow between the VAL Client and VAL Server 1.

3.
The UE moves and generates a mobility event in the 5GC.

4.
The UE's mobility event triggers the execution of an Application Context Relocation (ACR) procedure as described in 3GPP TS 23.558[10]. Any of the ACR scenarios detailed in 3GPP TS 23.558[10] clauses 8.8.2.2-8.8.2.6 may occur. In this step, the first three phases of the ACR procedure are performed, up to ACT. In this step VAL Server 1 acts as EAS 1 and VAL Server 2 as EAS 2, therefore participating in corresponding signaling. VAL server 2 has been selected as SEALDD-enabled server meeting the ACR criteria to be the target EAS (see precondition 1).

5.
Before triggering ACT, VAL Server 1 sends a SEALDD notification of ACR event to SEALDD Server 1.

6.
In response to the SEALDD notification of ACR event, SEALDD server 1 transfers the SEALDD flow to SEALDD server 2 which serves VAL Server 2. SEALDD server 1 sends SEALDD flow information (e.g., SEALDD flow ID, VAL IDs/addresses, VAL requirements) to SEALDD server 2. Network connection is established between SEALDD client and SEALDD server 2. As part of this establishment, SEALDD server 1 or SEALDD server 2 may apply AF traffic influence with N6 routing information of the SEALDD client and SEALDD server 2 to the 3GPP Core Network (if applicable). A notification may also be sent to the SEALDD client to notify it that the SEALDD flow has been transferred to SEALDD server 2.  

NOTE 1:
Other information to be exchanged between SEALDD Servers during SEALDD context transfer are to be determined in the normative phase. The information required enables the recipient SEALDD Server2 to establish the network connection with SEALDD client 1 and to provide the SEALDD flow with same value-add functionality as the source SEALDD Server 1.
NOTE 2: Solution #10 describes SEALDD context management applicable for this step. Additional details describing how to manage SEALDD connections and traffic flows during/after context transfer are to be determined in the normative phase.


7.
SEALDD Server 1 notifies VAL Server 1 of the completion of the SEALDD flow transfer.

8.
VAL Server 1 (acting as EAS1) and VAL Server 2 (acting as EAS 2) execute the Application Context Transfer (ACT) procedure step corresponding to the pending ACR scenario (3GPP TS 23.558[10] clauses 8.8.2.2‑8.8.2.6). 

NOTE 2:
The ACT procedure referenced is not in scope of SA6 specifications, but it is implicitly defined via its use in 3GPP TS 23.558[10]. This specification leaves unchanged the ACT assumptions and descriptions from 3GPP TS 23.558[10].

9.
The post-ACR clean-up phase is executed, as described in the corresponding ACR scenario (3GPP TS 23.558[10] clauses 8.8.2.2-8.8.2.6)

10.
The application data from the VAL Client is sent via the SEALDD flow (with SEALDD server 2) to VAL Server 2.

NOTE 3:
The SEALDD-UU client endpoint of the SEALDD flow in this step is maintained the same as in step1.

6.11.2
Solution evaluation

This solution addresses KI#2 to support SEALDD enabled transport layer status coordination for service continuity utilizing SEALDD flow management and context transfer. 

* * * Next Change * * * *

7.3
Solution evaluations

7.3.1
General

All the key issues and solutions specified in this technical report are listed in Table 7.2.1-1. This table includes the mapping of the key issues to the solutions and corresponding solution evaluations.

Table 7.3.1-1 Key issue and solutions 

	Key issues
	Solution
	Dependency on other working groups

	SEALDD architecture
	Solution #1: Data delivery enabler service architecture
	-

	Key issue #1: Support for E2E redundant transport 
	Solution #2: E2E redundant transmission path establishment
	-

	
	Solution #3: Client initiated request for redundant transport
	-

	Key issue #2: Support for Transport layer enhancement for UE's service continuity
	Solution #11: SEALDD support of UE's service continuity
Solution #10: SEALDD server relocation
	-

	Key issue #3: Support for data transmission quality measurement and guarantee
	
	-

	Key issue #4: SEALDD and MSGin5G
	Solution #6: SEALDD integrating MSGin5G for message transfer
	-

	Key issue #5: SEALDD enabled Data Storage
	Solution #4: Data storage creation
	-

	Key issue #6: SEALDD coordination with EEL 
	Solution #5: SEALDD adaptation in CAPIF
	-

	
	Solution #8: SEALDD server discovery and selection in EDN
	-

	Key issue #7: SEALDD server discovery and selection 
	Solution #5: SEALDD adaptation in CAPIF
	-

	
	Solution #7: SEALDD server discovery and selection for specific VAL server
	-

	Key issue #8: SEALDD data distribution
	Solution #9: SEALDD interaction for regular application traffic transfer
	-


7.3.2
SEALDD services 
Table 7.3.2-1 provides an overview of the SEALDD services which are provided by SEALDD layer, based on the individual solutions.

Table 7.3.2-1 SEALDD services 

	SEALDD service 
	Solution
	Impacted Functionality
	Usage

	E2E redundant transmission
	Sol #2, Sol #3
	SEALDD server,

 SEALDD client
	Establishment of redundant E2E redundant SEALDD transmission path

	SEALDD server discovery
	Sol #5,

Sol #8
	CAPIF function,

EES, EEC
	SEALDD server discovery for proper VAL server and VAL client

	MSGin5G transfer
	Sol #6
	SEALDD server,

SEALDD client
	Integrating MSGin5G functionalities to send MSGin5G format data

	Data storage
	Sol #4
	SEALDD server
	Creation and access to stored data

	Connection establishment with SEALDD context management 
	Sol #9
Sol #10

Sol #11

	SEALDD client, 

SEALDD server
	Establishment of regular SEALDD connection for application traffic transfer.
Management of SEALDD connection and SEALDD context for service continuity.
.
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