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1. Introduction
This pCR proposes to put forward an evaluation of PIN server discovery.
2. Reason for Change
This paper gives an evaluation of PIN server discovery that before the interaction with PIN server. 
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v 0.5.0.
* * * First Change, all new text * * * *

9.2.2
Evaluation of key issue #1: PIN Management

Solution 7 addresses Key Issue 1 and describes the aspects of PIN server discovery. All of the PINE, including PEMC, PINE and PEGC should discover the PIN server first, and then have the interaction towards PIN server. The PIN server discovery procedure should be done before the PIN management. 
-
Solution #7 addresses the procedure of PIN server discovery. The PIN server can be discovered by the following method as indicated in Solution #7: 
-
pre-configured in the PIN elements or PIN clients; 

-
configured by the user;
-
provisioned by MNO through 5GC procedure; or
-
derived from HPLMN identifier for non-roaming scenario or from VPLMN identifier for roaming scenario.
For the provisioned by MNO through 5GC procedure, this has several drawbacks. Firstly, this has the impact to 5GC NAS procedure. Secondly, in order to deliver the PIN server endpoint address to the PIN enabler layer, the UE OS should have an enhancement. At last, if the PIN procedure are all happen in the application layer scope, that the 5GS is not aware of PIN, and this needs the 5GC impact that AF provides the PIN server endpoint address to 5GC. But whether SA2 support this is FFS. So, the PIN server endpoint address that provisioned by MNO through 5GC procedure is not appropriate to be included in the method of PIN server discovery. 
Solution 7 also addresses the method that due to PINE receives the PIN server endpoint address from the PEGC and PEMC. 

For example, if PINE has application layer connection with PEGC, for example, via WiFi or Bluetooth pairing, so there are two ways for PINE discovering PIN server:
-
If the PINE connects to PEGC with user name and password, the PINE sends PIN server discovery request to PEGC. The requests include the GPSI, PIN client ID if has, UE location.  PEGC can response with PIN server end point address directly. 
-
If the PINE has the open access to PEGC that with no user name or password. For this situation, the PINE can’t consume the communication service that provided by PEGC, but can have communication with the PEMC behind the PEGC. The PINE sends PIN server discovery request to PEGC and the PEGC routes the requests to PEMC. The request includes the GPSI, PIN client ID if has, UE location.  PEMC can response with PIN server end point address to PINE via PEGC.

Due to for some of the PIN elements can have the application interaction towards the PEMC, for example, via WiFi or Bluetooth pairing, so the PEMC can provide the PIN server end point information to PIN elements. The PINE sends PIN server discovery request to PEMC. The requests include the GPSI, PIN client ID if has, UE location. The PEMC delivers the PIN server end point information to PIN elements or PIN client. The end point information of PIN server includes URI(s), FQDN(s), IP address(es)) of PIN server.
* * * Second change, all new text * * * *

10
Conclusions

This clause provides conclusions of the study.

10.1
Conclusion of PIN management of KI#1
The following principle is considered normative for PIN server discovery: 
The general static configuration of PIN server in PIN can be consumed as the following methods: 
-
pre-configured in the PIN elements or PIN clients;
-
configured by the user;
-
derived from HPLMN identifier for non-roaming scenario or from VPLMN identifier for roaming scenario.
The dynamic discovery of PIN server in PIN can be consumed as the following methods. If the PINE has the application layer connection to PEGC or PEMC: 

-
If the PINE connects to PEGC with user name and password, the PINE sends PIN server discovery request to PEGC. The PEGC can response with PIN server end point address directly.
-
If the PINE has the open access to PEGC, the PINE sends PIN server discovery request to PEGC and the PEGC routes the requests to PEMC. The PEMC can response with PIN server end point address to PINE via PEGC. Authorization information and procedure is needed between PEMC and PINE.
-
If the PINE has the application interaction towards the PEMC, the PINE sends PIN server discovery request to PEMC. The PEMC delivers the PIN server end point information to PIN elements or PIN client. 
In the PIN server discovery request, the following parameters are included: GPSI, PIN client ID if has, UE location. And in the PIN server discovery response, the endpoint address information of PIN server is included, for example, the IP address, FQDN, or URI. 
* * * End of Change * * * *

