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1	Overall description
SA1 thanks SA6 for the clarification of the scenario and question initially highlighted in S1-222074/S6-221484 LS on Support for managing slice for trusted third-party owned application. SA1 would like to provide the following answer to this question:
Considering the explanation in the use case, does SA1 have requirements such that high priority users, identified by 3rd party, are able to achieve access to the provided services even when the slice capacity (or a capacity threshold) has been reached?
Answer from SA1: No, there are no related requirements.
2	Actions
To SA6 
ACTION: 	SA1 asks SA6 to take this information into account.
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