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1. Introduction

This paper proposes a solution for explicit slice policy alignment between the VAL server and the NSCE provider policies system.
Consider the following use case, in which the NSCE server provides services to two different VAL servers which use the same slices. VAL server 1 and VAL server 2 each have a policy that they provide to NSCE (see 6.20.1.5)
In solutions like sol 10 the TR talks about how NSCE modifies the NS profile. In reality, we are unsure of exactly what part of the NS profile gets exposed by SA5 to NSCE, but it should be complemented by an “NSCE service provider policy” (NSPP) which clarifies if/how/when the NS Profile can be modified.
The policies described above are shown in red in the NSCALE architecture figure
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Given that both VAL policy 1 and VAL policy 2 affect the same slice, there must be alignment processes between each of them and the NSPP, because procedures such as solution 10 result in changes to the common NS, for which NSPP applies. 
The issue is highlighted here with a usecase with 2 VAL servers, but it exists for generic, single server case. In other words, whenever a VAL policy is provided, or when it is affected by some other VAL Server action, the VAL policy needs to be aligned with the NSPP. 
That means that if NSCE checks VP1 and determines that it conflicts with corresponding one or more NSPP, the NSCE harmonizes/aligns the two to resolve the conflict. When NSCE replies to VAL it provides info about any harmonization performed and a notification is also sent to the 5GS if needed. In another example, this type of functionality is needed to support the following:

· An NS is provided which NSCE is allowed to manage to serve 2 VAL servers. Both VAL servers request NSCE to provide automatic NS management like in 6.1.1
· NSCE is allowed to request increases in max UE allowed only up to 120% of allowed initial number.

· In one case, NSCE determines that max number UEs in the slice needs to be increased. It needs to check if it is within allowed ranges, then triggers the operation. The operation with 5GS is our indication in step 4, i.e., the way of letting 5GS know is the actual NS operation.
· In another case, NSCE determines that max number UEs in the slice needs to be increased, but it is already at max allowed to request. It may trigger a notification to 5GS (step 4) because it may result in receiving a new policy. But it may decide for example that for a limited time the request from VAL 1 may be accommodated because VAL 2 doesn’t have so many UEs on the slice. So, if this was started by a request from VAL 1, it may respond positively, but may also indicate to VAL 2 that the policy it provided earlier is being adjusted….
2. Reason for Change

It is unclear how conflicts between the configurations within two different domains are handled.
4. Proposal

It is proposed to agree to include the following changes to 3GPP TR23.700-99 v1.2.0.
* * * First Change * * * *

5.11
Key issue 11: Slice requirement alignment
As described in clause 6.1.2.2, TS 22.261[7], the 5G system shall allow the operator to create, modify, and delete a network slice, verticals have strong desires for the slice/service self-management. Initially, they may translate the communication service parameters to slice parameters (serviceProfile provided to OAM as defined SA5) and order a slice with certain slice requirements parameters and their values. 

The verticals will put their best effort into slice requirements translation. However, they are not able to guarantee that all the potential factors will be considered to generate the optimal slice requirements parameters on the first try. After the service is executed on the required slice, the slice may not fully match the service real-time running conditions, for example, maybe only 60% of the slice resource is used to support the service, and rest of the slice resource is always idle, or the slice resource is insufficient due to under-provisioning. Or in some cases, there may be some unforeseen exceptions (e.g., unexpected traffic changes) and the current configured slice requirements parameters are not able to fulfil the requirements, for example, more resources are required to address the exceptions.

In order to achieve the maximum return of investment and ensure the slice/service self-management, the verticals expect a more optimal service profile which contains the exact value of those slice requirements parameters to support to the executing services' demands, i.e., by monitoring the network performance statistics to align the slice requirements between verticals and network providers. Furthermore, the action of alignment is not triggered by a single event but considers the statistics of the network performance during a certain time period. From the management perspective, third-party is able to modify the slice requirements (serviceProfile defined in TS 28.541[14]) by perform the operation of modifyMOIAttributes listed in table 6.1-1 in TS 28.531[5] to support the slice requirements alignment. 
This key issue is to study how to enable better alignment between the vertical needs and the slice requirements parameters.

NOTE:
All the potential changes to the slice are based on existing SA2 and SA5 service/capability.

Open issues:

-
Whether and How the SEAL network slice capability management service supports better alignment between vertical needs and slice requirements parameters for initial service requirements and ongoing service conditions?
· How does the SEAL network slice capability management service determine and indicate that VAL server policy (e.g., requirements provided when adding or changing slices) requests or actions result in suggested changes to the NSCE service provider policy (e.g., allowed NS profile operations or parameter ranges) or to VAL policies?

* * * Next Change * * * *

6.X
Solution #X: Slice policy and configuration alignment

6.X.1
Solution description

6.X.1.1
General

This solution addresses the KI 11 bullet on resolving misalignments between VAL server policy (e.g., requirements provided when adding or changing slice) and the NSCE service provider policy (NSPP). 
The VAL server policy can be in the form of a profile or configuration which the VAL server requests to be applied or maintained by NSCE, e.g., a profile including the configuration of several services using the same network slice. Alternatively, the VAL server policy can be provided together with the request for an action, e.g., adding a network slice. When the action requested also includes a VAL server policy to be applied, it needs to be aligned with the existing network slice policies available at NSCE i.e., NSPPs.
6. X.1.2

Procedure
Figure 6.x.1.2 illustrates the procedure for slice lice policy and configuration alignment 
Pre-conditions:

1. The NSCE service provider policy (NSPP) is available at the NSCE Server. 
NOTE 1: It is assumed that NSPP includes ranges of NS capabilities which can be adapted via NSCE, along with conditions under which such adaptations are allowed. This policy is used by NSCE also in other TR solutions to determine whether parameters in NS management operations are within allowed ranges, e.g., clause 6.10.2.1 step 10, fig 6.11.1.2-1 steps 2 and/or 3, fig 6.11.1.2-2 steps 2 and/or 3, clause 6.13.1.2 step 3, clause 6.13.1.2 step 3, clause 6.17.1.2 step 5., clause 6.19.1.2 step 5., etc.
2. The VAL server is authorized to receive NSCE services.
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Figure 6.x.1.2: Policy alignment 
1. VAL server sends a provisioning or action request to NSCE server. The request contains the VAL policy.
NOTE 2: The request in this step is described generically and can correspond to one or more requests to be defined in the normative phase to support other solutions. For example, the request corresponds to clause 6.1.1.2 step 1, clause 6.9.1.2 step 1, clause 6.10.1.2 step 8, clause 6.11.1.1 step 1, clause 6.11.1.2 step 1, clause 6.13.1.2 step 2, clause 6.17.1.2 step 1 etc. The response in step 3 is to be defined in a complementary manner.
2. The NSCE server checks whether the provided VAL policy conflicts with the NSCE service provider policy. If not, the action requested, if any, is performed. 
If the VAL policy conflicts with the NSCE service provider policy, the NSCE server can determine parameters harmonizing the two configurations. The NSCE server determines parameters harmonizing the configurations if previously authorized. 
NOTE 3: In the normative phase, this step can be implemented, for example, as part of the following: clause 6.1.1.2 steps 2, 6 or 9, clause 6.10.2.1 step 10, fig 6.11.1.2-1 steps 2 and/or 3, fig 6.11.1.2-2 steps 2 and/or 3, clause 6.13.1.2 step 3, clause 6.13.1.2 step 3, clause 6.17.1.2 step 5., clause 6.19.1.2 step 5., etc.
3. NSCE server sends the VAL server a response indicating whether the VAL policy conforms with NSPP. If the policies conflicted, the NSCE server provides optional parameters values that allow the policies to be harmonized. If the policies did not conflict, the response indicates that there is alignment. If an action was also requested in step 1, the result of the action can be provided in the response.
4.
The NSCE Server can provide a notification to 5GS with the result of the compare and harmonize procedure.
NOTE 4: In the normative phase the specification of this step is to be aligned with SA5 specifications 
6.X.2
Solution evaluation
The solution addresses key issue #11 on slice requirement alignment by addressing misalignments between VAL server policy (e.g., requirements provided when adding or changing slices) and the NSCE service provider policy. The solution provides clarity to the how requirements and parameters from the two different domains may be harmonized/ aligned, in order to allow other NSCE functions to be performed. 
In the normative phase, this solution can be used to provide clarifications and enhancements to a number of procedures. Alternatively, this solution can be implemented as a stand-alone process similar to the one described in clause 6.19., with the slice requirement updates resulting mainly from interactions between VAL Server and NSCE Server (not from interactions between NSCE and EGMF, as captured in the clause 6.19. solution),
The solution in this clause can be used to enhance request/response messaging and procedural steps specified within the scope of other solutions. Therefore, the solution is feasible and can be used to complement other key issues.
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