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1. Introduction
This contribution provides overall evaluation and conclusion for KI#1.
2. Reason for Change
This contribution provides overall evaluation and conclusion for KI#1.

There are two solutions in the TR, VAL server triggered solution is described in solution#2, and VAL client triggered solution is described in solution#3.
Solution #2 provides the enhanced E2E redundant transmission architecture to support SEALDD enabled E2E redundant transmission. The format of the SEALDD traffic flow and the data traffic transition are also introduced to clearly define the SEALDD enabler layer’s functionality. The procedure shows the detailed SEALDD connection establishment steps.

Solution #3 complements solution #2 with VAL client triggered E2E redundant transmission.

Both solutions reuse the current AF influence URSP mechanism to establish redundant PDU Sessions for redundant SEALDD traffic transmission. So the NOTE “Open issue 2 requires coordination with SA2” can be removed.
Both solutions can be considered in the normative work, solution #3 can be merged into solution #2 to form a general E2E redundant transmission solution.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.6.0..
* * * First Change * * * *

4.1
Key issue #1: Support for E2E redundant transport

Industrial requirements for supporting redundant transports for URLLC are specified in clause 5.33.2.1 of 3GPP TS 23.501 [6] with dual connectivity based end to end redundant user paths. Rel-16 URLLC work in 5GS is limited to URSP solutions assuming that the UE's application layer or operating system supports duplication of the traffic and provides two distinct traffic descriptors for the two redundant traffic. How to initiate the establishment procedure and how to use the redundant user plane path are not defined yet (now they are up to the upper layer implementation). For example, the UE may use the implementation of FRER (Frame Replication and Elimination for Reliability), IEEE 802.1CB-2017 [11], in the UE's upper layer protocols (i.e. application layer or operating system layer), to establish two redundant PDU Sessions and manage the replication and elimination of redundant packets/frames. However, redundant implementation on upper layer protocols is not always available for application clients and application servers. In those cases where application client and application server support is not available for redundant implementation, the application enablement layer (with SEALDD client and SEALDD server) can support this functionality for the application. For the verticals/enterprises, it is a better choice to use the SEALDD service for the interaction with 5GC and management of the replication and elimination of redundant packets so as to remove the complication from the application. 

The following open issues can be studied to support E2E redundant transmission aspects as enabler capabilities:
1.
Whether and how to support the packet/data duplication and elimination between client (UE) and server (Network) at enabler layer for E2E redundant transport?

2.
Whether and how to support the interaction between the enabler service and 5GC to establish the E2E redundant transmission path?

* * * Next Change * * * *

6.2.3
Solution evaluation


This solution addresses the open issues of KI #1 and KI #8 and provides the enhanced E2E redundant transmission architecture to support SEALDD enabled E2E redundant transmission. The SEALDD data traffic transition is also introduced to clearly define the SEALDD enabler layer’s functionality. The procedure shows the detailed SEALDD connection establishment steps for a VAL server to request redundant transport support from the SEALDD layer.
* * * Next Change * * * *

7.X
Overall evaluation of key issue #1

The open issues of KI #1 include:

1.
Whether and how to support the packet/data duplication and elimination between client (UE) and server (Network) at enabler layer for E2E redundant transport?

2.
Whether and how to support the interaction between the enabler service and 5GC to establish the E2E redundant transmission path?
There are two solutions in the TR, VAL server triggered solution is described in solution#2, and VAL client triggered solution is described in solution#3. Both of them address the two open issues of this KI.

Solution #2 provides the enhanced E2E redundant transmission architecture to support SEALDD enabled E2E redundant transmission. The format of the SEALDD traffic flow and the data traffic transition are also introduced to clearly define the SEALDD enabler layer’s functionality. The procedure shows the detailed SEALDD connection establishment steps.

Solution #3 complements solution #2 with VAL client triggered E2E redundant transmission.

Both solutions reuse the current AF influence URSP mechanism to establish redundant PDU Sessions for redundant SEALDD traffic transmission. 
* * * Next Change * * * *

8.3.X
Conclusion of key issue #1

Solution #2 and solution #3 can be considered in the normative work. Solution #2 will be the baseline solution in normative work, and solution #3 can be merged into solution #2 to form a general E2E redundant transmission solution.
