
3GPP TSG-SA WG6 Meeting #50-e meeting 
S6-222503
22nd – 31st August 2022, Online
(Revision of S6-222391, 222068)
Source:
InterDigital
Title:
Evaluation of Key Issue #3: Service switch in PIN
Spec:
3GPP TR 23.700-78 v 0.4.0
Agenda item:
9.1
Document for:
Approval
Contact:
Atle Monrad, atle.monrad@InterDigital.com
1. Introduction
This p-CR introduces overall evaluation for Key Issue #3 
2. Reason for Change
The evaluation of KI#3 is missing and is included by this contribution.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v 0.4.0.
* * * * First Change * * * *

9
Overall evaluation
This clause provides a summary of architecture enhancements and solution evaluations.

9.1
Architecture enhancements

9.2
Key issue evaluations

9.2.1
General

All the key issues, solutions and architecture enhancements specified in this technical report are listed in Table 9.2.1-1.

Table 9.2.1-1 provides a mapping of the key issues to the related solutions. It also indicates whether the solution requires enhancement to the Release-17 architecture and lists the dependencies on other working groups.

Table 9.2.1-1 Key issue and solutions 

	Key issues
(evaluation clause reference)
	Solution
	Architectural enhancement


(clause reference)
	Enhancements required
	Dependency on other working groups

	KI#1: PIN Management
	Solution #x: <title>
	6.x
	Architecture / None
	<WG>

	
	Solution #y: <title>
	6.y
	Architecture / None
	<WG>

	KI#2: PINAPP accesses 5G network by application mechanism
	Solution #x: <title>
	6.x
	Architecture / None
	<WG>

	KI#3: Service switch in PIN
	Solution #8:
Service switch in a PIN
	
	
	

	
	Solution #10:

Service switch internal PIN
	
	
	

	KI#4: PIN Application Server Discovery
	
	
	
	

	KI#5: Service continuity
	
	
	
	

	KI#6: PEMC/PEGC replacement in PIN
	
	
	
	


* * * * Next Change * * * *

9.2.4
Evaluation of key issue #3: Service switch in PIN

This clause provides an overall evaluation for Key Issue #3, "Service switch in PIN".
Solution #8 and #10 address aspects of Key Issue #3.
Key Issue #3 studies how to support application mechanism for service switching in a PIN between different PIN applications.
a)
To execute a service switch, a PIN, which can handle the service must be discovered. 


Solution #8:

-
Describes application-level discovery of available PIN, where a PIN Client in a UE sends a discovery request to a PIN Server.

-
Discovery request includes Location information, Application requirements such as Display characteristics, Audio characteristics.

-
PIN Server based on Location and application service requirement can provide the PIN Client with information about, one or more available PIN IDs, details of PINAPP capabilities and corresponding PE IDs, such as Device ID, IP address and Port number for each PIN.


Solution #10:

-
PINE is part of the PIN and initiates service discovery with PEMC.
-

PEMC provides the details of the PIN Service and the PINE end point and application end point information.
b)
Among available PINs, the Application client can select a PIN and initiate service switch procedure. 


Solution #8:
-
PIN Application Client selects a PIN and requests that the PIN Server trigger a service switch procedure.
-
PIN Application Client sends information such as Application session ID, Destination PIN ID, and an IP 4 Tuple that describes the session.

-

PIN Server accepts the request and sends acknowledgement to PIN Client. 


Solution #10:

-
PIN Application client and the corresponding PINE is part of the PIN, selects the suitable PINE where the service can be switched.
c)
The service switch procedure is handled differently in the two solutions.


Solution #8:

-
 PIN server can select the PIN Applications in PINE and instruct the PIN Management Client to execute service switch procedure. 
-
Information sent to PEMC Client includes Application Session ID, Destination PINE information, which includes PE ID, IP Address, Port number, URL.

-
PEMC configures PEGC and PINE and sends end point information to PIN server. A flag is used to indicate PEGC, if the session needs to be split among more than one PINEs.
NOTE:
The target PINE and PEMC are assumed to have already performed an authentication and authorization procedure. 

-
Thus, the solution relies on the PEMC to configure the target PINE and direct interaction between the original PINE and target PINE can be avoided.

-
PIN server configures AS for service switch with end point information.


Solution #10:

-
Service switch being handled via direct interaction between the PINEs.

-

Switch traffic flow directly from one PINE to another via direct communication method.

-

Application is relocated along with application context to another PINE and the service resumes.

* * * * End of Change * * * *

