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1. Introduction

This contribution provides overall evaluation and conclusions for KI#16 on support of NAT.

2. Reason for Change

Overall evaluation and conclusion are pending for KI#16.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.1.1.

* * * First Change * * * *

10.2.x
Key issue #16: support of NAT deployed within the edge data network

The open issues of key issue #16 are as follows:

-
How the EES can access 3GPP network services pertaining to a UE when the edge data network employs Network Address Translators (NATs).

-
How AF specific and temporary UE IDs can be managed at the Edge Enabler Layer?

Solution #23 solves these open issues by reusing SA2 defined CN capability (Nnef_UEId_Get) to translate UE’s private IP address to it UE ID. The solution also allows the EES to convert the CN or EEC provided UE ID to Edge UE ID, which is managed by the EES. The Edge UE ID can be specific to the EAS and can be temporary as required. Support from SA2 is required to address potential IP address overlap issues in some network deployments. Support from SA3 is required for any security related issues.
* * * Next Change * * * *

11.2.3
Solution conclusions

The study concludes with following solution considerations for the normative work:

1.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

i.
for Key issue #1 (Enhanced notification service to the EEC):

a.
Solution #1: Service provisioning via push notification

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #1

-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #1
b.
Solution #3: Service provisioning triggering via SMS over NAS

-
The usage of SMS over NAS to trigger service provisioning procedure will be specified in TS 23.558 as per Solution #3.

c.
Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #20

-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #20
ii.
for Key issue #2 (Enablement of Service APIs exposed by EAS):

a.
Solution #8: EAS Service API enablement using CAPIF

iii.
for Key issue #3 (Enhancements to service continuity planning):

a.
Solution #x (<<title>>)

iv.
for Key issue #4 (EDGE-5):

a.
Solution #34 (EDGE-5 APIs)

v.
for Key issue #5 (Alignment of EDGEAPP and ETSI MEC):

a.
Solution #x (<<title>>)

vi.
for Key issue #6 (Edge services support across ECSPs):

a.
Solution #x (<<title>>)

vii.
for Key issue #7 (Application traffic filter exposure):

a.
Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection

viii.
for Key issue #8 (EAS selection synchronization):

a.
Solution #x (<<title>>)

ix.
for Key issue #9 (Enhancement of dynamic EAS instantiation triggering):

a.
Solution #x (<<title>>)

x.
for Key issue #10 (Support for roaming UEs):

a.
Solution #x (<<title>>)

xi.
for Key issue #11 (ACR between EAS and Cloud Application Server):

a.
Solution #x (<<title>>)

xii.
for Key issue #12 (EEL service differentiation):

a.
Solution #x (<<title>>)

xiii.
for Key issue #13 (Edge enabler layer support for EAS synchronization):

a.
Solution #x (<<title>>)

xiv.
for Key issue #14 (Application traffic influence for initially selected EAS):

a.
Solution #x (<<title>>)

xv.
for Key issue #15 (Support of constrained devices for Edge):

a.
Solution #x (<<title>>)

xvi.
for Key issue #16 (Support of NAT deployed within the edge data network):

a.
Solution #23 (UE identification with NAT)
xvii.
for Key issue #17 (Discovery of a common EAS):

a.
Solution #x (<<title>>)

xviii.
for Key issue #18 (Linkage between EASs):

a.
Solution #26 (Bundled EASs)

xix.
for Key issue #19 (ACR scenario combination):

a.
Solution #x (<<title>>)

xx.
for Key issue #20 (Method of supporting federated EAS service):

a.
Solution #x (<<title>>)

xxi.
for Key issue #21 (Simultaneously EAS connectivity in ACR):

a.
Solution #x (<<title>>)

xxii.
for Key issue #22 (EAS discovery in Edge Node sharing scenario):

a.
Solution #x (<<title>>)

2.
Individual solutions, not listed under bullet 1 may be adopted in technical specification with appropriate enhancements.
