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1. Introduction
This pCR proposes to put forward a new solution for KI#1.
2. Reason for Change
In KI#1, it says before the PEMC (PINE) triggering the PIN create procedure, the PEMC (PINE) should firstly receive the role of PEMC from PIN server. 
When PINE registers towards the PIN server, the PIN server can verify the role of PEMC from 5GC. And if the PINE has the role of PEMC, the PIN server can have a successful response to PINE and the PINE receives the PEMC ID (or PIN client ID) from PIN server. 

For the PINE and PEGC registration, in order to reduce the signal interaction, it can be accomplished by the PEMC. The registration of PINE/PEGC includes the device data includes MAC address, vendor name, device description, PINE Function Address. 

3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v 0.4.0.
* * * First Change, all new text * * * *

7.X
Solution #Y: PEMC registration to PIN server
7.X.1
Architecture enhancements
The architecture of PIN is referred to the solution 1 in clause 7. 

7.X.2
Solution description

7.X.2.1
General

This solution addresses aspects of Key Issue #1. 
Before the PEMC triggering the creation of PIN to network, the PEMC (for example, the UE) should receive the role of PEMC first from network. Only the PEMC can trigger creation of PIN.

PEMC (PIN Element Management Control) is a PIN Element with Management Capability. A PIN Element with Management Capability is a PIN Element that provides a means for an authorised administrator to configure and manage a PIN. Only after the PINE becoming the PEMC, the PINE can trigger the PIN create request to network.

At the network side, a PIN server should be deployed. The PIN server is responsible for the authorization of the request of the role of PEMC from PINE. The PIN server has this verification procedure with 5GC, which the procedure is defined in SA2 specification. 

And the PINE/PEGC should also have the registration procedure to PIN server. For the PINE and PEGC registration, in order to reduce the signal interaction, it can be accomplished by the PEMC. The registration of PINE/PEGC includes the Device Metadata includes MAC address, vendor name, device description, PINE/PEGC Address. 
7.X.2.2
Procedures of PEMC registration
Pre-conditions:

1.
The PEMC has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server;

2.
The UE Identifier or PIN client Identifier is available;

3.
The PEMC has been authorized to communicate with the PIN server;

Figure 7.X.2.2.2.-1 illustrates service provisioning procedure based on request/response model.
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Figure 7.X.2.2.2-1: PEMC requests to register on PIN server
1.
The PEMC sends Registration Request (GPSI) to the PIN server. The service provisioning request includes the security credentials of the PEMC received during authorization procedure and may include the GPSI. If the PEMC is behind a PEGC, the PEMC sends Message Transfer Request (Registration Request) to the PEGC, and PEGC sends Transfer Message Request (PEMC Transport Address, Registration Request) to the PINMF.
2.
The PIN server interacts with the 5GS to check whether the UE identified by the GPSI has subscribed to be a PEMC. 

Editor’s note: whether and how to 5GS check the UE identified by the GPSI has subscribed to be a PEMC is in SA2 scope. 
3.
The PIN server responds to the PEMC with allocated PEMC ID in successful response. If the PEMC is behind a PEGC, the PIN server sends Transfer Message Request (PEMC Transport Address, Registration Response) to the PEGC, and the PEGC sends Message Transfer Request (Registration Response (PEMC ID)) to the PEMC. If the registration procedure fails, the PIN server should give the failure response to indicates that indicates the cause of registration request failure.
7.X.2.3
Procedures of PINE/PEGC registration
Pre-conditions:

1.
The PEMC has been pre-configured or has discovered the address (e.g. IP address, FQDN, URI) of the PIN server;

2.
The UE Identifier or PIN client Identifier is available;

3.
The PEMC has been authorized to communicate with the PIN server;

4.
The PINE/PEGC has already received the IP address of PEMC.
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Figure 7.X.2.3-1: PINE/PEGC register on PIN server
1.
The PINE/PEGC sends Registration Request (Device Metadata) to the PEMC. The Device Metadata includes the information that related to PINE/PEGC, including MAC address, vendor name, device description, PINE/PEGC Address. 

2.
The PEMC sends Registration Request (PEMC ID, Device Metadata) to the PIN server. 
3.
The PIN server responds to the PEMC with the allocated PINE/PEGC ID in successful response. 
4.
The PEMC sends Registration Response (PINE ID) to the PINE/PEGC.

* * * End of Change * * * *
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