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1. Introduction
This contribution proposes editorial corrections to TR 23.700-99.
2. Reason for Change
To fix typos in the document.
3. Conclusions
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-95 v1.4.0.
* * * First Change * * * *
6.8.1.2
Procedure 

In this procedure, the VAL server initially requests the new MnS which are supported by a target slice and based on this request the NSCE server requests from the OAM the MnS discovery (via EGMF). Then, the OAM/MnS registry derives the details to be exposed based on the NSCE server/VAL server permissions and provides the list of MnS for the given slice and the access details via the NSCE server to the VAL server. This procedure also includes the case when a new/modified MnS is deployed at the MD for the given slice, and the OAM/MnS registry provides this information directly to VAL server via EGMF (assuming that VAL server has registered to the MD).

Pre-conditions:

1.
The VAL server has registered to receive NSCE services 

2.
The NSCE server is trusted by the 3GPP MD.

3.
MnS registry at OAM is aware of the allowed MnS and the exposure levels for a given slice
Figure 6.8.1.2-1 illustrates a solution for the MnS discovery support.

Figure 6.8.1.2-1: MnS discovery support

The steps of this embodiment are as follows:

1.
The VAL server requests from NSCE server the expected exposure capability type and the related exposure level for a target slice or for a given VAL application, using the VAL application ID, the MD ID and optionally the slice ID.

2.
The NSCE server translates the expected exposure capability type in to MnS exposure requirement. 

3.
The NSCE server coordinates with the 5GS and discover the related network service(s), by triggering the MnS service discovery as specified in TS 28.533[6], clause5.1.1 and 6.1.1. The 5GS, acting as the discovery service producer, sends the discovery result including related exposure information such as management service identifier, management service information and management service producer information to the NSCE server.

4.
The NSCE server sends the service/management data based on step 3, including the list of MnS and the corresponding exposure details to the VAL server. Here to mention that based on exposure level, the exposure details may be different.

5.
VAL server registers to NSCE server for the management domain capability exposure for the subscribed slice. 

The registration procedure of the VAL server to NSCE server for management capability exposure is based on Solution #7.
6.
The MnS registry discovers new or modified MnS in the 3GPP MD. The MnS registry derives the details to be exposed to the VAL server (via the NSCE server), based on the exposure level configured by the new or modified MnS and the exposure levels of registered VAL applications and NSCE server. The MnS change could be triggered due to changes on:

- New/modified management service producers 

- New/modified managed entities – such as new radio, new technology or new NFs

- New/modified technical support – such as support in a new geography or coverage area 

- Availability of new management data – e.g. related to slice performance

7.
The MnS registry sends to the NSCE server the new / modified MnS, as discovered in step 6. 
8.
The information on the discovered new/modified MnS is sent from the NSCE server to VAL server. 

* * * Next Change * * * *

6.9.1.2
Network slice quota management capability exposure

Figure 6.9.1.2-1 illustrates the network slice quota management process to address the key issue 10 for managing trusted third-party owned application(s).

Pre-conditions:

1.
The network slice enabler layer is capable to interact with NEF.
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Figure 6.9.1.2-1: Network slice quota management process

1.
The VAL server initiates network slice quota management request towards the NSCE server. The request includes VAL service ID, Slice identity, identity of the type of the quota, specific type of action to take (e.g. release low priority users as identified by 5GC, release list of users as identified by the VAL server, etc) and optionally list of UEs on which specific action to apply. The message also includes unique identity for the request in order to update or cancel the action based on change of the requirement or service provider's policy.

2.
Upon receiving the request from the VAL server to manage the network slice quota, the NSCE server authorises the VAL server and if VAL server is authorized, the NSCE server subscribes to the network slice quota events. The NSCE server includes possible actions (e.g. maximum number of UEs per slice is reached, etc) expected from 3GPP core network upon reaching the network slice quota threshold.

Editor's note:
The APIs to subscribe to the network slice quota related events is to be defined in SA2.

3.
The NSCE server sends the network slice quota management response specifying the result.

4.
Upon receiving notification from the 5GC/NEF about network slice quota threshold, the NSCE server may request the 5GC to perform specific action if not specified already.

* * * Next Change * * * *

6.18.1.2
Network Slice Information delivery

This subclause depicts the procedure of the Network Slice Information delivery to the VAL server via NSCE layer, when the VAL server requests the Network Slice Information after registration. 

NOTE:
The Network Slice Information provided to the VAL server depends on service agreements out of the scope of 3GPP.
Pre-condition

1. 
The NSCE server should have the agreement with MNO (NOP) for retrieval of ServiceProfile, if the NSCE server is the external entity. 
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Figure 6.18.1.2-1: Network Slice Information delivery
1.
The NSCE server retrieves the Network Slice ServiceProfile from 5GS (e.g., NSMF) when the NSCE server acting as a NSP prepares a Network Slice to be provided. The NSCE server follows the procedure to request/receive the Network Slice Service Profile with 'getMOIAttributes' operation as specified in TS 28.532[8].

NOTE:
If NSCE server and NSMF are in same operator, then the NSCE server gets access directly to NSMF.      The delivered Network Slice Service Profile contains the values of attributes such as PLMN, S-NSSAI, SST, maximum number of UEs, maximum number of PDU sessions, Coverage Area, Latency, Data volume, etc which specify the Network Slice characteristics, as specified in clause of ServiceProfile in TS 28.541.  

2.
The NSCE server, as Network Slice as a Service, creates and stores the Network Slice information. When NSCE server retrieves the Network Slice Information, it is necessary for NSCE server to convert the attributes in Network Slice ServiceProfile to the Network Slice information for readable information and to compose the Network Slice information, according to the NSP's policy. 

In order to reduce to request often the Network Slice Information Retrieval, the NSCE server stores the Network Slice information.  
3.
The VAL server requests the Network Slice Information to the NSCE server. If the VAL server needs to know the specific attribute value for its service, then the attribute name of Network Slice (e.g., S-NSSAI, SST, Coverage Area, etc.) can be added in the Request message. 

4.
The NSCE server performs to check whether the requesting VAL server is registered or not. The NSCE server identifies which the Network Slice Customer is authorized to use.

5.
The NSCE server sends the Network Slice Information, if the VAL server is registered and authorized. The NSCE server rejects to the request of the Network Slice Information, if not registered.

* * * Next Change * * * *

6.18.1.5
Network Slice Information delivery while registration

This subclause depicts the procedure of the Network Slice Information delivery to the VAL server via NSCE layer, when the VAL server registers to the NSCE server. 

Pre-conditions:

1.
The NSCE server performs to retrieve the Network Slice ServiceProfile from 5GS (e.g., NSMF). The NSCE server follows the procedure to request/receive the Network Slice Service Profile with 'getMOIAttributes' operation as specified in TS 28.532[8]. 

NOTE:
If NSCE server and NSMF are in same operator, then the NSCE server gets access directly to NSMF.

The delivered Network Slice Service Profile contains the values of attributes such as PLMN, S-NSSAI, SST, maximum number of UEs, maximum number of PDU sessions, Coverage Area, Latency, Data volume, etc which specify the Network Slice characteristics, as specified in clause of ServiceProfile in TS 28.541.
2.
When NSCE server retrieves the Network Slice ServiceProfile, it is necessary for NSCE server to convert the attributes in Network Slice ServiceProfile to the Network Slice Information for readable information and to compose the Network Slice information according to the NSP's policy.


In order to reduce to request often the Network Slice Information Retrieval, the NSCE server stores the Network Slice information.
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Figure 6.18.1.5-1: Network Slice Information delivery while registration
1.
The VAL server requests to register to the NSCE server with the indicator of the Network Slice information request, if necessary.  

2.
The NSCE server performs the registration check as specified in clause 6.7 Solution 7: network slice capability registration.  

3.
The NSCE server sends the Network Slice information (e.g., PLMNInfoList, S-NSSAI, SST, SliceQoS, UE density and so on), which corresponds to the indicator of the Network Slice information, in the Registration Response message if the Registration is accepted. 
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