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1. Introduction
This contribution provides a solution addressing service continuity.
2. Reason for Change
The service continuity in KI#5 needs solution (KI#5 is copied for easy reference).
4.5
Key issue #5: Service continuity

As indicated in clause 6.38 of TS 22.261[2], the following requirements that describes the service continuity will be studied in this TR phase and reflect in this key issues: 

-
The 5G system shall be able to minimize service disruption when a PIN Element changes the communication path from one PIN Element (e.g. PIN Element with Gateway Capability) to another PIN Element or operator provided mobile access. The communication path between PIN Elements may include licensed and unlicensed spectrum as well as 3GPP and non-3GPP access.
The PIN application is the application deployed on PIN elements (for example, the UE) in PIN. One of the PIN application features is, the PIN application in UE can have a direct communication with other PIN application into a PIN, without have any routing from 5GS. 

But, there are the situations that may have a service disruption or relocation: 

-
When UE moves out of a PIN or the terminal PIN application is in the status of moving, the original direct communication between two PIN applications may be influenced and changed (for example, the direct communication between two PIN applications may be routed via PEGC); 
-
Usually if a PIN application on a UE is consuming service from an application server and due to UE mobility, the PIN application on the UE should continue to receive services from the application server.

It is required to study the following:

-
How to the support the service continuity when the PIN application in UE is in the status of moving?

-
How to the support the service continuity when UE moves out of a PIN and keep the communication towards the PIN application?

NOTE 1:
Some of the service continuity work has relationship to SA2 work and depends on the SA2's feedback later.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TR 23.700-78.
* * * First Change * * * *

7.X
Solution #X: Service continuity
7.X.1
Architecture enhancements
The architecture assumptions of Solution #1 are also assumed in this solution, in addition, a new PIN-11 reference point is added between PIN servers (enabler) in the data network, which supports the PIN enabling layer context transfer during service continuity.
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Figure 7.X.1-1: PINAPP archietecture with inter PIN enabling server communication 
7.X.2
Solution description

7.X.2.1
PINE out of PIN coverage
When one PINE is communicating with another PINE in the same PIN, and any of the PINE moves out of PIN coverage (e.g. out of Wifi coverage), the user plane traffic routing is switched from PINE-PINE to PINE-RAN-UPF-RAN-PINE. 

NOTE:
The PINE can have internal IP address assigned by the PIN (e.g. LAN gateway). For the PINE outside the PIN to communicate with another PINE within the PIN, the NAT traversal is not in the scope of this study.
7.X.2.1
PIN enabling server relocation and PIN AS relocation
When a PINE moves, if the currently used PIN AS can still serve the PIN application client in the PINE, there is no service continuity procedure being triggered.

If the PIN AS can no longer serve the PIN application client (e.g. deployed in EDN and having service area restriction), the PIN AS needs to be relocated.
If PIN AS is adapted to EDGEAPP as an EAS, the EAS relocation procedure can be used to support PIN AS relocation. If PIN AS is not adapted to EDGEAPP, the PIN application client can discover (e.g. using DNS) a new PIN AS in the target area and start communication with the new PIN AS. The PIN AS specific context transfer is out of the scope of 3GPP.
Similarly, the PIN enabling server can be adapted to EDGEAPP and its relocation may be triggered due to PINE mobility or PIN enabling server load re-balance. DNS may also be used to discover new PIN enabling server.

For PIN enabling specific context transfer, either pull or push operation may be used as depicted in figure 7.X.2.1 via PIN-11 reference point. Either pull (step 1a and 2a) or push (step 1b and 2b) operation can be used. The transferred PIN enabler context may include the PIN profile as described in solution #6. The new PIN enabling server, after receiving the context from the old PIN enabling server, update the PIN enabling client with the new PIN server endpoint in step 3, so that the PIN enabling client knows where to contact for subsequent interaction with PIN enabling server. Then the PIN enabling client acknowledges the received notification in step 4.

NOTE:
The PIN enabling client has subscribed to receive the update notification in PIN.
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Figure 7.X.2.1-1: PIN enabling layer context transfer 
7.X.3
Solution evaluation

This solution addresses KI#5 service continuity. 
For PINE out of PIN coverage, the SA2 specified mechanism for user plane routing is used. It is up to the application to maintain service continuity when PINE IP address is changed.
For PIN server (enabler) relocation and PIN AS relocation, EDGEAPP mechanism may be used to facilitate discovery procedure. Also, specific procedure for PIN enabler context transfer between PIN servers (enablers) over PIN-11 reference point is used to keep service continuity in PIN enabling layer.
* * * End of Changes * * * *
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