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1. Introduction

This paper proposes to add text for conclusion.
2. Reason for Change

Text for conclusion needs to be added.
4. Proposal

It is proposed to agree the following changes to 3GPP TR23.700-99 v1.1.0.

* * * First Change * * * *

9
Conclusions
This technical report fulfills the objectives of the study on application architecture for enabling Network Slice Capability Exposure. The report includes the following:

1.
Definition of terms and abbreviations used in the study (clause 3);

2.
Architectural requirements and a detailed application architecture for enabling Network Slice Capability Exposure (clause 4).
3.
Key issues identified by the study (clause 5);

4.
Individual solutions addressing the key issues (clause 6);

5.
A list of identities and commonly used values (clause 7); and

6.
Overall evaluations of all the solutions (clause 8); 

Some of the individual solutions have dependency on other working groups within 3GPP. This dependency is summarized in overall evaluations (clause 7). 

For NSCALE in normative work in 3GPP Rel-18, it is recommended to define：

1.
Terms and abbreviations, the definition of terms and abbreviations captured in clause 3 will be reused;

2.
Common attributes/parameters provided by NSCE, the list of identities and commonly used values captured in clause 7 will be reused with appropriate enhancements;

3.
Requirements on NSCE, the architectural requirements identified in clause 4 will be used as baseline architectural requirements;

4.
Application architecture for enabling Network Slice Capability Exposure, the architectures as specified in clause 4 will be used as baseline architecture;

5.
APIs and attributes/parameters thereof provided by NSCE, following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

a.
for Key issue #2 (Application layer exposed network slice lifecycle management):

i.
Solution #1 (Automatic application layer network slice management)

b.
for Key issue #3 (Discovery & registration aspects for management service exposure
):

i.
Solution #7 (Network slice capability registration) 
ii.
Solution #8 (Discovery of management service exposure)

c.
for Key issue #4 (Network slice fault management capability):

i.
Solution #2 (Network slice fault management capability);

d.
for Key issue #5 (Communication service management exposure):

i.
Solution #
11 (Communication service management exposure);

e.
for Key issue #6 (Application layer QoS verification capability enablement):
i.
Solution #
4: QoS verification capability;
f.
for Key issue #7 (Network slice related performance and analytics exposure):

i.
Solution #
5 (Network slice related performance and analytics exposure);
g.
for Key issue #8 (Support for requirements translation):

i.
Solution #3 (Slice API configuration and translation);

h.
for Key issue #9 (Support for trust enablement):

i.
Solution #6 (VAL server authorization and authentication via slice enabler layer);

i.
for Key issue #10 (Support for managing trusted third-party owned application(s)):

i.

Solution #9 (Support for managing trusted third-party owned application(s)):
ii.

Solution #10 (Network slice application policy management capability);
Individual solutions, not listed under bullet 5 may be adopted in technical specification with appropriate enhancements; 
6.
Potential enhancement of SEAL services, the enhancement to the SEAL service is summarized in solution 12. The normative work of SEAL enhancement will take solution 12 and the conclusion of corresponding solutions into consideration.  
Editor's Note: the clauses above are based on version 1.1.0 and could be updated based on the progress.
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