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1.
Introduction

This paper analyzes the current SEAL servers architecture and deployment options, provides the observations. This paper finally proposes the solution and concludes.

2.
Analysis of the current SEAL architecture
3GPP TS 23.434 has specified functional model for Service Enabler Architecture Layer for Verticals (SEAL). The specification has also defined 6 services commonly required for one or more vertical applications. These services are – Group management, Configuration Management, Location Management, Identity Management, Key management, Network Resource Management and Network Slice Capability Enablement.
As specified in clause 6.4.2.5 of TS 23.434, SEAL server can provide service to multiple VAL server(s), quote – “The SEAL server supports interactions with the VAL server(s)”. Figure 2-1provides representation of multiple VAL server(s) accessing SEAL servers in SEAL layer.
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Figure 2-1: Representation of VAL servers accessing SEAL layer
As we can see, access to SEAL layer is scattered. Currently, in Rel-17, V2XAPP, UASAPP and 5GMARCH verticals access SEAL layer. In Rel-18, multiple new SEAL services are being studied and possibly more verticals will utilize SEAL servers. 

We can observer following based on the current SEAL architecture and deployment scenarios.
Observation 1): There is no standard mechanism to specify which VAL server will use which SEAL service. Access to SEAL services is scattered and SEAL service provider needs a way to manage the SEAL servers and also to control the access to the SEAL servers (based on agreement between SEAL service provider and VAL service provider).
Observation 2): It is required to manage VAL server specific parameters.
· Each VAL Server will require SEAL server to behave according to their requirements.
· For example, when V2X Server requests to create group – the default group parameters will be different than other VAL servers.

· It is difficult for SEAL server to manage different configuration/policies per VAL server

· Similar problem occurs for almost all SEAL servers.
· It is required to have a standard mechanism to manage VAL server specific parameters per SEAL server.
Observation 3): It is required to provide SEAL service specific events to VAL service providers.
· VAL service provider may require information like SEAL server availability schedule is changed or when SEAL server is upgraded to add new feature in the SEAL server, or when a new SEAL server is added or when SEAL server is removed.

· Currently, it is done manually or left to VAL server implementation – however, as number of SEAL servers increase, it is beneficial to provide such information dynamically.

Observation 4): When a new VAL server is intended to use SEAL services, configuration is required to be provided, which could be manual or implementation specific. However, with number of verticals and SEAL services increasing, it is required to automate the provisioning of the configuration information to the new VAL server in order to enable it to access SEAL servers.

3
SEAL Registrar

In order to provide better access and to manage SEAL services, the author of this paper proposes to define SEAL registrar (server). 

Figure 3-1 shows possible architecture for the SEAL registrar.
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Figure 3-1: Functional model for SEAL Registrar
The SEAL Registrar is an entry point to access SEAL service provided by a service provider. It supports VAL server registration and deregistration to SEAL service layer over SR-S interface. It stores the information related to the VAL servers which are registered (and allowed) to use some (or all) of the SEAL servers provided by the SEAL service provider. It further stores the VAL service provider specific policies and share them to other SEAL server(s) over SEAL-Xn interface. It maintains the VAL server registration and updates other SEAL servers when new VAL server is registered or deregistered. If also updates other SEAL servers when the service level contract between VAL service provider and SEAL service provider is expired. 

The authors of this paper has also proposed CR in TDoc: S6-221169 to specify SEAL registrar service.

4
Conclusion
Based on the analysis of the current SEAL architecture and deployment options, and based on the observations discussion in clause 2 above, the authors of this paper suggests to agree SEAL registrar service for SEAL layer.
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