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1. Introduction
PIN profile information maintained at the PIN server, PEMC , PEGC and PINEs are of 2 types
1. Static PIN profile information

2. Dynamic PIN profile information
Information into Static PIN profile can be configured by the PIN owner or any authorized user and these information are not changed/updated frequently. These information persists across the multiple activation and deactivation of PIN and can be deleted once the PIN is deleted.

Information contained in the Dynamic PIN profile is maintaned by PIN server, PEMC and PEGC dynamically and these information contains the current status of PIN. E.g., Which PIN elements are PEMC currently, which PIN elements are PEGC currently, list of PIN elements joined the PIN, current PIN capabilities etc.,  This dynamic information needs to be maintained and updated by these entities and when required share with other PINEs. For e.g., during PEGC/PEMC role change the PIN dynamic information need to shared wit the new PINE taking the role.
Also this pCR covers the information present as part of the PIN client profile which needs to be shared by the PIN client when joining the PIN.
2. Reason for Change
This pCR intends to capture the information which are to be present in static and dynamic PIN profile.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 V0.3.0.
* * * First Change * * * *

7.7.2
Solution description

7.7.2.1
General

This solution addresses aspects of Key Issue #1. 
For an established PIN, the PIN should have the profile or configuration information in PIN server, PEMC and PEGC. Also the PIN server, PEMC and PEGC shall maintain the dynamic profile information related to the PIN which needs to be updated based on the events (e.g. PIN element joining or leaving, PIN element capability is changed) occuring in the PIN.
7.7.2.2
PIN Profile in a PIN

Table 7.7.2.2.1-1: PIN Profile in PIN server, PEMC, PEGC and PINE
	Parameter Name
	Parameter Description
	PIN Server
	PEMC
	PEGC
	PINE

	PIN ID 
	The identifier of the PIN
	Y
	Y
	Y
	Y

	PIN Description
	Human-readable description of the PIN, for example, the company name, location or the type of service.
	Y
	Y
	Y
	Y

	Duration
	Specifies the time period of how long the PIN can be active
	Y
	Y
	Y
	Y

	Maximum number of PIN elements
	Maximum number of PIN elements allowed to join the PIN
	Y
	Y
	N
	N

	PEMC list
	The list of identifiers of the PIN elements which can be allowed to take the role as PEMC (e.g.: PIN client ID, UE GPSI etc.,)
	Y
	Y
	Y
	Y

	
	
	
	
	
	

	PEGC list
	The list of identifiers of the PIN elements which can be allowed to take the role as PEGC (e.g.: PIN client ID, UE GPSI etc.,)
	Y
	Y
	Y
	Y

	
	
	
	
	
	

	PIN Server ID
	The identifier of the PIN server that serves the PIN
	N
	Y
	Y
	Y

	PIN server Endpoint
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN server. 
	N
	Y
	Y
	Y

	PIN Elements List 
	List of PIN elements which can be allowed to join the PIN

        > PIN element ID
	Y
	Y
	Y
	N


Editor's note: Other parameters will be defined of updated in PIN in future. 
 7.7.2.3
Dynamic profile information of a PIN
Table 7.7.2.3-1 describes the list of parameters that are classified as dynamic profile information and which are maintained at the PIN server, PEMC and PEGC. Dynamic profile information maintained at these entities are updated based on the following events occurring in the PIN:
-
PINE joins or leaves the PIN;

-
Role of PEMC or PEGC changes;

-
When the services offered by the PIN changes;

-
When a PINE updates the services it offers;

-
When a PINE joins or leaves the PIN;

Table 7.7.2.3-1: Dynamic profile information of a PIN
	Parameter Name
	Parameter Description
	PIN Server
	PEMC
	PEGC

	PIN ID 
	The identifier of the PIN
	Y
	Y
	Y

	PIN Description
	Human-readable description of the PIN, for example, the company name, location or the type of service.
	Y
	Y
	Y

	Services offered
	List of services offered by the PIN
	Y
	Y
	N

	Duration
	Time period specifying how long the PIN can be active
	
	
	

	PEMC list
	The list of identifiers of the PIN elements which are currently serving as PEMC (e.g.: PIN client ID, UE GPSI etc.,)
	Y
	Y
	Y

	> PEMC Endpoint
	Endpoint information of each PEMC (e.g. URI, FQDN, IP address) used to communicate with the PEMC. 
	
	
	

	> Duration
	Time period of being PEMC
	
	
	

	PEGC list
	The list of identifiers of the PIN elements which are currently serving as PEGC (e.g.: PIN client ID, UE GPSI etc.,)
	Y
	Y
	Y

	> PEGC Endpoint
	Endpoint information of each PEGC (e.g. URI, FQDN, IP address) used to communicate with the PEGC. 
	
	
	

	> Duration
	Time period of being PEGC
	
	
	

	> PIN Elements details
	List of PIN elements being served by PEGC and their connectivity information
	
	
	

	PIN Server ID
	The identifier of the PIN server that serves the PIN
	N
	Y
	Y

	PIN server Endpoint
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN server. 
	N
	Y
	Y

	PIN Elements List
	List of PIN elements currently registered/joined the PIN
	Y
	Y
	N

	> PIN Element ID
	Identifty of the PIN element
	
	
	

	> Services offered
	Services offered by the the PIN element
	
	
	

	> Reachability information
	Reachability information of the PIN element
	
	
	


Editor's note: Relationship between the PIN profile and dynamic profile information of PIN is FFS. 
7.7.2.4
PIN client profile

Table 7.7.2.4-1 describes the list of parameters of the PIN element profile which needs to be shared by the PIN client while joining or registering to the PIN.
Table 7.7.2.4-1: PIN Client Profile
	Parameter Name
	Status
	Parameter Description

	PIN ID 
	M
	The identifier of the PIN where the PIN client is joined

	UE identifier
	O
	PIN Element or UE identifier

	PIN client ID
	M
	The unique identity of the PIN client within PIN

	Name of the device
	O
	Human-readable name of the device (i.e. door sensor, watch, smart TV, etc) along with manufacturer details

	Application List
	O
	List of application identities

	capabilities
	M
	capabilities of the PIN client like supports relay capability for other PIN elements

	Visibility
	M
	Determines whether this PIN element is discoverable by other PIN elements within PIN, discoverable by other UEs outside the PIN etc.,

	access type
	M
	Access type supported for the communication

	Layer-2 details
	O
	Layer-2 address of the PIN element


* * * End Change * * * *

