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1. Introduction
This paper proposes to update solution #2 to add more details about how SEALDD server and SEALDD client interact to configure the SEALDD connection for traffic delivery.
2. Reason for Change
Afer Redundant session establishment, new IPs of the redundant PDU sessions are allocated to the UE. The SEALDD client should use the new IPs to transfer SEALDD traffic with the SEALDD server. New interaction steps should be added to notify the SEALDD server about the new IPs and the mapping SEALDD client, SEALDD flow. Also, VAL client specific connection between the SEALDD server and VAL server should be configured to differentiate the VAL traffic of different VAL clients.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.5.0.
* * * First Change * * * *

6.2
Solution #2: E2E redundant transmission path establishment

6.2.1
Architecture enhancements

In this solution, as shown in Figure 6.2.1-1, SEALDD client and SEALDD server transfer SEALDD traffic via two redundant PDU sessions as specified in clause 5.33.2.1 of 3GPP TS 23.501 [6]. 


Figure 6.2.1-1: E2E redundant transmission architecture

In this solution, Figure 6.2.1-2 shows the data traffic flow of E2E redundant transmission. For uplink data delivery, VAL client sends application traffic to SEALDD client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic. Then the two SEALDD traffic are transferred to SEALDD server via the two redundant PDU sessions shown in figure 6.2.1-1. The SEALDD server eliminates the redundant packets and recovers the application traffic. The recovered application traffic is transferred to VAL server by the SEALDD server. For downlink data delivery, VAL server sends application traffic to SEALDD server, the SEALDD server duplicates the application packets and maps them into two SEALDD traffic. The two SEALDD traffic are transferred to UE via the two redundant PDU sessions. The SEALDD client eliminates the redundant SEALDD packets and recovers the application traffic, then sends the application traffic to the VAL client. 
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Figure 6.2.1-2: E2E redundant transmission traffic flow
Especially, Figure 6.2.1-3 shows the data traffic flow of E2E redundant transmission for multiple VAL servers. In this scenario, SEALDD server and SEALDD client use different SEALDD flow IDs and SEALDD traffic descriptors to identify SEALDD traffic for different VAL servers. 


[image: image2.emf] 

 Figure 6.2.1-3: E2E redundant transmission traffic flow for multiple VAL servers
6.2.2
Solution description

6.2.2.1
General
The following solution corresponds to the key issue #1 and key issue #8 on Support for E2E redundant transport in clause 4.1 and clause 4.8. 

In this solution, SA2 mechanisms to establish redundant PDU Sessions are utilized to help establish the E2E redundant transport path. It is assumed that the 5GS deployment supports establishing the redundant PDU Sessions.
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Figure 6.2.2.1-1: E2E redundant transmission traffic flow transition in SEALDD enabler
Figure 6.2.2.1-1 shows the data traffic transition of E2E redundant transmission. For outbound data delivery, VAL application traffic is sent to SEALDD enabler layer, the SEALDD enabler duplicates the application packets and maps them into two SEALDD traffic (with the same Flow ID). Then according to the SEALDD traffic descriptors of the SEALDD flow, the SEALDD traffic is sent out with different destination addresses or ports and different source addresses or ports. For inbound data delivery, two SEALDD traffic (with different source addresses or ports and different destination addresses or ports) are received. According to the SEALDD traffic descriptors, SEALDD enabler desides they belong to the same Flow. Then after packet elimination and reordering, the two SEALDD traffic is aggregated to one VAL application traffic.
6.2.2.2
Procedure

Pre-conditions:

1.
The VAL server can discover and select the SEALDD server by CAPIF functions.
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Figure 6.2.2.2-1: E2E redundant transmission path establishment

1.
The VAL server decides to use SEALDD service to help ensuring data transmission quality for specific users or specific traffic and send a SEALDD service subscription request to the SEALDD server discovered by CAPIF. The request may include e.g. UE ID/address, identifiers of the application traffic (e.g. VAL service ID, VAL server ID, the URI/address of the VAL server), QoS requirements.
NOTE 1:
If both signalling and data traffic of the VAL server is transmitted via SEALDD service, the URI/address of the VAL server is not needed. 
2.
Upon receiving the request, the SEALDD server decides to establish redundant transmission path according to the QoS requirements and the network status exposed by 5GS. The SEALDD server allocates two different addresses or ports for the two redundant transmission paths and sends an AF request to 5GS to create or update URSP rules as described in clause 4.15.6.10 of 3GPP TS 23.502 [7] for the UE(s) going to use the redundant transmission service. The AF request includes Identifiers of the UE(s) and application traffic descriptor containing the addresses or ports allocated by SEALDD server.

3.
If the processing of the request was successful, the SEALDD server responds with a SEALDD service subscription response and indicates the VAL server that redundant transmission service should be activated. 

4.
[Optional]If the redundant transmission requirement is not preconfigured or notified to the VAL client, the VAL server may notify the VAL client(s) which are going to use the redundant transmission service through application layer message.
NOTE 2:
The VAL client can be preconfigured that the VAL service should always be transmitted via redundant transmission. Or this application layer notification may be notified to the UE in other period before the VAL application traffic is really transmitted. 
5.
The VAL client sends a SEALDD service request to SEALDD client with the identifiers of the application traffic (e.g. VAL service ID, VAL server ID, the URI/address of the VAL server) and requests to use E2E redundant transmission for the application traffic.


6.
The SEALDD client discover and select the proper SEALDD server for the VAL application.

NOTE 3:
How to discover and select the proper SEALDD server is discussed in KI #6 and KI #7.

7.
The SEALDD client sends SEALDD redundant transmission request to SEALDD server. The request includes the SEALDD client ID, SEALDD flow ID, the identifiers of the application traffic for SEALDD server to identify the specific application traffic. 

8.
Upon receiving the request, the SEALDD server sends the SEALDD traffic descriptor for redundant transmission of the SEALDD server side (i.e. addresses or ports for the redundant transmission paths allocated in step 2 and the transport protocol used for the SEALDD traffic) to SEALDD client. 
9.
The UE uses the SEALDD traffic descriptor of the SEALDD server side to trigger the two redundant PDU Sessions establishment procedure via 5GS as specified in clause 5.33.2.1 of 3GPP TS 23.501 [6]. 
10.
[Optional] The SEALDD client sends SEALDD redundant transmission update request to SEALDD server. The request includes the SEALDD client ID, the SEALDD flow ID, the SEALDD traffic descriptors for redundant transmission of the SEALDD client side (i.e. UE addresses and ports of the two redundant PDU Sessions). The two redundant SEALDD traffic use the same SEALDD flow ID for identification.

11. [Optional] The SEALDD server establishes connection with VAL server for the VAL client to transmit application traffic mapping to the redundant SEALDD traffic. The SEALDD server sends response to SEALDD client. After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptors (including the UE’s addresses/ports and SEALDD server’s addresses/ports for the SEALDD traffic transmission). The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
12.
The SEALDD client responds with a SEALDD service response.

NOTE 4:
Step 10 and Step 11 are optional. If the redundant PDU sessions are alreday established before step 7, the IP addresses of the UE may be notified to the SEALDD server in step 7. In other cases, after the establishment of the two redundant PDU sessions, the SEALDD client may communicate with SEALDD server through the redundant PDU sessions to let the SEALDD server know the UE's address(es) of the redundant PDU session to fulfil the traffic mapping. Or the SEALDD client and SEALDD server may use other mapping mechanisms, it is up to the transport protocol used by SEALDD client and SEALDD server for the SEALDD traffic.
Upon receiving application traffic from VAL client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic with SEALDD traffic descriptors as negotiated with SEALDD server in step 8 and step 10. The two SEALDD traffic is sent through two redundant PDU sessions to the SEALDD server. The SEALDD server maps the two SEALDD traffic to the same application traffic according to the stored SEALDD traffic descriptors, SEALDD client ID and SEALDD flow ID. After packet elimination and reordering the SEALDD server sends the aggregated application traffic to VAL server via the connection established in step 11. The downlink application traffic sent from VAL server to VAL client is processed similarly.
6.2.3
Solution evaluation

Editor's note:
Solution evaluation is FFS.
* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>
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