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1. Introduction
This contribution identifies new EDGE-5 APIs based on the solutions in the TR.
2. Reason for Change
2 new APIs are identified:
- Solution #6 requires AC to be able to provide ACR modification parameters to the EEC.

- Solution #23 requires AC to be able to request for Edge UE ID from the EEC.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.0.1.
* * * First Change * * * *

7.6.2.1.1
EEC-based ACR modification procedure

Pre-conditions:

1.
The ACR has been launched.
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Figure 7.6.2.1.1-1: EEC-based ACR modification procedure
1.
The EEC detects a change of the expected UE behaviour. In particular, it may receive from the AC (over EDGE-5) an indication that the expected/predicted UE location and/or mobility changed. Such message can include the current and new expected/predicted location or current and new expected mobility/speed/direction/velocity, and/or an expected change of the UE route/trajectory.
2.
The EEC identifies that one or more ACR updates are needed based on the change of the UE behaviour and decides the type of the ACR update to be an ACR modification. 

3.
The EEC sends an ACR modification request to the S-EES or T-EES (for EEC executed ACR via T-EES scenario) to indicate an ACR modification and to provide the updated parameters, such as the expected completion time. The request also includes the necessary parameters (e.g. IDs) to indicate the ACR that is requested to be updated.
4.
S-EES or T-EES determines the ACR to be modified based on the request in step 3. The ACR modification, is executed by the execution entity as described in clause 7.6.2.1.3. 

5.  The S-EES (or T-EES for EEC executed ACR via T-EES scenario) sends an ACR modification response to the EEC to notify on the result.

6.
The EEC may optionally provide a notification to the AC (over EDGE-5) to inform on the ACR modification result. 

NOTE:
This procedure has impacts on EDGE-5 interface.
* * * Next Change * * * *

7.23.2.2
Procedure

Figure 7.23.2.2 illustrates the procedure for the EEC to obtain the UE ID from the EES and provide to the AC.
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Figure 7.23.2.2-1: EEC obtaining UE ID from the EES

1.
AC sends an Edge UE ID request to the EEC. The request may include the list of EASIDs for which the AC is requesting the Edge UE ID information.

2.
The EEC upon receiving the request validates if AC is authorized to request this information. If AC is authorised, the EEC sends the Edge UE ID request to the EES. The request includes either the CN assigned private IP address of the UE or its UE ID (if it already has one) and may include the list of EASIDs if provided by the AC.
NOTE 3:
EEC can also send this request without receiving a request from AC in step 1.

NOTE 4:
Private IP address used by AC and private IP address used by EEC can be the same or different (if different PDU sessions are used). The request from EEC can include either of the IP addresses.
3.
Upon receiving the request from EEC, the EES authorizes the EEC. If authorized and the UE ID is not included in the request the EES invokes the CN capability Nnef_UEId_Get for translating the UE's IP address to its UE ID as defined in 3GPP TS 23.502 [08]. If the request from EEC includes a list of EASIDs, the EES may invoke the Nnef_UEId_Get API for each EAS individually to obtain EAS specific UE ID(s). The EES generates temporary Edge UE ID(s) which may be the same as the 3GPP CN provided UE ID or may be assigned by the EES itself. If UE ID is received, the EES generates temporary Edge UE ID.
4.
The EES sends the Edge UE ID response to the EEC including the Edge UE ID(s).

5.
Upon receiving the response from the EES, the EEC provides the Edge UE ID information to the AC by sending the Edge UE ID response.

6.
The AC provides the Edge UE ID information to the EAS.

NOTE 5:
Details on how the AC provides the information to the EAS is out of scope.

7.
Once received from the AC, the EAS uses the Edge UE ID to invoke the APIs provided by the EES over EDGE-3 interface (e.g., T-EAS Discovery, UE location request, ACR request, and EELManangedACR services).

8.
Once received from the EES, the EEC uses the Edge UE ID to invoke API provided by the EES over EDGE-1 interface (e.g., EAS Discovery and ACR request services).
9.
The EES uses the UE ID received from the EEC or obtained from the CN in step 3 to invoke the 3GPP CN capabilities as in TS 23.558, Clause 8.10.3. This step can be performed following triggers that require 3GPP CN capabilities to be invoked (e.g., on receiving a request over EDGE-1 or EDGE-3), in which case, to invoke the 3GPP CN capabilities the EES uses the UE ID associated with the Edge UE ID included in the trigger.
Editor's note:
Whether coordination with SA2 for this solution to work as intended in case of private IP overlap issue in large network deployments is FFS.
NOTE 6:
This procedure has impacts on EDGE-5 interface.
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