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1. Introduction
This contribution provides a proposal for overall evaluation of Key issue#1.
2. Reason for Change
Sol#1 and Sol#2 address key issue#1 and have corresponding solution evaluations.
Hence, the overall evaluation for key issue#1 is proposed.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-76 v1.0.0
* * * First Change * * * *

8
Overall evaluation

8.1
Key issue and solution evaluation

8.1.1
Introduction

All the key issues and solutions specified in this technical report are listed in table 8.1.2-1. It includes the mapping of the key issues (clause 4) to the solutions (clause 7) and corresponding solution evaluations.

In addition, table 8.1.2-1 lists the impacts to other working groups that will need consideration during the normative phase.
8.1.2
Results

Table 8.1.2-1: Key issues, solutions and solution evaluations

	Key issues
	Solution
	Evaluation (clause reference)
	Dependency on other working groups

	Key issue #1 – Ad hoc group communication
	Solution #1: Ad hoc group communication set up for MCX service
	Clause 7.1.4
	None

	
	Solution #2: Ad hoc group call involving multiple MC systems
	Clause 7.2.3
	None

	Key issue #2 – Network topology hiding from MC service client while establishing Ad hoc group communication
	Solution #1: Ad hoc group communication set up for MCX service
	
	None

	Key issue #3 – Configuration parameters for Ad hoc group communication
	Solution #3: Configuration parameters required for Ad hoc group communication
	
	None

	Key issue #4 – Modifying participants list of on-going ad hoc group communication
	
	
	None


Editor's Note:
Table 8.1.2-1 will be further updated once solution and solution evaluation are completed for all the identified key issues.

8.1.3
Overall evaluation of key issue#1
Key issue#1 pertains to adhoc group communication. The following open issues are considered:
a.
Procedures for establishing and release of the ad hoc group communication.

b.
Procedures for establishing the ad hoc group communication when functional alias is used as target for the communication.

c.
Procedures for establishing the ad hoc group communication with end-to-end encryption support.

d.
Identify whether new information flows are required or existing information flows can be enhanced to support the ad hoc group communication set up.

e.
How to support different mechanisms for determining the participants list for the ad hoc group communication. It could be supplied by the initiator of the ad hoc group call or determined by the MCX system based on some pre-defined criteria.
f.
How to support a mechanism for the initiator of an MCX Service ad hoc group communication to request that the list of participants be determined and updated by the MCX Service system using a specific pre-defined criteria.

g.
Identify whether any changes are required to the existing MCX functional architecture for supporting the ad hoc group communication.

Both solution#1 and solution#2 addresses the open issues described above. Based on solution#1 and solution#2, a harmonized procedure is required to address the key issue#1 for normative work.
The following aspects are to be considered for the adhoc group call communication procedures to be specified for normative work:

1.
As per the stage 1 requirements, E2E security is mandatory for all MC calls including adhoc group call. Hence, the solution should enable E2E security which is scalable. Considering this view, the notion of enabling E2E security via usage of pre-configured group as described in solution#2 should be used for establishing adhoc group call. This addresses the open issues in a and c.
2.
New messages and information flows can be specified for the procedures for adhoc group call establishment and release. This addresses the open issue d.
3.
For determining the participants list for adhoc group call, the mechanism of solution#1 as specified in clause 7.1.3.1.3 should be used. This solution is also compatible with the notion of using pre-configured group for enabling adhoc group call setup. This addresses the open issues in e and f.
4.
For supporting adhoc group call involving multiple MC systems, the procedure as specified in solution#2 should be used which is based on the notion of using pre-configured group for establishing adhoc group call. This addresses open issue a. 
5.
No architecture updates are required for support adhoc group call. This addresses open issue g.
6.
Functional alias should be supported in the group call setup and release as described in solution#1. This addresses open issue b.
Editor's note:
Overall evaluation for key issue#1 is FFS.
