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1. Introduction
This contribution proposes conclusion for KI #2. 
2. Reason for Change
To complete conclusion for KI #2 for which overall evaluation is complete.
	10.2.2
Key issue #2: Enablement of Service APIs exposed by EAS

The open issues studied in the key issue #2 are as follows:

1.
Identify any gaps in CAPIF to enable EAS Service APIs in the EDGEAPP architecture in terms of e.g., service-specific attributes for API publish/discovery, API availability subscription/notification across EES/CCF
2.
If any, whether and how to enhance CAPIF capabilities to address the gap identified as above

In order to address the open issues aforementioned, there are two solutions proposed as follows:

-
Solution #8: EAS Service API enablement using CAPIF
-
It exploits CAPIF as specified in 3GPP TS 23.222 [16] to support publication/discovery, and change subscription of EAS Service APIs for API invoking by the other EASs
-
Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
-
It exploits CAPIF as specified in 3GPP TS 23.222 [16] as a deployment option for exposing EAS Service APIs to ETSI MEC entities (i.e., MEP and MEC applications)
The Solution #8 provides 1) a detailed role of EAS and EES as CAPIF entities in order to support publication/discovery, and change subscription of EAS Service APIs; and 2) a new IE, Service KPIs, for CAPIF APIs. 

The Solution #11 provides a detailed role of EAS and EES as CAPIF entities in order to support discovery and invocation of EAS Service APIs for ETSI MEC entities.

EES supporting EAS's and other entity's (e.g., ETSI MEP or MEC App.) access to service APIs exposed by other EAS, in the context of CAPIF, will be addressed in the normative phase. The newly identified IE for CAPF APIs has an impact to 3GPP TS 23.222 [16] to be addressed in the normative phase.


3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.0.1.
* * * First Change * * * *

11.2.3
Solution conclusions

The study concludes with following solution considerations for the normative work:

1.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

i.
for Key issue #1 (Enhanced notification service to the EEC):

a.
Solution #x (<<title>>)
ii.
for Key issue #2 (Enablement of Service APIs exposed by EAS):

a.
Solution #8: EAS Service API enablement using CAPIF
iii.
for Key issue #3 (Enhancements to service continuity planning):

a.
Solution #x (<<title>>)
iv.
for Key issue #4 (EDGE-5):

a.
Solution #x (<<title>>)
v.
for Key issue #5 (Alignment of EDGEAPP and ETSI MEC):

a.
Solution #x (<<title>>)
vi.
for Key issue #6 (Edge services support across ECSPs):

a.
Solution #x (<<title>>)
vii.
for Key issue #7 (Application traffic filter exposure):

a.
Solution #x (<<title>>)
viii.
for Key issue #8 (EAS selection synchronization):

a.
Solution #x (<<title>>)
ix.
for Key issue #9 (Enhancement of dynamic EAS instantiation triggering):

a.
Solution #x (<<title>>)
x.
for Key issue #10 (Support for roaming UEs):

a.
Solution #x (<<title>>)
xi.
for Key issue #11 (ACR between EAS and Cloud Application Server):

a.
Solution #x (<<title>>)
xii.
for Key issue #12 (EEL service differentiation):

a.
Solution #x (<<title>>)
xiii.
for Key issue #13 (Edge enabler layer support for EAS synchronization):

a.
Solution #x (<<title>>)
xiv.
for Key issue #14 (Application traffic influence for initially selected EAS):

a.
Solution #x (<<title>>)
xv.
for Key issue #15 (Support of constrained devices for Edge):

a.
Solution #x (<<title>>)
xvi.
for Key issue #16 (Support of NAT deployed within the edge data network):

a.
Solution #x (<<title>>)
xvii.
for Key issue #17 (Discovery of a common EAS):

a.
Solution #x (<<title>>)
xviii.
for Key issue #18 (Linkage between EASs):

a.
Solution #x (<<title>>)
xix.
for Key issue #19 (ACR scenario combination):

a.
Solution #x (<<title>>)
xx.
for Key issue #20 (Method of supporting federated EAS service):

a.
Solution #x (<<title>>)
xxi.
for Key issue #21 (Simultaneously EAS connectivity in ACR):

a.
Solution #x (<<title>>)
xxii.
for Key issue #22 (EAS discovery in Edge Node sharing scenario):

a.
Solution #x (<<title>>)
2.
Individual solutions, not listed under bullet 1 may be adopted in technical specification with appropriate enhancements.
* * * End of Change * * * *

