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1. Introduction

This contribution provides procedures for VAL server registration.

2. Reason for Change

Procedures for VAL server registration are needed.
4. Proposal

It is proposed to agree the following changes to TS 23.435.

* * * First Change * * * *

9
Procedures and information flows

9.1
General

9.x
VAL server registration
9.x.1
General

The NSCE layer supports the exposure of network slice related capabilities to the VAL. To access network slice related enablement capabilities, e.g. monitoring of network slice performance, the VAL server should register on the NSCE layer. 

9.x.2
Procedure

9.x.2.1
VAL server registration
For registration of the VAL server to be a recognized user of the NSCE server, the VAL server triggers registration procedure which is defined as onboarding the API invoker in TS 23.222 clause 8.1.3. In such procedure, the NSCE server could play the role of CAPIF core function.
9.x.2.2
VAL server de-registration
For de-registration of the VAL server, the VAL server triggers de-registration procedure which is defined as offboarding the API invoker in TS 23.222 clause 8.2.3.
9.x.3
Information flows
9.x.3.1
General
The following information flows are specified for service provisioning:

-
VAL server registration request and response; and

-
VAL server de-registration request and response.

9.x.3.2
VAL server registration request

Table 9.x.3.2-1 describes information elements for the VAL server registration request from the VAL server to the NSCE server.
Table 9.x.3.2-1: VAL server registration request
	Information element
	Status
	Description

	Registration information
	M
	The information of the VAL server

	>VAL server ID
	M
	The identifier of the VAL server

	>VAL Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the VAL.

	>Security credentials
	M
	Security credentials resulting from a successful authorization for the NSCE service.

	>Proposed expiration time
	O
	Proposed expiration time for the registration

	APIs for enrollment
	O
	Indicates interested NSCE services.


9.x.3.3
VAL server registration response

The information elements specified in the Table 9.x.3.3-1-1 is used for the VAL server registration response sent from the NSCE server to the VAL server.
Table 9.x.3.3-1: VAL server registration response

	Information element
	Status
	Description

	Registration status
	M
	The result of Registration request

	>Successful response (NOTE1)
	O
	Indicates that the VAL server registration request was successful.

	> >Registration ID
	M
	Identifier of the registration.

	> >Expiration time
	O
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

If the Expiration time IE is not included, it indicates that the registration never expires.

	>Failure response (NOTE1)
	O
	Indicates that the VAL server registration request failed.

	Registration information
	O
(NOTE 2)
	Information allow the VAL server to be authenticated and to obtain authorization for service APIs

	Service API information
	O
(NOTE 3)
	NSCE service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format.

	Reason
	O 
(NOTE 4)
	Indicates the cause of VAL server registration request failure

	NOTE 1:
One of these IEs shall be present in the message.
NOTE 2:
Information element shall be present when registration status is successful.

NOTE 3:
Information element may be present when registration status is successful.

NOTE 4:
Information element shall be present when registration status is failure.


9.x.3.2
Network slice capability de-registration request

Table 9.x.3.2-1 describes information elements for the network slice capability de-registration request from the VAL server to the NSCE server.

Table 9.x.3.2-1: Network slice capability de-registration request
	Information element
	Status
	Description

	Registration ID
	M
	Identifier of the registration.

	Security credentials
	M
	Security credentials of the EAS

	Reason
	O
	Indicate the reason of de-registration


9.x.3.3
Network slice capability de-registration response

The information elements specified in the Table 9.x.3.3-1-1 is used for the Network slice capability de-registration response sent from the NSCE server to the VAL server.
Table 9.x.3.3-1: Network slice capability de-registration response

	Information element
	Status
	Description

	Successful response (NOTE)
	O
	Indicates that the Network slice capability de-registration request was successful.

	Failure response (NOTE)
	O
	Indicates that the Network slice capability de-registration request failed.

	> Cause
	O
	Indicates the cause of Network slice capability de-registration request failure

	NOTE:
One of these IEs shall be present in the message.


9.x.4
APIs 

9.x.4.1
General

Table 9.x.4.1-1 illustrates the API for VAL server registration.

Table 9.x.4.1-1: Ensce_VALRegistration API

	API Name
	API Operations
	Operation

Semantics
	Consumer(s)

	Ensce_VALRegistration
	Request
	Request/Response


	VAL

	
	Deregister
	
	


9.x.4.2
Ensce_VALRegistration_Request operation

API operation name: Ensce_VALRegistration_Request

Description: The consumer requests to register the VAL server on the NSCE server.

Inputs: See clause 9.x.3.2.

Outputs: See clause 9.x.3.3.
See clause 9.x.2.1 for details of usage of this operation.

9.x.4.3
Ensce_VALRegistration_Deregister operation

API operation name: Ensce_VALRegistration_Deregister

Description: The consumer requests to deregister the VAL server from the NSCE server.

Inputs: See clause 9.x.3.2.

Outputs: See clause 9.x.3.3.
See clause 9.x.2.2 for details of usage of this operation.

