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1. Introduction

This pCR provides a solution for NIDD configuration. NIDD data transmission procedures are not considered in scope of this SID.
The following parameters of the NIDD configuration request may be configured  by the IoT-PCS server, e.g. based on r SLA between the Service Provider and PLMN operator or based on a common configurartion for all or groups of IoT-App servers on the platform. Providing such parameters to the IoT-PCS allows the IoT-Apps to be deployed without the need to implement 3GPP procedures or be informed of SLA agreements between PLMN operator and Service Provider.
· mtcProviderId – ID of the IoT-PCS service provider, common for the IoT-Apps

· duration - lifetime of the NIDD Configuration and can be set per SLA between the Service Provider and PLMN operator or per platform configuration. SCEF/NEF may change this value. Note that this is not the duration of Tx/Rx data.
· maximumPacketSize – as shown in 3GPP TS 23.682 clause 5.13.2, if no maximum packet size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to SCS/AS.Therefore, this parameter is many times based upon PLMN operator pre-configuration, which can be made available to IoT-PCS via SLA. Alternatively, leaving blank results in using PLMN opertator settings valid for all servers

· pdnEstablishmentOption - used to indicate the preference for how the SCEF/NEF should process a MT NIDD Request if the UE has not yet established a Non-IP PDN connection. A per platform configuration can be used
· reliableDataService - set to TRUE or FALSE can be set per platform or per server type within a platform. 
· supportedFeatures – includes a number of features which can also be provided per platform or per server type within a platform, e.g. GroupMessageDelivery, Notification_websocket, etc.
For all the parameters above, the IoT-PCS provides value -add by not requiring the IoT-App server to perform the configuration.
More importantly, please see the following note in 3GPP TS 23.682 clause 4.5.14.1:

NOTE 2:
When more than one SCS/AS is associated with the same PDN Connection, it is permissible for packets to or from one port number to be associated with more than one SCS/AS. Also, any polices that are applied to the PDN Connection (e.g. APN Rate Control), apply to traffic from all of the SCS/AS's that are associated with the PDN Connection.
This shows the intent that the same PDN connection can be used by multiple SCS/AS (i.e. IoT-App servers). Without a common NIDD configuration procedure, this feature is not feasible.
2. Reason for Change

Address Key Issue #5
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-97

* * * First Change * * * *

5.X
Solution #X: NIDD configuration

5.X.1
General

The 3GPP network supports SCEF/NEF APIs facilitating the exchange of Non-IP data between servers and clients  hosted on a UE.  Non-IP Data Delivery (NIDD) it is a means for delivering data via a PDU Sessions of type "Unstructured".
NOTE: NIDD delivery using UPF via a Point-to-Point N6 tunnel is not in scope of this specification.
5.X.2
Procedures and information flows

5.X.2.1
General

The IoT-PCS SEAL server provides the NIDD connection configuration capability via SCEF/NEF. The NIDD configuration procedure enables both mobile terminated (MT) and mobile originated (MO) NIDD communications. The configuration may also be performed for group MT NIDD message delivery. The NIDD traffic is exchanged between IoT-App VAL servers and clients without other IoT-PCS SEAL server support.

5.X.2.2
NIDD configuration procedure

Figure 5.X.2.2-1 illustrates the NIDD Configuration performed by the IoT-PCS Server before a UE attaches and attempts to establish a Non-IP PDU connectivity to the VAL Server or before IoT-App VAL Servers attempt NIDD data transmissions. On an IoT Platform,  IoT-App VAL Servers may choose to request NIDD configuration services from the IoT-PCS server when the SLA with the MNO is provided only by the platform, or when the IoT-App VAL server does not have capabilities to access the 3GPP network exposure. The IoT-PCS Server may also be chosen to perform NIDD configuration for UE groups managed by the SEAL layer.
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Figure 5.X.1.1-1: NIDD Configuration Request 

Step 1: The IoT-PCS Server determines to configure NIDD communications for one UE or group of UEs. 
This determination may be based on local policies, a trigger from NEF or a NIDD configuration request (External Identifier of the target UE or External Group Identifier for a group of UEs and optional: MO NIDD notification destination, reliable data service flag, rds ports, duration) from an IoT-App Server.
Step 2:  The IoT-PCS Server executes the NIDD Configuration procedure as described in 3GPP TS 23.502 [2] clause 4.25.3. During this procedure a response is received from SCEF/NEF indicating success or failure, providing the maximum packet size for MT data and reliable data indication.
Step 3: If the NIDD Configuration procedure was triggered by a request from an IoT-App VAL Server, the IoT-PCS Server provide a response message to the originator. The response message includes the information received from SCEF/NEF in step 2.

5.x.3
Evaluation

This solution addresses Key Issues #5, enabling the IoT-PCS to perform the NIDD Configuration procedure on behalf of multiple IoT-App Servers. However, the solution is not proposed for the normative phase as it does not provide sufficient functional benefit compared to the IoT-App Servers performing the NIDD Configuration procedure directly.
