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1. Introduction
This pCR provides solution to KI#20 - Method of supporting federated EAS service 
2. Reason for Change
KI#20 has been agreed to study with following open issue:

-
Whether and how the EEL can support to federated EAS context management.

-
Whether and how the EEL can support the relocation of the federated EAS context for service continuity.

-
Whether and how the EEL can discover EAS that provides the services of the federated EASs.
When multiple EASs should be used at the same time according to the application requirements, a service adjusted from Edge enabler layer  may be required to support connection between multiple EAS. For example, , in order to continuously provide services of the same quality, it may be necessary to perform ACR on multiple EASs or trigger EAS initiation. 
Use case for that scenario is, for example, The 3D video conferencing application combines the state engine, the 3D image processing engine, the meeting control server, and the voice and chatting server to form a pakage. When the EEC needs to obtain multiple EAS information from the EES to provide multiple EAS information to the AC, the EEC can also receive the federated EAS information along with the EAS information requested by the federated EAS information identifier without requesting discovery for each EAS required for the EES.
The federated EAS scenario can provide all the federated EAS information required for one federated service without discovering all the EAS of the EES. In ACR, the EES may perform the ACR on all the EAS required for the combined service. When ACR for all EAS is not possible (available EAS absence, etc. ) You can trigger EAS initiation or retrieve EAS information from other EES. When the service is ready to be provided, the terminal can be notified of service availability and service can be resumed.
3. Conclusions

This solution allows the EAS to provide this federated information to the EES in order for the Edge Enabler Layer to recognize these requirements and ensure the adjusted service. This connection or association information is provided as part of the AC and EAS profiles and informs the EEL that coordinated efforts are required to provide meaningful services to the application.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98
7.x
Solution #XX: Method of supporting federated EAS service
7.x.1
Architecture enhancements

None.

7.x.2
Solution description

7.x.2.1
General

This solution addresses key issue 20.
- Federated EAS indicator : One EAS may support multiple federated EAS services. Each federated EAS service can be distinguished by a federated EAS indicator.
Table 7.26.2.1-2: EAS Profile

	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	List of federated EAS indicators
	O
	List of federated EAS indicator to which the EAS belongs and related federated EAS requirements.

	> federated EAS information
	M
	Information including federated service description

	>> federated service ID
	M
	Identifier the federated service.

	>>  federated service requirements
	O
	Requirements associated with the federated service.

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EAS.

	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN where the EAS resides.

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 

	
	
	

	
	
	


7.x.2.2
Procedure
Pre-conditions:

1. The EAS may be assigned a specific federated EAS indicator through agreement with the MNO in advance, and the indicator may be included in the EAS profile.
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· Figure 7.x.2-1: EAS registration for federated EAS context discovery
In Figure 7.x.2-1, The EAS that provides the federated function can instantiate and send a registration request message to the EES. The EAS registration request message transmitted from the EAS may include a federated EAS indicator, which is an identifier indicating the EAS that provides the federated EAS function. If there is a pre-configured federated EAS list in the EES, the EES can update the pre-configured federated EAS list using the indicator included in the request message. The EES can send a registration result message to the EAS.
In step 1, the EAS can transmit the EAS discovery request to the EES.
In step 2, when the EAS discovery request message that provides the federated function is received, the EES can find an EAS that can provide the federated function to the EAS that sent the request message among the EAS information registered to the EES. Retrieve T-EES request from the S-EES, and depending on the federated EAS information, the ECS provides in the Retrieve T-EES response information of the T-EES(s).
In step 3, the EES is a response message to the EAS search request message and can be transmitted including the EAS (F) context (Federated EAS indicator, Available EAS API list, EASID, and Endpoint address).
In Step 4, the EAS may provide the service of the EAS(F) using the EAS address of the message and the available API.
· NOTE:
The method for providing federated service with EAS registered in other EES is FFS
· * * * Next Change * * * *
Enhancements to 3GPP TS 23.558 clause 8.8.4.6
Retrieve EES request
8.8.4.6
Retrieve EES request
Table 8.8.4.6-1 describes the information elements to retrieve T-EES information from the ECS. 

Table 8.8.4.6-1: Retrieve EES request

	Information element
	Status
	Description

	EESID
	M
	Unique identifier of the EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	M
	The EASID.

	List of federated EAS informations
	O
	List of Federated EAS informations.

	Target DNAI
	O
	The target DNAI information which can be associated with potential T-EES(s) and/or T-EAS(s).

	UE Identifier
	O 
	The identifier of the UE (i.e. GPSI or identity token)

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 


7.x.3
Solution evaluation

This clause provides an evaluation of the solution.

* * * Next Change * * * *

7
Solutions

7.0
Mapping of solutions to key issues

Table 7.0-1 Mapping of solutions to key issues
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* * * End of Change * * * *
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