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1. Introduction
This pCR provides a Solution on Support for Transport layer enhancement for UE’s service continuity.
2. Reason for Change
If transport protocols with bitrate control (e.g. TCP, QUIC) is used for SEALDD traffic transmission, the transmission data volume of application data between the SEALDD client and SEALDD server starts from a fixed small value. This constraint affects the transmission throughput and network utilization badly, especially when the network has a big bandwidth-delay product. The SEALDD server can calculate proper startup parameters based on the transmission delay and flow bit rate, which can be obtained by invoking the existing QoS monitoring procedure of 3GPP core network. By using the calculated startup parameters, SEALDD client and SEALDD server can enhance the transmission data volume starting from a proper value. Therefore, the transmission delay for the initial period of the connection between the SEALDD client and SEALDD server (especially for secenarios of SEALDD server relocation and the the transport layer connection is re-establihed) can be reduced.
It is proposed to define such procedure in clause 6.x.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.5.0.
* * * First Change * * * *

6.x
Solution #x: SEALDD enabled transport layer fast startup
6.x.1
Solution description

This solution is for KI #2 and KI #8 on Support to configure the SEALDD connection for Transport layer enhancement for UE’s service continuity. For the scenario shown by Figure 4.2-2, the source or target SEALDD server calculates startup parameters to optimize the communication between SEALDD client and the target SEALDD server to better utilize the available network bandwidth. Further the source SEALDD server provisions the startup parameters to the SEALDD client and the target SEALDD server, respectively. The SEALDD client and the target SEALDD server utilize the transmission startup parameter to control the traffic transmission. For example, based on the transmission startup parameter, the SEALDD client determines the firstly transmitted data volume to be transmitted over the connection to the target SEALDD server after the SDALDD server relocation. Similar procedures can also be used for fast startup in initial connection establishment scenario if necessary.
6.x.1.1
SEALDD enabled transport layer fast startup


[image: image1.emf] 


Figure 6.x.1.1-1: SEALDD enabled fast startup
0a-0b. VAL server1 and VAL server2 subscribed to SEALDD server1 and SEALDD server2 for transport layer enhancement service respectively. The association information of ther servers are registered to EES as described in solution #8.

1.
The VAL client sends a SEALDD service request to SEALDD client with the identifiers of the application traffic (e.g. VAL service ID, VAL server ID, the URI/address of the VAL server) and the service type (i.e. transport layer enhancement service).
2.
The SEALDD client discover and select the proper SEALDD server for the VAL application as describe in solution #8.

3.
The SEALDD client sends SEALDD connection establishment request to SEALDD server with the SEALDD client ID, the SEALDD flow ID, and the identifiers of the application traffic and the request for transport layer enhancement.

4.
The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (i.e. address/port allocated for the SEALDD traffic transfer) mapping to the application traffic.
5.
After successful connection establishment, the SEALDD server subscribes to 5GC for QoS parameters (e.g. packet delay) notification as specified in clause 5.33.3 in 3GPP TS 23.501 [x].
6.
SEALDD server relocation occurs due to UE’s location change and the SEALDD client can discover the Target SEALDD server (SEALDD server2) via EAS discovery procedure. The Source SEALDD server (SEALDD server1) can get the Target SEALDD server’s information for application context transfer.
7.
The Source SEALDD server calculates the startup parameter based on the QoS parameters obtained from 3GPP core network. For example, the source SEALDD server obtains QoS parameters from 3GPP core network and calculates the startup parameter (mainly related to the RAN data transmission status). 
8.
The source SEALDD server sends the startup parameter to the SEALDD client.
9.
The source SEALDD server sends the startup parameter to the target SEALDD server.
10.
The SEALDD client establishes SEALDD connection with the target SEALDD server and determines the firstly transmitted data volume over the connection according to the startup parameter received in step 8 and step 9.
6.x.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.

* * * End of Change * * * *
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