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1. Introduction
This paper provides the overall evaluation for Key issue #6: Edge services support across ECSPs and Key issue #10: Support for roaming UEs, based on the solutions #4 and #5 and #14.
The paper also proposes an update to the evaluation clause of sol. #14. 
2. Reason for Change

Solutions 4 and 5 set the basis for KI#6 and KI#10. Solution #14 additionally adds information elements to enable the EEC to establish HBO session to ECS. This solution can be combined with Sol #4 in the normative phase. This paper lists the open issues of each of KI#6 and KI#10, and describes the solutions that address the open issues. 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.0.1.
* * * First Change * * * *

10.2.x
Key issue #6: Edge services support across ECSPs
The open issues of this KI are as follows:

1.
Identify potential enhancements to the existing architecture defined in Rel-17 to enable inter-ECSP interactions.

2.
Study potential impact to support ECS discovery and service provisioning based on UE location.

3.
Whether and how EEC registers with an EES deployed by a partner ECSP?

4.
Study potential impact to support service continuity.  
5.
How is EEC context continuity maintained across ECSPs with or without ACR? 

6.
How the ECS can discover a T-EES having SLA with S-EES based on the federation agreements between ECSPs before EDGE-9 interaction?

To address the open issues the following solutions has been proposed:

· Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
· After discovering another ECS2 which may have suitable EES, the ECS1 sends respond to the EEC or source EES with the ECS2 information. Then the EEC or source EES can send the request to the ECS2 directly to retrieve suitable EES.
· Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
· The EEC or the EES gets the requested EES information from ECS2 via ECS1. If the ECS1 cannot discover a suitable EES to serve the UE at the current location (e.g., all the EESs registered on the ECS1 do not cover the given UE location), the ECS1 contacts another ECS2 which may have suitable EES and discovers the EES via ECS2. 
· Solution #13: Update ECS configuration information
· This solution proposes to include supported PLMN ID(s) in the ECS configuration information. The information can be used in sloutions 4 and 5 to find and select ECS2.
Solution #5 is applicable to scenarios where the UE has home routing agreement with its service provider for service provisioning.

Solution #13 provides additional IEs to be used within solution #4 and #5 to find and select ECS2.

Detailed signalling to provide ECS2 address to the requesting EEC or EES based on solution #4 is to be addressed in normative phase. Signalling between ECS1 and ECS2 to discover and retrieve provisioning to the requesting EEC or T-EES for the requesting EES will be addressed in normative phase according to solution #5. A new interface EDGE-10 between ECS1 and ECS2 is used in Solution #5.

* * * Next Change * * * *

10.2.y
Key issue KI#10: Support for roaming UEs
The open issues of this KI are as follows:

1.
Roaming-related deployment scenarios (if any) to be supported, and which may be differentiated by: (i) the relationship between the ECS provider and the PLMN operators, (ii) whether connectivity to an ECS can be established in both involved PLMNs.

2.
How the EEC in the roaming UE knows the availability of ECS(s) and/or EES(s) and discovers them in the VPLMN?

3.
Whether and how edge computing service continuity is supported when transitioning between an HPLMN and VPLMN.

4.
How to support authentication and authorization for an EEC hosted in the roaming UE.

5.
Whether and how to support topology hiding on inter-PLMN/ECSP interfaces on the edge enabler layer.

To address the open issues the following solutions has been proposed:

· Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
· The EEC may have been pre-configured or provisioned with V-ECS information. 

· The EEC may try to send a service provisioning request message including service PLMN ID to the H-ECS and retrieves V-ECS information or, if possible, EDN configuration information for VPLMN. The EEC may perform service provisioning procedure with the V-ECS if the H-ECS provides V-ECS information to the EEC as show in figure 7.4.2.2-1. This solution provides a procedure for this aspect. 
· The EEC may try to derive V-ECS address information from the VPLMN identifier. For example, an EEC can combine the VPLMN identifier and an ECSP code (or ECSP ID) assigned to an edge computing service provider (e.g. "ECS <ECSP-ID/CODE>.ECS.MNC <MNC> .mcc <MCC> .3gppNetwork.org ").
· Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
· The EEC or the EES gets the requested EES information from V-ECS via H-ECS. If the H-ECS cannot discover a suitable EES to serve the UE at the current location (e.g., all the EESs registered on the H-ECS do not cover the given UE location), the H-ECS contacts another V-ECS which may have suitable EES and discovers the EES via V-ECS. 
· Solution #13: Update ECS configuration information
· This solution proposes to include supported PLMN ID(s) in the ECS configuration information. The information can be used in sloutions 4 and 5 to find and select V-ECS.
· Solution #14: V-ECS Discovery via the H-ECS
· Solution #4 and this solution share the principle that the home network can provide the UE with information that is used to contact a V-ECS. In solution #4 the V-ECS information may be an address, endpoint or service API information. In solution #14, the V-ECS information can include a DNN (O) and/or S-NSSAI (O).
Solution #5 is applicable to scenarios where the UE has home routing agreement with H-PLMN for service provisioning.
Solution #13 provides additional IEs to be used within solution #4 and #5 to find and select ECS2.

Solution #14 the V-ECS information can include a DNN (O) and/or S-NSSAI (O). The DNN / S-NSSAI can be used to establish an LBO PDU Session.
Solutions #4 and #14 are to be merged in normative phase. Detailed signalling to provide the V-ECS address and information to the requesting EEC or EES based on solutions #4 and #14 is to be addressed in normative phase. Signalling between H-ECS and V-ECS to discover and retrieve provisioning to the requesting EEC or T-EES for the requesting EES will be addressed in normative phase according to solution #5. A new interface EDGE-10 between H-ECS and V-ECS is used in Solution #5.
* * * End of Changes * * * *

