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1. Introduction
This contribution proposes a new KI and solution for the eEDGEAPP.
2. Reason for Change
The highly reliable edge computing aims to provide fault tolerance, high availability and service resilience for the application services as well as the application supporting layer.
It is needed to study how edge computing (EDGEAPP in SA6) can provide such high reliability in EES/ECS and to support highly reliable EAS.

3. Proposal

It is proposed to agree the following changes in TS 23.700-98 v1.0.1.
* * * First Change * * * *

7.x
Solution #XX: Reliability support for EEL 
7.x.1
Architecture enhancements
None.
7.x.2
Solution description
7.x.2.1
General

This solution is related to KI#X on Reliable Edge service. As specified in TS 23.558 [2], one of the reason for service continuity is maintenance aspects such as graceful shutdown of an EAS or EES. 

7.x.2.2
Reliability support with Sets
By adopting the NF set and NF service set approach, as specified in clause 5.21 of 3GPP TS 23.501 [5], an EES Set can be introduced to enable an EES/ECS to provide reliable services to the edge service consumers (e.g. EAS, EEC).

NOTE:
UE is not required to host multiple instances of the same EEC but the EEC can perform re-selection due to ECS/EES service failure.
Likewise, for service binding, it can be used by edge service producer (EES) and consumer (EEC or EAS) to indicate a particular context that is bound to the EES Set. As specified in clause 4.17.12.2 of 3GPP TS 23.502 [r23502], When the EEC or EAS communicates with the EES (e.g. via EEC registration or EAS registration procedures), if available, the EES may return a binding indication 
(i.e. EES Set identifier) and may include any equivalent EESs within the EES Set to the EEC or EAS in the response.
Editor's note:
The use of sets for other EEL entities (e.g. ECS, EAS) is FFS.
7.x.2.3

EES planned removal

In case when ECSP has decided to gracefully shutdown the EES due to maintenance (or any other reason), it is required to inform all registered EECs and EASs about planned termination of the EES which will allow them to perform required action (e.g. plan service continuity and send a timely ACR request, perform service provisioning, or EEC registration with new EES).

An EES can be taken graciously out of service as follows:
a)
the EES pushes all the context to the selected T-EES as specified in clause 7.x.2.4; 
b)
the EES notifies all EECs and EAS (which are subscribed for EAS unavailability information) as specified in clause 7.x.2.5; and

c)
the EES deregisters itself from the ECS as specified in clause 8.4.4.2.4 of 3GPP TS 23.558 [2].

7.x.2.4

Context Transfer procedure
Network Function/NF Service Context Transfer procedure as specified in clause 5.21.4 of 3GPP TS 23.501 [5], can be adopted for EES. The EEC Context Transfer Procedures allow transfer of EEC and EAS Contexts from a Source EES to the Target EES, e.g. before the Source EES can gracefully close its service.
a)
The EES (acting as a S-EES) can push all registered EEC and EAS contexts to the T-EES within the same EES Set. In order to push all registered EEC and EAS contexts to the T-EES, the S-EES sends EEC Context Push request as specified in clause 8.9.2.3 of 3GPP TS 23.558 [2]. The request further includes additional information elements as specified in Table 7.x.2.2-1.

Table 7.x.2.2-1: Additional IEs for EEC Context Push request

	Information element
	Status
	Description

	List  of EEC Contexts 
	O
	List of registered EEC Contexts to sync with target EES from the same EES Set.

	List of EAS Profiles
	O
	List of registered EAS profiles to sync with target EES from the same EES Set.

	List of EDGE-3 subscriptions
	O
	List of subscriptions IDs over EDGE-3.

	Indication
	M
	Indicates that the request is for synchronizing content with target EES.

	Identifier
	M
	Identifies EES Set.


b)
Upon receiving context push request, the T-EES validates and authorizes the S-EES. If the S-EES is authorized and both S-EES and T-EES are part of same EES Set, then the T-EES stores the information for synchronization – i.e. list of EEC contexts and list of EAS profiles.
Note:
The S-EES can synchronize the context with T-EES anytime in order for T-EES to provide service in case of unexpected events. When the EEC context transfer is initiated to synchronize context with T-EES is implementation specific.

7.x.2.5

EES unavailability information notification 
To receive notification about EES unavailability, the EEC includes Notification Target Address in the EEC registration request. The Notification Target Address is the URL where the notifications destined for the EEC should be sent to. Similarly, to receive notification about EES unavailability, the EAS includes Notification Target Address in the EAS registration request. The Notification Target Address is the URL where the notifications destined for the EAS should be sent to.
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Figure 7.x.2.5-1: procedure for EES to notify EEC or EAS about EES unavailability
a) Upon receiving the indication from ECSP Management system about planned EES termination, in order to notify the EEC or EAS about planned EES deregistration, the EES sends notification message to the Notification Target Address as specified by EEC and EAS during EEC registration and EAS registration respectively. The notification message includes the event describing EES unavailability information. The notification also includes possible time after which EES will be unavailable and the alternate EES details from the same EES Set to which the EEC or EAS can register. 
Editor’s note: Coordination with SA5 is required and is FFS.
b)
Upon receipt of the notification that an EES is unavailable, the EEC or EAS shall perform anyone of following actions:

1)
plan to start service continuity procedures as specified in clause 8 of 3GPP TS 23.558 [2], 
2)
perform service provisioning as specified in clause 8.3.3 of 3GPP TS 23.558 [2], or 
3)
perform EEC registration with another EES (if available) as specified in clause 8.4.2 of 3GPP TS 23.558 [2]: 

In order to handle unexpected events (like EES failure), the EES may provide a binding indication (i.e. EES Set identifier) and may include any equivalent EESs within the EES Set to the ECS in EES registration request. The ECS stores list of EES(s) for registered EES. For each EESs in the service provisioning response or Service provisioning notification, the ECS may include a binding indication (i.e. EES Set identifier) and may include any equivalent EES within the EES Set to the EEC.

7.x.3
Solution evaluation

The solution addresses KI#x related to Reliable Edge service. The solution proposes to adopt Network Reliability support with Sets as specified in 3GPP TS 23.501 [5] for EES. The solution also provides EEL specific procedures to support reliability in EEL – like EES planned removal, context transfer between EESs of same EES Set, sharing EES unavailability information notification to EEC and EAS, and informing intent to de-register. The solution is a viable solution.
* * * End of Changes * * * *
�This text/line is considered based on clause clause 4.17.12.2 of 3GPP TS 23.502 [r23502] - Binding created as part of service response


�This clause is considered based on clause 5.21.2.2.2 of TS 23.501 - AMF planned removal procedure without UDSF


�This clause is considered based on clause 5.21.4 of TS 23.501 - Network Function/NF Service Context Transfer


�This clause is considered based on the subsribe-notify mechanism specified in clause 5.21.2.2.2 of TS 23.501 – Quote: “An AMF shall be able to instruct other peer CP NFs, subscribed to receive such a notification, that it will be unavailable for processing transactions ….”





We need to elaborate how subscription will be performed and notification will be sent.
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