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1. Introduction
This contribution provides a solution on Key Issue 13. Delivery of the existing Network Slice information to the trusted third party.
Based on LSs from SA1 and SA5, it is allowed that NSCALE can expose the information of Network slice to the VAL server (3rd party), according to the Network operator’s policy. 

2. Reason for Change
The below figure modified based on the figure in TS 28.531 Annex A shows a Network Slice Journey Example. This pCR focusses on the final gray step. 
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Only those steps above that have solid boundaries are proposed by this pCR to be defined in 3GPP standards.

Network Slice Provider defines Network Slices based on Standardized NEST or may define Network Slice provider specific P-NEST with non-standardized network slice. These Network Slices may be made available by a NSP to a NSC based on the service agreement between the NSP and NSC. The details of this agreement and the means by which they are concluded are out of scope of this pCR. 

Network Slice information needs to be delivered to the VAL server systematically, so the NSC can interact by means of an application layer protocol with the NSP. 

The NSC, by means of the VAL server, is able to interact with the NSP and the 5G system via the NSCE layer. The NSCE exposes application interfaces for Network Slice Lifecycle management. This brought Key Issue 13. "Delivery of the existing Network Slice information to the trusted third party to FS_NSCALE."

In order to solve Key issue 13, SA6 needs to focuse on what, how and when NSCE layer can enable and operates for the delivery of Network Slice. 

This pCR introduces the general description on the delivery of Network Slice Information as NSaaS, which includes mainly the role and operation of NSCE layer.

- Retrieval of Network Slice Information in 5GS (e.g., NSMF) as specified in TS 28.532 clause 11

- Translation of Network Slice ServiceProfile (specified in TS 28.541) to NEST (specified in GSMA NG.116)

- Creation of Network Slice Information

- Storing of Network Slice Information

- Delivery of Network Slice Information to VAL server

NOTE: 
The Network Slice Information provided to the VAL server depends on service agreements out of the scope of 3GPP.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v1.2.0.
* * * First Change * * * *

6.X
Solution #X: Network Slice Information Delivery

6.X.1
Solution description

6.X.1.1
General

The NSCE layer provides the feature of Network Slice information delivery. The Network Slice information is necessary for the VAL server to manage the network slice for their service such as preparation, creation, activation and termination (tear-down) of network slice. 

The Network Slice information that is delivered to the VAL server depends upon network operator policy. The network slice capabilities and management options offered to the customer are determined by a business agreement prior to and outside of the scope of 3GPP standards.

In initial phase of Network slice Lifecycle, the network slice is defined by Network Slice Provider (NSP). When the Network Slice is defined, the NSP with 5G system may create Network Slice Service Profile with the appropriate values, which characterize the network slice. It refers to the Generic Network Slice Template (GST) and Network Slice Type (NEST) which are standardized by 3GPP, GSMA and other SDOs (e.g., 5GAA, 5G ACIA, etc) and is called S-NEST. In addition, the NEST can be defined specifically by NSP itself, which is called P-NEST. According to NSP's policy, the NEST can be derived from the information in NetworkSlice - ServiceProfile.
The VAL server needs to know which the characterized Network Slice service types and capabilities it is authorized to use.  The VAL server retrieves authorized Network Slice information defined by NSP (e.g., S-NEST, P-NEST) from the NSCE server. 

The NSCE layer performs the below. 

- Retrieval of Network Slice Information in 5GS (e.g., NSMF) as specified in TS 28.532 

- Translation of Network Slice ServiceProfile (specified in TS 28.541) to NEST (specified in GSMA NG.116)

- Creation of Network Slice Information

- Storing of Network Slice Information

- Delivery of Network Slice Information to VAL server that the Network Slice Customer is authorized to use.

NOTE: 
The Network Slice Information provided to the VAL server depends on service agreements out of the scope of 3GPP.
The VAL server as a Network Slice consumer makes use of the delivered Network Slice information for the Network Slice Lifecycle management for its service. 
* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>
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