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1. Introduction
This contribution provides a solution for KI#4 on EDGE-5.
2. Reason for Change
EDGE-5 is to enable ACs to request and avail the services of the EEL provided by the EEC. This pCR proposes multiple APIs to support this. Given the purpose of the EEL is to simplify AC’s logic, the APIs proposed in this solution provide flexibility to the AC developer to choose the level of control it requires over the EEC services.  

EEC services subscription API allows the AC to delegate handling of edge services e.g., service continuity support to the EEC. The EEC then manages the delegated services on behalf of the AC, and notifies the AC as required. 

Additionally, to allow the AC developers better control over the EEL services, other API(s) proposed in this contribution allow the AC to request the services individually, when required by AC’s logic.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v0.5.1
* * * First Change * * * *

7.x
Solution #x: EEC services subscription

7.x.1
Architecture enhancements

None.

7.x.2
Solution description

7.x.2.1
General

This solution corresponds to key issue #4 on EDGE-5 reference point between ACs and the EEC. 

The solution provides an API for the AC to request for EEC’s services for edge enablement corresponding to EEC’s capabilities. Using this API, AC may request the EEC for EEL services. The AC sends an AC subscription request after registering with the EEC using the AC registration request. The EEC creates the subscription and when required, performs necessary operations such as EAS discovery, ACR etc., delivering notifications to the AC as required.

Additionally, the solution defines dedicated APIs for one-time EAS discovery and ACR requests, allowing ACs to request individual services if required by application’s logic.

NOTE:
EEC can initiate any EDGE-1 or EDGE-4 operation without receiving a request or without receiving AC related information from the AC.

7.x.2.1
Procedure

7.x.2.2.1
General

The solution provides the following procedures:

-
AC registration request; 

-
EAS discovery request;

-
ACR request;

-
AC subscription; and
-
AC notification.
Editor’s Note:
These procedures are work in progress. Procedures can be added, removed, modified, merged and split as needed. 
NOTE:
Details on how the AC and EEC communicate with each other is out of scope.
7.x.2.2.2
AC registration request 

Pre-conditions:

1.
The AC can communicate with the EEC.
NOTE 1:
Details on how the AC and EEC communicate with each other is out of scope.
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Figure 7.x.2.2.2-1: AC registration request procedure

1.
The AC sends an AC registration request to the EEC. The request includes the AC profile, AC’s security credentials and optionally the EAS characteristics and EAS discovery filters. The request may also include a list of EEC’s services that AC requires the EEC to handle.

2.
The EEC checks AC’s security credentials and validates the request.

3.
If the request is successfully validated, the EEC registers the information provided in the request and responds back to the AC with AC registration response. The AC registration response includes the list of capabilities supported by the EEC e.g., which service continuity scenarios are supported by the EEC. If the request in step 1 included a list of EEC’s services AC requires the EEC to handle, the response also includes a list of EEC’s services that AC is authorized for.

NOTE 2:
The mechanisms used for authentication and authorization between AC and EEC is out of scope of this specification. EEC can use local policies, user preferences, ASP services agreement(s) (see clause 9) to authorize the request from the AC.
NOTE 3:
Additional procedures between AC and EEC to update the registration or deregister are necessary.

7.x.2.2.3
EAS discovery request

Pre-conditions:

1.
The AC can communicate with the EEC.
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Figure 7.x.2.2.3-1: EAS discovery request procedure

1.
The AC sends an EAS discovery request to the EEC. The request includes AC’s security credentials and may include AC profile and EAS discovery filters.

2.
The EEC checks AC’s security credentials and validates the request.

3.
If the request is successfully validated, the EEC determines if the required EAS is available or not. The EEC may use information cached or preconfigured at the EEC or may use the EAS discovery procedures to query the EES. If step 1 includes the AC profile or EAS discovery filters, then the EEC may utilize the provided AC profile and filters, to form the EAS discovery request towards EES. If step 1 does not include AC profile and EAS discovery filters, and AC registration was performed, the EEC may utilize the AC profile provided by the AC during AC registration. The EEC also needs to take user privacy requirements, e.g., regarding the disclosure of location information towards the network into account. If required, the EEC performs EAS selection based on the information received in step 1 and the AC profile. The EEC can perform EAS discovery with different EESs before selecting an EAS.
Editor’s note:
How the user or the AC can consent, e.g., to the disclosure of location information and the use of the AC ID in the signalling towards the network is FFS. 
NOTE 1:
If required, the EEC can perform service provisioning procedure, or EEC registration procedure or both, before performing the EAS discovery procedures. EEC may already have captured EESs and EASs availability for present location; so that the AC’s request (step #1) can be replied to quickly and efficiently.
NOTE 2:
The EEC can aggregate multiple EAS discovery requests from more than one AC before initiating EAS discovery procedure towards the EES. 

4.
The EEC responds back to the AC with the EAS discovery response. The response includes the EAS profile(s) of the available EAS(s).

7.x.2.2.4
ACR request

Pre-conditions:

1.
The AC can communicate with the EEC.
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Figure 7.x.2.2.4-1: ACR request procedure

1.
The AC sends an ACR request to the EEC. The request includes AC’s security credentials, type of requested operation (i.e., ACR detection, ACR initiation) and AC profile. If the request is to initiate the ACR, the request may also include the target EAS information.

2.
The EEC checks AC’s security credentials and validates the request.

3.
If the request is successfully validated, the EEC process the request from the AC. If the type of requested operation in the request received in step 1 is:

-
ACR detection, then the EEC determines if ACR is required or not. If it is required, the EEC uses one of the EEC initiated ACR scenarios and launches ACR;

-
ACR initiation, then the EEC uses one of the EEC initiated ACR scenarios and initiate ACR. If the request in step 1 also includes target information, the EEC uses it to select the ACR targets;
Editor’s Note: The ACR operations in ACR request and AC subscription request are FFS.
7.x.2.2.5
AC subscription request
Editor’s Note:
If the AC subscription request can be merged with AC registration request is FFS.
Pre-conditions:

1.
The AC can communicate with the EEC.
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Figure 7.x.2.2.5-1: AC subscription request procedure

1.
The AC sends an AC subscription request to the EEC. The request includes AC’s security credentials, a list of EEC’s services that AC requires the EEC to handle, and related parameters such as AC profile, EAS discovery filters if the request includes EAS discovery subscription, type of ACR operations (i.e., ACR detection, ACR initiation, ACR monitoring, EEC managed ACR) if the request includes ACR management.

2.
The EEC checks AC’s security credentials and validates the request.

3.
If the request is successfully validated, the EEC creates the subscription and sends an AC subscription response message to the AC. The response includes the list of services that the EEC will handle and related details.
4.
The EEC executes the services e.g., EAS discovery, ACR management, and notifies the AC with information as necessary. The EEC may use locally cached information or configurations while providing services to the AC. 

NOTE:
Additional procedures between AC and EEC to update the subscription or to unsubscribe are necessary.

7.x.2.2.6
AC notification

Pre-conditions:

1.
The AC has subscribed to the EEC.
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Figure 7.x.2.2.6-1: EAS discovery notification procedure

1.
An event occurs at the EEC that satisfies trigger conditions for notifying a AC e.g., EEC detects a need for Application Context Relocation.

2.
The EEC sends an AC notification to the AC with relevant information related to the event triggered in step 1.

7.x.3
Solution evaluation

This clause provides an evaluation of the solution.
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