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1. Introduction
This contribution proposes a new solution to support ACR between EAS and CAS.
2. Reason for Change
This pCR proposes a new solution for KI#11.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TS 23.700-98.
* * * First Change * * * *

4.11
Key issue #11: ACR between EAS and Central
 Application Server

When a UE moves to a new location, different EASs or Central Application Server (CAS) can be more suitable for serving the ACs in the UE. Such transitions can result from a non-mobility event also, requiring support to maintain the continuity of the service.

This key issue is to support service continuity for ACs in the UE to minimize service interruption while switching the application server between Edge and Center. To support service continuity, the application context is transferred between EAS and CAS. 

Rel-17 Edge Computing work is limited to the service continuity between the EAS(s) and identified several scenarios for service continuity. Detailed study is required to enable service continuity between EAS and CAS, covering the following open issues: 

1.
Whether and how to detect that ACR is required between EAS and CAS

2.
Whether and how to decide that ACR is required between EAS and CAS

3.
Whether and how to perform ACR between EAS and CAS

4.
Whether and how to perform post ACR actions

5.
Whether EEL is required on the cloud deployment and what are the potential impacts to the CAS architecture

6.
Whether and what are the impacts of CAS initiated ACR.
7.X
Solution #X: ACR between CAS and EAS 
7.X.1
Architecture enhancements

7.X.2
Solution description
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Figure 7.X.2-1: Illustration of application architecture with Edge and Central server deployment

In this solution, the Central Application Server (CAS) is supported by Central Enabler Server (CES) via existing EDGE-3 referece point and CES is supported by ECS via existing EDGE-6 reference point. The EEC utilizes existing EDGE-1 reference point to communicate with the CES. 
From concept wise, the CAS and CES are servers deployed in a central cloud and EAS and EES are servers deployed in an edge cloud. The functionalities of EES and CES are the same. If certain EAS and EES in the edge cloud are capable of supporting more UEs than regular edge server and can serve UE from anywhere (N6 routable), their role becomes central server.
Since the EAS may have service area restriction, once the UE is moving out of the current edge coverage, to keep service continuity, the application client needs to connect to either another EAS in new EDN or the CAS. For the latter case, the existing procedures in Rel-17 EDGEAPP are applicable with the difference that the EES interacts with the CES via existing EDGE-9 reference point and application context is transferred between the EAS and CAS.
7.X.3
Solution evaluation

This clause provides an evaluation of the solution.

* * * End of Changes * * * *
�Application server can be deployed in edge cloud or central cloud. The terms “Edge and Cloud” should be changed.
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