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1. Introduction

This pCR provides a solution for Background Data Transfer (BDT) configuration
2. Reason for Change

Address Key Issue #1
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-97

* * * First Change * * * *

5.X
Solution #X: BDT configuration
5.X.1
General
For an IoT Platform, the use of Background Data Transfer (BDT) allows IoT-App VAL Servers to use transmission time windows that are/cost and/or throughput favorable. The network provider is also enabled to provide better network resource management for predictable usage of downlink data.

5.X.2
Procedures and information flows

5.X.2.1
General
The Background Data Transfer feature requires an initial step in which policies are requested and negotiated.  BDT Policy requests to the 3GPP network are based on an expected time window and UE set, with additional optional information e.g., expected data volume per UE. The UE set may be indicated as an expected number of UEs, a group ID or geographical area.

The feature allows for the server involved to negotiate the policies proposed by the network. It also allows the server to enable notifications to be sent, should network conditions affect future BDT policies.

5.X.2.2
Request and Select Background Data Transfer Policy 

Figure 5.X.2.2-1 depicts a general procedure for the request and configuration of traffic policies for BDT initiated by a request from an IoT-App VAL  Server.  
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Figure 5.X.2.2-1: General Procedure for configuration of Background Data Transfer 

Step 1: An IoT-App VAL Server requests IoT-PCS Server to negotiate with the 3GPP3GPP network a background data transfer policy
The request includes expected data volume, expected number of UEs, expected time window for the background data transfer. The request may also include group ID, geographic information for the UEs, a request expiration time, guidance for policy selection. If guidance for policy selection is not included, the IoT-App VAL Server indicates if IoT-PCS Server may choose independently from among multiple transfer policies.
Step 2: Based on the request expiration time and Service Provider policies, IoT-PCS Server may determine to delay interactions with the 3GPP network in order to negotiate on behalf of multiple IoT-App VAL Servers.
The IoT-PCS Server performs the resource management of background data transfer procedure described in TS 23.502 [2] clause 4.16.7.2. The procedure requires that expected data volume, expected number of UEs, and expected time window are provided by the IoT-PCS Server.  If the IoT-PCS Server determined to negotiate on behalf of multiple IoT-App VAL Servers, the parameters included reflects a superset of the individual IoT-App VAL Server requests.
The 3GPP network determines one or more applicable transfer policies based on the requesting Background Data Transfer parameters. A list of transfer policies is provided to the IoT-PCS Server. Each transfer policy includes mandatory Reference ID, charging rating group reference and allocated time window and optional maximum UL and DL bandwidth. The IoT-PCS Server uses ASP policies and the transfer selection guidance (if available) to select a policy. The IoT-PCS Server informs the 3GPP Network of the selected transfer policy.

NOTE 1:
Based on 3GPP TS 23.503 clause 6.1.2.4. it is assumed that the IoT-PCS server is configured to understand the charging rating group reference based on agreements with the operator.
NOTE 2: Policy selection guidance options such as “lowest cost”, “highest throughput”, etc. are to be determined in the normative phase. 

NOTE 3: The IoT-PCS server sets the warning notification based on local policies.
Step 3: The IoT-PCS Server responds to the IoT-App VAL Server, providing the Reference ID and allocated time window of the background data transfer policy.

5.X.2.3
Reselect Background Data Transfer Policy

Figure 5.X.2.3-1 depicts a general procedure for reselecting BDT policies after BDT warning.  
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Figure 5.X.2.2-1: General Procedure for reselecting BDT policies after warning
Step 1: The 3GPP Network, via NEF, sends the BDT warning (BDT Policy negotiate) notification to the IoT-PCS server. The notification includes the affected BDT policy Reference ID and list of candidate BDT policies.

Each of the BDT policies in the candidate BDT list includes mandatory Reference ID, charging rating group reference and time window, as well as optional maximum UL and DL bandwidth. 
Step 2: The IoT-PCS Server checks the new BDT policies included in the candidate list of the BDT warning notification. The IoT-PCS Server determines whether the notification affects multiple IoT-App VAL Servers or not. The IoT-PCS Server uses ASP policies and the transfer selection guidance (if available) provided with the initial IoT-App VAL Server request to select a policy. 
The IoT-PCS Server informs the 3GPP Network of the selected transfer policy or that no new policy has been selected by using steps 11-16 of the procedure for BDT warning notification in 3GPP TS 23.502[2] clause 4.16.7.3.
Step 3: The IoT-PCS Server ends a new response to the IoT-App VAL Server, providing information about the new policy, or that no policy is available. If a new BDT policy is available, the information provided to the IoT-App VAL Server includes the ID of the applicable policy and the time window. 
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