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1. Introduction

This paper proposes the update for Architectural requirements .

2. Reason for Change

As shown below, NSCE server 1 deployed in the DN 1 has the service area covering the whole PLMN, in which case, such kind of NSCE service is most likely provided by MNO. NSCE server 2 deployed in the edge DN 2 only covering the service area 2, and NSCE server 3 deployed in the edge DN 3 covering the service area 3. NSCE server 2 and 3 could be provided by MNO or vertical.

The NSCE server could be deployed in edge DN and DN, so the NSCE shall support centralized and distributed deployment.
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For the consumer resident in the EDN 2 but eager to access slice 1, the NSCE server 2 needs to interact with 5GS to obtain slice 1 information. There are two ways to support the interactions:

1. NSCE server 2 obtains the information from NSCE server 1 as a consumer;
2. NSCE server 2 obtains the information by interacting with 5GC directly as AF.
In practice, for MNO, based on some security concerns and management aspect concerns, it is not expected that the NSCE at the edge can interact directly with the 5GC, let alone managing resources directly. So method 1 is preferred,  then the application architecture shall provide mechanisms to authorize the usage of network slicing related services by the NSCE servers.
When the user moves to EDN 3, the NSCE server 2 could do some cooperation with NSCE server 3 such as finding an alternative slice, if the current slice cannot be supported in EDN 3. So the NSCE architecture shall support the communication among NSCE servers owned by the same or different owners. The interface between NSCE servers is needed, the SEAL-E may be enhanced. 

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v 0.4.0.
* * * First Change * * * *

4.1
Architectural requirements

4.1.1
General requirements

[AR.4.1.1-a]
The application enablement layer shall support interaction with 3GPP network management system to consume network slice management service. 

NOTE: The consuming of the network slice management service related procedures are specified in TS 28.531[5].
Editor's Note:
The interface between the 3GPP network management system and the application enablement layer is in SA5's scope.
[AR-4.1.1-b] The NSCE architecture shall support one or more applications from the same vertical.

[AR-4.1.1-c] The NSCE client shall be able to communicate to multiple NSCE servers.

[AR-4.1.1-d] The NSCE architecture shall support the communication among NSCE servers owned by the same or different owners.
* * * Next Change * * * *

4.1.2
Security requirements

[AR-4.1.2-a] The application architecture shall provide mechanisms to authorize the usage of network slicing related services by the VAL servers, NSCE servers and NSCE clients.

[AR-4.1.2-b] The application architecture shall support mutual authentication and authorization check between clients and servers, servers and servers that interact.

* * * Next Change * * * *

4.Y.1
Deployment requirement
[AR-4.y.1-a] The NSCE shall support centralized and distributed deployment.

