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GSMA OPG Operator Platform API Group (OPAG) would like to thank 3GPP SA, SA2, SA5, and SA6 delegates, as well as ETSI ISG MEC members, for supporting and attending the workshop on the mapping of SDO specifications to APIs to be exposed or used by the Operator Platform to realise its required interfaces. For delegates that were unable to attend, OPAG would like to inform that a recording of the webinar as well as the slides used are now available at [2]
Following the input provided prior to and during the workshop a number of questions came up in the OPAG related to the 3GPP specifications that were referred to. OPAG would like to seek clarification on those to confirm its understanding and ensure that it moves forward on the correct basis.
2 Discussion
Following questions were raised on aspects related to 3GPP's feedback that were unclear to OPAG members:
1. Which are the security mechanisms/procedures proposed for UNI authentication?
2. Are there any additional details regarding the availability of specifications related to EWBI TR 23.700-98?
3. Has the support for service continuity management been defined in the SCEF/NEF specification? From the 3gpp references provided, it seems to be supported only in TS 23.558|29.588.
4. Do 3GPP specifications cover scenarios including session continuity support for handover from 5G networks to 4G and other non-3GPP access technologies?
From 3GPP Release 15 onwards, the service and session continuity is described for 5G to 5G handover scenarios with the provision of SSC modes 1, 2 and 3 and an OP is expected to interact with the mobile network over its SBI-NR interface using NEF and SCEF APIs to support end-to-end application session continuity. We would like to know if similar support is envisioned for session continuity for the previously mentioned scenarios, i.e. UE session handovers between 4G or non-3GPP access and 5G.
5. The Northbound APIs (NEF T8 interfaces) require information like UE IP address, MAC address etc. which is typically managed by 5G core networks. Is there any guidance available on how an external application function (AF) can have access to such information when placed outside of the 5G core network? 
As the information like UE IP address is internal to mobile network, it may be an issue for external AFs outside the trust zone of mobile networks to get such information and refer to it when using NEF APIs.
6. As the 3GPP defines interaction between NEF and AF via Northbound APIs, does it impose any kind of timing constraints (soft or hard duration) for AF when AF needs to acknowledge back to 5G Core?	
As some of the 3GPP network procedures also expect assistance information from external AF e.g. “the indication of "AF acknowledgment to be expected" (3GPP TS 23.502 V16.9.0 , “Change of SSC mode 3 PDU Session Anchor with multiple PDU Sessions”) included in AF subscription to SMF events, the SMF waits for a notification response from the AF”. It is important to understand if such acknowledgements from external AF are to be strictly bound by timing constraints so that mobile core network procedures may also work correctly.
3 Actions
To provide clarity on the questions raised in section 2.
Next OPAG Meetings
Weekly Calls through April
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