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1. Introduction

This paper proposes a solution for KI 10.
2. Reason for Change

This solution aims to address the issues identified in Key Issue 10.

This solution provides a mechanism to solve the problem of network slice congestion and the AF can manage the slice usage based on the UE’s priority and other policy.
4. Proposal

It is proposed to agree the following changes to 3GPP TR23.700-99 v0.4.0.

* * * First Change * * * *

Solution #X: Network slice application policy management capability
6.X.1
Solution description
6.X.1.1
General

This solution aims to address the issues identified in Key Issue 10.
This solution provides a possible procedure to illustrate the process of the VAL server requesting to manage network slice through NSCM server when reaching UEs slice quota threshold. This solution enables the trusted third-party AF to provide network slice access management policy based on the UE’s priority, contract qualities level (e.g. gold, silver and bronze), etc. This solution also helps to avoid traffic loss in case of slice congestion and make adjustment beforehand considering the application policy from AF.
6.X.1.2
Network slice application policy management capability
Figure 6.x.1.2-1 illustrates the application policy capability process to address the key issue 10 described in clause 5.10.

Pre-conditions:

1.
The VAL server is authorized to use the slice event reporting exposure and slice adaptation trigger capability. 

2.
The network slice enabler layer is capable to interact with NEF/NWDAF/NSACF and OAM system.
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Figure 6.x.1.2-1 Network slice application policy management process

1.
The VAL server initiates network slice event reporting exposure request towards the NSCM server. The request includes VAL service ID, Event Filter (such as slice identity, event type, etc.), Event Reporting filter (such as whether the notification is threshold based or periodical). The message also includes notification threshold or periodicity based on the Event Reporting filter settings.

2-3.
Upon receiving the request from the VAL server to manage the network slice quota event reporting, the NSCM server authorises the VAL server and if VAL server is authorized, the NSCM server subscribes to the network slice quota (the number of UE or PDU sessions) events, including the slice identity (S-NSSAI) and threshold/periodicity information. According to 3GPP TS 23.502 [4], There can be multiple NSACFs serving the same network slice and different threshold can be set based on the policy of trusted third-party AF.
4.
The NSCM server receives the network slice event notification response specifying the result after 5GC confirms the subscription.

5-6.
When the event (e.g. the number of UE or PDU sessions has reached the threshold for specific slice) happens, the notification is sent from 5GC to NSCM server including the Event Reporting information (such as percentage of the maximum number of UEs or percentage of the maximum number of the PDU Sessions established on the network slice).

Editor's note:
The APIs to subscribe to the network slice event notification is to be defined in SA2.
7.
The notification is forwarded from NSCM server to VAL server including the Event ID, Event filter and Event reporting information.

8.
The VAL server initiates network slice adaptation trigger request to the NSCM server. 
9.
The NSCM server retrieves the network slice related status information from 5GC (e.g. NWDAF) or OAM (e.g. slice load, busy location area, UE location prediction, etc.) and get the UEs in location areas with high load or limited network resources (e.g. lack of radio resources).
10.
The NSCM server retrieves the UE policy information from the VAL server. The response includes the specific UEs information (such as the UE priority, UE contract qualities level , UE type, whether permit to move to other available slice, etc.) .
11.
The NSCM server makes network slice adaptation analysis based on the UE policy information from VAL server and network status information from 5GS and makes slice adaptation decision for specific UEs. (For example, in service areas with limited slice resource, NSCM server can transfer UEs with lower priority in these service areas to other available slices).

12.
The NSCM server initiates slice adaptation trigger of specific VAL UEs by updating URSP rules in 5GC.
6.x.2
Solution evaluation
Editor's Note:
This subclause will evaluate the solution.
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