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1. Introduction
This contribution provides solution for one aspect of  KI#1, namely for how the SEAL functional model and deployment options may be leveraged for the implementation of IoT Platforms.
2. Reason for Change
Formalize SEAL functional model and deployment models to be used in further solution descriptions.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-97 V0.3.0.
* * * First Change * * * *
5.x
Solution #X: IoT Platform deployment options
5.x.1
General
IoT Platforms enable applications and services from multiple verticals by providing a set of common services for deploying dynamic, performant, scalable and resilient services which may be underlying-network agnostic. 
Fig 5.x.1.2-1 depicts a generic IoT Platform with IoT Platform Common Services (IoT-PCS) servers enabling a set of applications deployed using corresponding servers (IoT-App), which may belong to different verticals. On the device side, corresponding IoT-PCS and IoT-App clients enable the client-side functionality.
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Figure 5.x.1-1: Generic representation of services enabled via IoT Platforms
The following clauses introduce functional models for supporting a variety of IoT Platform deployments based on the generic functional model specified in clause 6.2 of 3GPP TS 23.434 [6]. 
NOTE: The IoT Platform functional and deployment models in this document focus only on SEAL functionality to support application capability exposure to general purpose servers or 3rd party IoT applications. 
5.x.2
Deployment models in single PLMN operator domain

5.x.2.1
General

IoT Platform deployment models for single PLMN operator domain case are described in this clause.

The following models are differentiated primarily based on which entities have network exposure access and may implement the necessary functionality. Therefore, for the purpose of network exposure,  IoT-PCS servers are implemented as SEAL servers. While some IoT-PCS services may be implemented as VAL services, the representation of that implementation option is abstracted in the following models.
5.x.2.2
Single network exposure access model

Figure 5.x.2.2-1 illustrates the single network exposure access deployment model in single PLMN operator domain
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Figure 5.x.2.2-1: Single network exposure access deployment model in single PLMN operator domain
In this model network interfaces are available to the IoT-PCS servers providing SEAL services via the SEAL-S reference point to IoT Application (IoT-App) servers as VAL servers. The IoT-PCS servers communicate with the SCEF via T8 reference point or with the NEF via N33 reference point.

The interface between the IoT-PCS client and IoT-PCS server is an instance of a SEAL-UU reference point, e.g., CM-UU. The IoT-PCS client interacts with IoT-App client (as a VAL client) using an instance of a SEAL-C reference point. The  IoT-PCS server interacts with IoT-App server(s) over instance(s) of  SEAL-S reference point(s). 
5.x.2.3
Distributed network exposure access model 

Figure 5.x.2.3-1 illustrates the distributed network exposure access deployment model in single PLMN operator domain
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Figure 5.x.2.3-1: Distributed network exposure access deployment model in single PLMN operator domain
In this model network interfaces are available to the IoT-PCS servers as well as to the IoT-App severs, therefore they both implement SEAL services.
The IoT Application uses both SEAL and VAL servers and clients. The IoT-PCS server(s) provides additional SEAL services via the SEAL-S reference point to IoT-App VAL servers.
The IoT-PCS and IoT-App SEAL severs communicate with the SCEF via T8 reference point or with the NEF via N33 reference point. 
It is assumed that each SEAL service deployed may be provided to a given IoT Application by either or both SEAL servers and that the IoT Platform provider can configure the PCS and IoT Applications in the IoT Platform with policies determining unambiguously which SEAL service  to be used for the IoT application operations. The IoT-PCS and IoT-App SEAL servers may interact over an instance of SEAL-X reference point.
The interface between the IoT-PCS SEAL client and IoT-PCS SEAL server is an instance of a SEAL-UU reference point, e.g., GM-UU. The interface between the IoT-App SEAL client and IoT-App SEAL server is also instance of a SEAL-UU reference point, e.g., CM-UU. 

The SEAL clients interact with VAL clients using  SEAL-C reference points. The IoT-PCS SEAL server interacts with IoT-App VAL server over an instance of a SEAL-S reference point. 
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