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1. Introduction
The key issue of network slice related performance and analytics exposure was introduced last meeting. To enable the third-party to adjust the network slice or to configure the information which associates a service/UE to a network slice, the third-party is allowed to monitor the performance data and analytics data of the network slice, service or application.  The network slice related performance data may be collected from multiple sources (e.g., OAM system or 5GC functions) to help the NSCE layer to perform data aggregation or analyses to generate the data required by the third-party. The solutions of performance data and analytics data exposed to the third-party needs to be studied.
2. Reason for Change
This contribution proposes a possible solution to address the key issue of peformance and analytics exposure.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.2.0.

* * * First Change * * * *
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6.0
Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
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6.X
Solution Y: Network slice related performance and analytics exposure 
6.X.1
Solution description

6.X.1.1
General
This solution addresses the key issue 7 of performance and analytics exposure described in clause 5.7.

This solution provides a possible procedure to illustrate the network slice related performance and analytics exposure capability provided by network slice capability exposure server.

To enable the third-party to adjust the network slice or to configure the information which associates a service/UE to a network slice, the third-party is allowed to monitor the performance data and analytics data of the network slice, service or application. The network slice related performance data may be collected from multiple sources (e.g., OAM system or 5GC functions) to help the NSCE layer to perform data aggregation or analyses to generate the data required by the third-party. The solutions of performance data and analytics data exposed to the third-party needs to be studied.

6.X.1.2
Network slice related performance and analytics exposure
Figure 6.X.1.2-1 illustrates the network slice related performance and analytics exposure process to address the key issue 7 of performance and analytics exposure described in clause 5.7.

Pre-conditions:

1. The VAL client has subscribed to the capability of Network slice related performance and analytics exposure.
2. The network slice enabler layer is capable to interact with NEF and OAM system.
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Figure 6.X.1.2-1 Network slice related performance and analytics exposure process 
1.
The VAL server sends a request to NSCE server to collect the desired service/application specific performance data and analytics data, the detailed content of the reported data depends on the type of the application and services (the KQI and QoE data may be included with in the request). For example, the VAL may request the NSCE server to report the performance and analytics report of the service of the imaging for professional applications. 
Note1: It is not shown in the figure that VAL client could also trigger step1. It may be triggered by a specific event or request from the VAL client. Besides, the VAL client can trigger this procedure if the performance issue are detected by the VAL client itself.
Note2: Both periodical or adhoc reporting are possible, the VAL layer can request a periodical reporting or a one-off reporting. The result of the reporting can be subscribed by the VAL layer, it can request both or any one of them. 

2.
The NSCE server shall check if the VAL server is authorized to get the network slice performance and analytics data.
3.
On receiving the request from VAL server, NSCE server retrieves the performance data and analytics data of network slice from 5GS. For OAM system, the APIs defined in clause 11.3, TS 28.532[15] is utilized. For CN functions, the APIs of Nnwdaf_AnalyticsInfo service defined in clause 7.3, TS 23.288[x] is utilized. 
The data of QoS information defined in TS 23.501[3] and analytics data defined in TS 23.288[x], network slice instance related performance data defined in TS 28.552[12] and network analytics data in TS 28.104[y] exposed by OAM system may be acruqired. For example, when the performance and analytics report of the service of the imaging for a professional application is required, the imaging system latency as defined in TS 22.263[m] should be reported and analysed. In this case, the NSCE requests the OAM system to report the one-way/Round-trip packet delay of a specific S-NSSAI between PSA UPF and NG-RAN in clause 5.4, TS 28.552[12] and requests the NWDAF to report the User Data Congestion Analytics report defined in clause 6.8, TS 23.288[x].
4.
NSCE server retrieves the KQI data of services (e.g., the jitter duration of a video service), the network performance related data and the end users information (e.g., 5G UE’s running time) by following the procedures defined in Figure 6.X.1.2.1-1 and Figure 6.X.1.2.1-2.
5.
NSCE server correlates and analyses the performance data of network slice instance, the analytics data of group of UEs and the KQI/QoE data to generate the performance data and analytics data report as required by VAL server for specific period of time.
Note3: How the data analytics correlation happens is out of scope of NSCALE study
6.  NSCE server sends the service/application related performance data and analytics response to VAL server. For example, when the performance and analytics report of the service of the imaging for a professional application is required, the report may acquire the calculeted imaging system latency of the application, and level (e.g., good, normal, poor) of the latency.

6.X.1.2.1
KQI and performance data report from NSCE client
Figure 6.X.1.2.1-1 and 6.X.1.2.1-2illustrate the procedure to acquire instant KQI/performance data and KQI/performance data report from NSCE client respectively.
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Figure 6.X.1.2.1-1 Process of instant KQI/performance data reporting
1.  NSCE server sends a request to NSCE client to ask for instantly reporting of the KQI and performance (e.g., the jitter duration of a video service), the network performance related data (e.g., the downlink/uplink RSRP of serving cell measured by 5G UE) and the end users information (e.g., 5G UE’s running time). 

Editor’s Note: The APIs utilized to achieve the instant KQI data data from NSCE client is to be defined in SA6.
2. On receiving the request described in step1, the NSCE client sends the response to notify NSCE server whether the request is received successfully. 
3.  NSCE client reports the requested data (e.g., the jitter duration of a video service, 5G UE’s running time) once the data is measured.
Note1: In this study, general functionalities and procedures of NSCE are defined, the required data depends on the concrete scenarios. The data measured by NSCE client may depend on the study of SEALDD.
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Figure 6.X.1.2.1-2 Process of reporting instant KQI/performance data
1.  NSCE server sends a request to NSCE client to request the report collection of KQI data (e.g., the jitter duration of a video service), the network performance related data and the end users information (e.g., 5G UE’s running time), the time period of the data collection may be included in this request.
Editor’s Note: The APIs utilized to achieve the fault data from NSCE client is to be defined in SA6.
2.
On receiving the request described in step1, the NSCE client sends the response to notify NSCE server whether the request is received successfully. 
3.
NSCE server sends a request to retrieve the data desired report, the data type and the time duration may be indicated in this request.
4.
NSCE client sends the requested data report (e.g., the report of the jitter duration of a video service, 5G UE’s running time) collected by itself.
Note1: In this study, general functionalities and procedures of NSCE are defined, the required data depends on the concrete scenarios. The data measured by NSCE client may depend on the study of SEALDD.
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