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1. Introduction
This contribution proposes a new solution to support traffic influence in initial EAS selection.
2. Reason for Change
This pCR proposes a new solution allowing the EEC to indicate the selected EAS and desire to influence EAS traffic to the EES, during the initial EAS discovery and selection.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TS 23.700-98.
* * * First Change * * * *

7.x
Solution #XX: Traffic influence in initial EAS selection
7.x.1
Architecture enhancements
None.
7.x.2
Solution description

This solution addresses KI#8 and KI#14. In this solution, the EES can know the selected EAS and the EEC is enabled to trigger the EAS traffic influence after initial EAS is being determined.
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Figure 7.x.2-1: EAS traffic influence for initial EAS
In Figure 7.x.2-1 step 1 and 2, the EEC performs the start-up procedures for initial service provisioning and EAS discovery. EEC may send EAS discovery to multiple EESs. In step 3, the EEC (or AC and EEC) selects the initial EAS from the discovered EAS candidates. In step 4, the EEC sends Selected EAS declaration request with AC ID, EAS ID, EAS endpoint and UE ID to the selected EES (which is determined based on the selected EAS). In addition, the EEC also indicates the desire to influence the EAS traffic in the request message. The EES, in step 5, stores the service session context and apply the AF traffic influence with the N6 routing information of the EAS in the 3GPP Core Network, if applicable. The EEC is then responded by the selected EES with success/failure of the request in step 6.
NOTE:
The AC is not depicted in above figure and solution to address interaction between AC and EEC is related to KI#4 for step 1 to 3.
The impact introduced by step 4 and 6 can utilize the existing EDGE-3 Eees_SelectedTargetEAS API with a new indication for EAS traffic influence.
Table 7.x.2.1-1 describes information elements for the selected serving EAS declaration request sent from the EEC to the serving EES.

Table 7.x.2.1-1: Selected target EAS declaration request

	Information element
	Status
	Description

	UE ID
	M
	The identifier of the UE.

	AC ID
	O
	The Application Client ID.

	Security credentials
	M
	Security credentials.

	Selected EAS ID
	M
	Selected EAS identifier.

	Selected EAS Endpoint
	M
	Endpoint of the selected EAS.

	EAS Traffic influence indication
	O
	Indicates whether the EES shall perform EAS traffic influence. If omitted, there is no need to perform traffic influence.


7.x.3
Solution evaluation

This clause provides an evaluation of the solution.

* * * End of Changes * * * *
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