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1. Introduction
There is a solution in TS 23.379 clause 10.7.2.2 for private call using funcitonal alias within one MC system and the same solution mechanism shall be used for the a private call using functional alias towards to a partner MC system.
2. Reason for Change
The solution in clause 7.3 on private call using functional alias towards a partner MC system leaves the end-to-end encryption unsolved. This pCR proposes a different solution, by extending the solution mechanism used in 23.379 clause 10.7.2.2, that supports the end-to-end encryption with the following highlights:
a) Clarify that the format and data structure of the functional alias, as a URI, carries enough information to identify where the hosting MCPTT functional alias controlling server is and no need to use new MCPTT service configuration parameter “Functional alias mask” in clause 7.3.2.2 for that purpose. The configuration addition in clause clause 7.3.2.2 only covers MCPTT and the same parameter needs to be duplicated for MCData and MCVideo services; a redundant work and potential risk for out of sync. With the architectural requirement clarification in this proposal, there is no need to use this new configuration parameter to identify where the functional alias controlling server is.
b) No need to modify the information table proposed in clause 7.3.2.3 as the same solution mechanism used for one MC system for private call using functional alias is also used for the multiple MC systems.

c) Clarify how the MCPTT server requests the MCPTT functional alias controlling server to resolve the functional alias. This will also complement the existing procedure in 23.379 clause 10.7.2.2.
d) Provide end-to-end encryption protection for private call using functional alias in multiple MC systems the same way as within one MCP system.
3. Conclusions

A new solution for private call using functional alias towards a partner MC system is proposed.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23700-90 v1.0
* * * First Change * * * *

7.X
Private call using functional alias towards a partner MC system

7.X.1
General

This solution addresses the key issue 2 described in clause 5.2 on functional alias handling.

The solution provides the possibility for an MCPTT user to initiate a private MCPTT call using a functional alias, defined in the partner MC system, as target address towards an MCPTT user in a partner MC system.

7.X.2
Solution description

7.X.2.1
Principle

Allow the MCPTT functional alias controlling server in the primary MC system interworks with the MCPTT functional alias controlling server in the partner MC system to resolve the functional alias used for a private call towards a partner MC system using a functional alias.
In TS 3GPP TS 23.280 [4], clause 8.1.5 defines the functional alias as a form of a URI. As a common form of URI it is represented as userinfo@host where the userinfo part can be the functional alias and the host part can be the domain that hosts the functional alias controlling server. With this clarification in 3GPP TS 23.280, the functional alias shall identify where its MC service functional alias controlling server locates.

We have standardized how the functional alias is used in a private call in the same MC system in 3GPP TS 23.379 [2] clause 10.7.2.2 that includes end-to-end encryption security and the same mechanism is proposed to be used in a private call between 2 MC systems, i.e. the resolution of the called party functional alias (i.e. the MCPTT ID) shall be used by the originating party to setup the private call. Doing this the primary MCPTT FA controlling server shall query the partner MCPTT FA controlling server to resolve the called party functional alias for the private call.
Editor’s note: The impacts to MCX-1 and CSC-21 reference points are FFS.
7.X.2.2
Functional alias clarification

To clarify the architectural requirement of the format of the functional alias, it is proposed to add clarification to the 3GPP TS 23.280 [4] clause 8.1.5 as: 

Functional alias provides a complementary, role-based user identification scheme which can be used by MC service users for operational purposes in the form of meaningful elements such as the function, the order number or vehicle identifications that can be used within any form of MC service communication. Functional alias takes a form of a URI where the host part of the URI shall identify the home MC system functional alias controlling server. The application addressing remains in its form and forms the foundation for the association with the corresponding functional alias. An MC service user can simultaneously activate several functional aliases but only one can be associated to a certain communication.

Each functional alias is subject to the uniqueness principle within an organization and can be shared simultaneously by several MC service users, depending on the assignment. In this case, all assigned MC service users sharing a functional alias can be included in a communication.

An MC service user can simultaneously use different functional aliases from multiple service organizations to allow the MC service user to be reachable by different organizations.

The use of a functional alias always requires an association with the MC service ID. The MC service ID needs to be used to provide the security context for a communication.
7.X.2.3
Functional alias resolution
When the MCPTT FA controlling server receives a request to resolve a functional alias and if the requested functional alias belongs to a different MC system, the MCPTT FA controlling server sends a request to the partner MC system’s MCPTT FA controlling server for resolution. The partner MC system’s MCPTT FA controlling server will resolve the functional alias with a terminating MCPTT ID and returns it to the requesting MCPTT FA controlling server.
The information flow in TS 3GPP 23.379 [2] clause 10.7.2.1.8 is modified as:
7.X.2.3-1
MCPTT functional alias resolution response
Table 7.X.2.3-1 describes the information flow MCPTT functional alias resolution response from the MCPTT functional alias controlling server to another MCPTT functional alias controlling server, the MCPTT functional alias controlling server to the MCPTT server and the MCPTT server to the MCPTT client.

Table 7.X.2.3-1: MCPTT functional alias resolution response information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the calling party

	MCPTT ID
	M
	The corresponding MCPTT ID of the called functional alias. Return “NONE” if no one activates the targeted Functional Alias.


7.X.2.3-2
MCPTT functional alias resolution request

Table 7.X.2.3-2 describes the information flow MCPTT functional alias resolution request from the MCPTT server to the MCPTT functional alias controlling server and from the MCPTT functional alias controlling server to another MCPTT functional alias controlling server.
Table 7.X.2.3-2: MCPTT functional alias resolution request information elements
	Information Element
	Status
	Description

	MCPTT ID
	M
	The MCPTT ID of the calling party

	Functional alias
	O
	The functional alias of the calling party

	Functional alias 
	M
	The functional alias of the called party


7.X.2.4
Procedure

The MCPTT private call setup procedure between MCPTT servers is modified to allow using the functional alias as called party address, i.e. the MCPTT ID address is resolved by the partner MC system through the primary MCPTT server and primary MCPTT functional alias controlling server.

Proposed changes against 3GPP TS 23.379 [2] clause 10.7.2.3.1: Private call setup in automatic commencement mode - MCPTT users in multiple MC systems with additional functional alias resolution steps similar to the mechanism used in TS 3GPP 23.379 [2] clause 10.7.2.2.1:

NOTE: The changes are applicable when using manual commencement mode as well.
Additional new pre-condition:

1.
A secured connection has been established between the MCPTT functional alias controlling servers in different MC systems.
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Figure 7.X.2.4-1: Private call setup in automatic commencement mode - users in multiple MC
 systems

1-2.
same as step 1-2 in 3GPP TS 23.379 [2] clause 10.7.2.3.1, no change.
3.
The MCPTT private call request contains the MCPTT ID or functional alias of invited user.

4.
If the MCPTT private call request contains a functional alias instead of an MCPTT ID as called party, the MCPTT server 1 shall resolve the functional alias to the corresponding MCPTT ID for which the functional alias is active using steps 5-8 below. The MCPTT server shall also check whether MCPTT client 1 is allowed to use the functional alias to setup a private call. If authorized, proceed to step 5. 
Otherwise (using MCPTT ID for the MCPTT private call) the MCPTT server 1 checks whether the MCPTT user at MCPTT client 1 is authorized to initiate the private call to the MCPTT user at MCPTT client 2; if authorized proceed to step 11.
5-10
new additional steps as:


5.
The MCPTT server 1 sends MCPTT functional alias resolution request message to the MCPTT FA controlling server 1 to resolve the functional alias of the called party.


6.
The MCPTT FA controlling server 1 determines that the function alias belongs to MCPTT service provider 2 and forwards the MCPTT functional alias resolution request message to MCPTT FA controlling server 2.


7.
The MCPTT FA controlling server 2 resolve the functional alias and determines the corresponding MCPTT ID shall be used to terminate the call and returns it to the MCPTT FA controlling server 1 in the MCPTT functional alias resolution response message.
NOTE:
Depending on implementation the MCPTT server can apply additional call restrictions and decide whether the call is allowed to proceed with the resolved MCPTT ID(s) (e.g. whether the MCPTT ID is within the allowed area of the functional alias). If the MCPTT server detects that the functional alias used as the target of the private call request is simultaneously active for multiple MCPTT users, then the MCPTT server can proceed by selecting an appropriate MCPTT ID based on some selection criteria. The selection of an appropriate MCPTT ID is left to implementation. This selection criteria can include rejection of the call, if no suitable MCPTT ID is selected.

8.
The MCPTT FA controlling server 1 returns the corresponding MCPTT ID to MCPTT server 1 in the MCPTT functional alias resolution response message. The MCPTT server 1 shall check if MCPTT user at  MCPTT client 1 is authorized to initiate the private call to the MCPTT user at MCPTT client 2. If not authorized stop the procedure, otherwise continue with step 9.

9. The MCPTT server 1 responds with a MCPTT functional alias resolution response message that contains the resolved MCPTT ID back to MCPTT client 1.
Editor’s Note: It is FFS if step 9 can use MCPTT private call response message instead of the MCPTT functional alias resolution response message to carry the target MCPTT ID for the new call. In this case the same change needs to be applied to procedure in 10.7.2.2.1 in TS 3GPP 32.379.

10.
The MCPTT client 1 sends a new MCPTT private call request towards the resolved MCPTT ID.

11.
same as step 6 in 3GPP TS 23.379 [2] clause 10.7.2.3.1, no change.

12.
same as step 5 in 3GPP TS 23.379 [2] clause 10.7.2.3.1, no change.
13-15.
same as step 7-9 in 3GPP TS 23.379 [2] clause 10.7.2.3.1, no change.
16.
The receiving MCPTT client 2 accepts the private call automatically, and an acknowledgement is sent to the MCPTT server 2.
17.
The MCPTT server 2 forwards the MCPTT private call response message to MCPTT server 1.
18-19.
same as steps 11-12 in 3GPP TS 23.379 [2] clause 10.7.2.3.1, no change.
7.X.3
Solution evaluation

The solution describes a private MCPTT call setup using a functional alias as target address towards an MCPTT user in a partner MC system with end to end encryption security. The solution relies on new communications between the MCPTT functional alias controlling server between interconnected MC systems with similar functional alias resolution mechanism described in TS 3GPP 23,379 [2] clause 10.7.2.2.1.
The solution principle can be re-used for private MCVideo call and point-to-point MCData call scenarios.
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