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Classification of the Work Item and linked work items
2.1
Primary classification
This work item is a Feature. 

	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent Work Item 

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	830047
	Architecture enhancements for 5G System (5GS) to support network data analytics services
	FS_ADAES may consume services specified in eNA

	910027
	Enhancements of Management Data Analytics Service
	FS_ADAES may consume MDA service specified in SA5 

	910026
	Study on network slice management capability exposure
	This study discusses management capability exposure to allow the MnS consumption by a 3rd party, focusing on slicing. Application analytics enabler potential capability may consume slice related MnS, based on the identified exposure.

	920017
	Study on enhanced architecture for enabling Edge Applications
	Study related to Edge Data Network application architecture enhancements, including alignment with ETSI MEC.
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Justification

In 3GPP SA2, data analytics services are provided by the NWDAF (TS 23.288) and aim to support network data analytics services in 5G Core network. Such analytics can collect data from other NFs, or AF or OAM and can be exposed to the 3rd party/ AF to provide statistics and predictions related to slice Load level, observed Service experience, NF Load, Network Performance, UE related analytics (mobility, communication), User data congestion, QoS sustainability, DN performance, etc. 

Moreover, in 3GPP SA5 (TS 28.533), management data analytics service (MDAS) provides data analytics for the network. MDAS can be deployed at different levels, for example, at domain level (e.g. RAN, CN, network slice subnet) or in a centralized manner (e.g. in a PLMN level). The objective of MDAS is to optimize the management plane (in network / domain level, in slice / slice subnet level) by performing analytics based on network management data. Such service can be exposed to the 3rd party / MDAS service consumer to provide PM analytics, FM Analytics, NSI / NSSI analytics, optionally recommend appropriate management actions e.g. scaling of resources, admission control, load balancing of traffic, etc. 
In vertical scenarios, further data analysis on top of the 5GS may be needed, to provide a useful output to the application specific layer for the end-to-end application service. Such data analytics may relate to predictions on application layer parameters for the end-to-end service. Such parameters can be vertical specific or common parameters for all verticals. For example, this may include analytics on:

· application QoS parameters sustainability (e.g. delay, reliability, jitter,..) 
· expected/predicted service operation mode for a given area/time horizon (e.g. level of automation, communication mode,..) 
· expected/predicted group formation / parameters for group-based services for a given area/time horizon
· PC5 related statistics/predictions from application layer 

· expected/predicted EDN/EAS performance degradation for a given area/time horizon.,  

· expected/predicted enabler layer load / conditions (ECS/EES, SEAL) at a target area and time of the day.  
Additionally, data analytics can be provided by the edge/cloud platform and lies outside the 5GS scope. Such edge/cloud data analytics can relate to stats/predictions on computational resources and expected/predicted load of the platform which hosts the applications and possibly the abstracted network services, and may be necessary to be provided to the vertical applications as well as to the 5GS (for example the expected high load of an EDN may be required at the application-specific layer to trigger a pro-active remapping or at the 5GS to adapt the network behavior to ensure service continuity for the ongoing services). Edge predictive analytics is also a key use case also in ETSI MEC, e.g. for the usage of the ETSI MEC V2X API, as well as important aspect of discussion at 5GAA.  
To this end, the role of the enablement layer may be needed for the following reasons:

· the stats/predictions for application layer parameters (as exemplified above) which are closely coupled with the communication service operation fall in the scope of the enablement layer. Such predictions/stats can be investigated as an optimized value-add capability provided by the enabler layer.
· The stats/predictions may be supported / enhanced by collecting data from different domains based on the consumer needs. Such collection can be from the 5GS via northbound APIs (NWDAF, MDAS), or from application specific layer / DN (e.g. data may be related to collecting HD maps, camera feeds, sensor data, data related to edge/cloud resources, data related to application server status (e.g. load of EAS/AS), or data from the UE side (e.g. UE routes/trajectories). So, the application data collection may be provided by different sources (e.g. vertical-specific server, application of the UE, EAS, 3rd party server, SEAL) and this study will discuss which data are needed and how these data can be collected to allow for stats/predictions by the analytics enablement layer. A coordination of edge/cloud analytics with NWDAF and MDAS analytics would allow for application-centric optimized actions, considering both the analytics outputs from the network side, as well as the analytics on the edge/cloud platform conditions; however, such coordination will require a middle layer for translating between the predicted network parameters and the edge/cloud related parameters; otherwise this would be pose significant complexity to the ASP/vertical.
· Application data analytics may be also useful for enhancing the analytics provided by NWDAF, since NWDAF relies on application data for some analytics services (e.g. DN performance analytics) which may come from application servers or application clients at the UE side. The enablement layer can be seen as a trusted 3rd party or an MNO-deployed application module; and could potentially provide support for collecting the application data and exposing them to NWDAF to help improving the confidence level of analytics services in a trusted manner.  For example, a possible support would be that the enablement layer defines the interfaces and identifies what data need to be collected based on the application/vertical requirements; and NWDAF could provide the analytics itself.
· Edge analytics may also be made available as Service Function in Service Function Chaining scenarios at the EDN. In this case, the enablement layer may need to be enhanced to support edge analytics enablement considering different SFC configurations.
For the above reasons, we propose to study how SA6 can provide application layer data analytics as a possible new capability at the enablement layer for supporting the application specific layer to receive useful stats/predictions for the application service, while complementing the analytics provided by the 5GS (MDAS/NWDAF).
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Objective

To study how the enablement layer can be enhanced to provide application data analytics as a new capability to support the application specific layer. The objectives of the study are:

1)  Study value-add services related to potential new application data analytics and the capability exposure to the vertical / application specific layer. Such value-add services include:

· application data analytics services (stats/predictions) to optimize the application service operation by notifying the application specific layer, and potentially 5GS, for expected/predicted application service parameters changes (e.g. related to application QoS parameters, service operation mode /automation level, communication mode, etc)

· PC5 analytics

· edge/cloud analytics (e.g. EDN load statistics/predictions) enablement and exposure to application specific layer

· data collection and collection configuration per identified application data analytics service- what data need to be collected by 5GS (NWDAF, MDAS) from edge/cloud platforms and from the UE. Coordination of data collection from multiple sources. It is assumed that the analytics enabler shall re-use DCCF / ADRF (as specified in TS 23.288) for storing the data to be collected. To this end, further coordination with SA2 is required.

2)   Identify potential enhancements to existing enabler layer services (SEAL, eEDGEAPP, vertical specific enablers), to consume application data analytics enablement services described in 1.

3)   Investigate possible impacts of application data analytics enablement for different deployments, e.g. where application data are collected from both edge and cloud platforms.
4)   Investigate possible alignment with ETSI MEC for the data collection by MEC platform (e.g. RNIS, VIS) that could be used to enhance the edge analytics enablement service. 
NOTE: Coordination may be required with SA2, SA4 and SA5 for the data to be collected by the application data analytics enabler entity.
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Expected Output and Time scale
	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	Internal TR
	23.XYZ
	Study on Analytics Enablement Service
	SA#96

(June 2022)
	SA#97

(Sept 2022)
	Emmanouil Pateromichelakis, Lenovo, Motorola Mobility, epateromiche@lenovo.com 
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Work item Rapporteur(s)
Pateromichelakis, Emmanouil (Manos), epateromiche@lenovo.com
7
Work item leadership

SA6
8
Aspects that involve other WGs

SA2 for system aspects and possible coordination for the data collection and storage provided by 5GC, SA3 for security aspects, SA4 for possible coordination for the data collection provided by SA4, and SA5 for management aspects and possible coordination for the data collection provided by OAM. 
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Supporting Individual Members
	Supporting IM name

	Lenovo

	Motorola Mobility

	AT&T

	ChinaUnicom

	CATT

	Telefónica

	Intel

	InterDigital

	


