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1. Introduction

The baseline of service based representation application architecture is proposed.
2. Reason for Change

Slice enable layer entities can be provided from different vendors, and hence some of the reference points shall be exposed as APIs for better interoperability, scalability using service based application architecture.

The baseline of service based representation application architecture is proposed.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v0.2.0
* * * First Change * * * *

4.2
Application architecture
4.2.1
General

This clause provides the overall architecture description:

-
Clause 4.2.2 describes the application architecture in the service based representation and reference point representation;

-
Clause 4.2.3 describes the functional entities;

4.2.2
Architecture

[image: image1.emf]Application function(AF)

[VAL Server]

Nas[SVal]

Application function(AF)

[Network slice capability 

Exposure server]

Naf[SNcse]

Network slice 

capability 

Exposure client

VAL client

Unsce-c

UE


Figure 4.2.2-1 Architecture for network slice capability exposure – Service based representation
Figure 4.2.2-1 exhibits the service-based interfaces for providing and consuming network slice capability exposure services. 

The mechanisms for service discovery in the service-based representation depicted in figure 4.2.2-1 are as follows:

-
The network slice capability exposure server could provide service to VAL server and NSCE client through interface SNsce.
NOTE: the NSCE layer is the enhancement of SEAL NSCM layer, but which term is going to be used in the specification is FFS.
Figure 4.2.2-2illustrates the service-based representation for utilization of the 5GS network services based on the 5GS SBA specified in 3GPP TS 23.501 [3].
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Figure 4.2.2-2 Architecture for network slice capability exposure utilizing the 5GS network services based on the 5GS SBA – Service based representation
Figure 4.2.2-3 depicts the network slice capability exposure architecture in the non-roaming case, using the reference point representation showing how various entities interact with each other.
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Figure 4.2.2-3 Architecture for network slice capability exposure – reference points representation
The network slice capability exposure client communicates with the network slice capability exposure server over the NSCE-UU reference point. The network slice capability exposure client provides the support for network slice capability exposure functions to the VAL client(s) over NSCE‑C reference point. The VAL server(s) communicates with the network slice capability exposure server over the NSCE-S reference point. The network slice capability exposure server, acting as AF, may communicate with the 5G Core Network functions via NEF (N33) reference point (for interactions with PCF, NSACF, etc.), or interacting with PCF directly via N5, if permitted. The network slice capability exposure server may interact with OAM system over NSCE-OAM reference point, as consumer in both NSaaS and NoP model (for Network Slice Provisioning capabilities, Performance Assurance,   Fault Supervision etc.).
Editor's Note:
  The NSCE-OAM reference point is not specified yet, and the entities the network slice capability server interacts with in the management plane is being studied in the SA5.
4.2.3
Functional elements

4.2.3.1
Network slice Capability Exposure client

The network slice capability exposure client functional entity acts as the application client for the slice enablement. The network slice capability exposure client interacts with the network slice capability exposure server to trigger a network slice related operations. This trigger may be due to an application QoS requirement change, a service operation change, a network slice status change, etc. The NSCE client may receive a network slice related notification from the NSCE server. The NSCE client may optionally notify the VAL client on the network slice / DNN change.
4.2.3.2
Network slice Capability Exposure server

The network slice capability exposure server functional entity provides application layer enablement to support the network slice management and control with/without invoking control and management plane capabilities from SA2 and SA5 pertaining to network slicing. Such enablement supports the network slice related operations such as the mapping or migration of one or more vertical applications to one or more network slices, triggering the dynamic network slice lifecycle management, NSI/NSSI monitoring, etc.
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