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* * * Change 1 * * * *
8.8.3.4
ACR launching procedure

Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC or the S‑EAS. If this procedure is triggered by the EEC, depending on the ACR action indicated in the ACR request, the procedure is used for either ACR initiation or ACR determination. If this procedure is triggered by the S‑EAS, the procedure is used for ACR determination.

Pre-condition:

1.
The EEC has been authorized to communicate with the EES as specified in clause 8.11, if the procedure is triggered by the EEC; and 

2.
Information related to the S‑EES is available with the S-EAS, if the procedure is triggered by the S‑EAS.
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Figure 8.8.3.4-1: ACR launching procedure

1.
The EEC or the S‑EAS sends an ACR request message to the EES in order to start ACR. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. If the procedure is triggered by the S‑EAS, the ACR request message is only for ACR determination.

An ACR request for ACR initiation:

-
includes an indication of whether the EEC requests the EES to perform EAS notification; and

-
provides information used by EES to perform AF traffic influence as in 3GPP TS 23 501 [2].

An ACR request for ACR determination informs the EES that the need for ACR has been detected at EEC.

2.
The EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request and performs the required operations. The EES allocates an ACR session ID to the requested ACR.
If the request in step 1 is for ACR initiation:

-
the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1; and

-
if the EAS notification indication is provided in the step 1 request and the EAS has subscribed to receive such notification, the EES shall notify the EAS about the need to start ACR. The EES includes ACR session ID in this notification.
If the request in step 1 is for ACR determination, the EES decides to execute ACR as described in clause 8.8.2.5.

3.
The EES responds to the requestor's request with an ACR response message.

* * * Change 2 * * * *

8.8.4.5
ACR response 

Table 8.8.4.5-1 describes the information elements for the ACR response sent either from the S-EES to the EEC or S-EAS, or by the T-EES to the EEC.

Table 8.8.4.5-1: ACR response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the ACR request was successful.

	> ACR session ID
	M
	Indicate an ACR session ID or a combination of identifers, e.g. combinations of UE ID and the T-EAS ID, identifying the ACR session. Stage 3 can decide the format and structure of ACR session ID.

	Failure response
	O
	Indicates that the ACR request failed.

	> Cause
	O
	Indicates the cause of ACR request failure


* * * Change 3 * * * *

8.8.3.7
Selected T-EAS declaration

Figure 8.8.3.7-1 illustrates the interactions between the S-EAS and the S-EES for the selected T-EAS declaration.

Pre-conditions:

1.
The S-EAS has discovered and selected the T-EAS as described in clause 8.8.3.2.
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Figure 8.8.3.7-1: Selected target EAS declaration procedure

1.
The S-EAS sends Selected target EAS declaration request message to the S-EES. The request includes the information of the selected T-EAS.

2.
The S-EES checks whether the requesting EAS is authorized to perform operation. If authorized, the S-EES allocates and ACR session ID to the ACR that may be decided by S-EAS. The S-EES also determines the selected T-EES based on the declared T-EAS selection, which may be included in the target information notification sent to the EEC as described in clause 8.8.3.5.
3.
The S-EES responds to the received request with Selected target EAS declaration response message, which includes the allocated ACR session ID in the successful response. 
* * * Change 4 * * * *

8.8.4.18
Selected target EAS declaration response

Table 8.8.4.18-1 describes information elements for the Selected target EAS declaration response sent from the S-EES to the S-EAS.

Table 8.8.4.18-1: Selected target EAS declaration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	> ACR session ID
	M
	Indicate an ACR session ID or a combination of identifers, e.g. combinations of UE ID and the T-EAS ID, identifying the ACR session. Stage 3 can decide the format and structure of ACR session ID.

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the failure cause.


* * * End of the Change(s) * * * *
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