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[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1	Introduction
In the EDGEAPP architecture a NAT is oftentimes deployed within the edge data network, e.g. typically load balancers implement NAT functions. In that cased the EES and the EAS have no means to know the IP address that is known by the core network. Therefore, access to network services is prevented.
2	Discussion
In operational deployments of cloud infrastructures including at the edge, Network Address Translation (NAT) deployed in conjunction with Load Balancing (LB) provide the ability to balance incoming traffic across multiple, similar server resources (instances of EAS or EES in the case of EDGEAPP). This is referred to as NAT LB which is designed to balance incoming traffic.
Such an operational constraint will prevent the EES and EAS to have an IP address of the UE that is known by the underlying 3GPP network.
This proposal suggests the addition of a key issue to study how such this operational constraint can be resolved through the EDGEAPP architecture.
 
3		Proposal
It is proposed to modify the text of TR 23.700-98 as follows.


1st CHANGE

[bookmark: _Toc478400622][bookmark: _Toc365044][bookmark: _Toc75795707]4.x	Solution X: support of NAT deployed within the edge data network
	
In operational deployments of cloud infrastructures including at the edge, Network Address Translation (NAT) deployed in conjunction with Load Balancing (LB) provide the ability to balance incoming traffic across multiple, similar server resources (instances of EAS or EES in the case of EDGEAPP). This is referred to as NAT LB which is designed to balance incoming traffic.
Such an operational constraint will prevent the EES and EAS to have an IP address of the UE that is known by the underlying 3GPP network.
Open issues:
1. How to determine an IP address of the UE that is known by the 3GPP core network so that it could be used by the EAS and/or the EES to access 3GPP network services pertaining to the UE
2. How to keep a mapping between an NATed IP address and the UE IP address that is known by the 3GPP core network
END OF CHANGES
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