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* * * First Change * * * *

8.2.8
EEC Context

The EEC Context includes information about an EEC for receiving edge enabler services.
Table 8.2.8-1: EEC Context 

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	EEC Context ID
	M
	Identifier assigned to the EEC Context 

	Source EES Endpoint
	M
	The endpoint address (e.g., URI, IP address) of the EES that provided EEC context ID.

	UE Identifier
	O
	The identifier of the hosting UE (i.e., GPSI or identity token) 

	List of EDGE-1 subscriptions
	O
	List of subscriptions IDs for capability exposure to the EEC ID 

	UE location 
	O
	Latest UE location of the UE hosting the EEC which was available at the EES.

	List of AC Profiles
	O 
	Information about the ACs as described in Table 8.2.2-1.

	List of Service Session Contexts
	O
	List of associated Service Session Context IEs. Each Service Session Context includes information maintained by the EES for the services (involving UE related resources) received from an EAS registered to the EES.

	> Service Session Context
	M
	Service Session Context is described in Table 8.2.8-2


Editor's Note:
It is FFS whether the EEC Context ID can be optional.

Table 8.2.8-2: Service Session Context

	Information element
	Status
	Description

	EAS ID 
	M
	Identifier of the EAS providing the application services

	EAS Endpoint
	M
	Endpoint information of the EAS.

	AC ID 
	O 
	Identifier of the AC ID for which the service session is provided, if determined.

	List of EDGE-3 subscriptions
	O
	List of subscription IDs for EDGE-3 capability exposure APIs subscribed by the EAS. 




* * * Next Change * * * *

8.2.XX
EDGE-3 Context

The EDGE-3 Context includes information about an EAS that are created in the EES, e.g. location subscription. 
Table 8.2.XX-1: EDGE-3 Context 

	Information element
	Status
	Description

	EDGE-3 subscription ID
	M
	Identifier of an EDGE-3 subscription resource created at the EES

	Target UE Information
	M
	It identifies the target UE (e.g. IP address, GPSI)

	EDGE-3 subscription specific data
	M
	Content of the EDGE-3 API corresponding to the EDGE-3 subscription ID. IEs included vary per EDGE-3 service (e.g. event reporting information, event specific filters).

	3GPP CN subscription ID
	O
	It identifies the CN subscription resource, if invoked by the EES.


* * * Next Change * * * *

8.8.3.x
ACT status update procedure

Figure 8.8.3.x-1 illustrates the procedure for ACT status update, which is triggered by T-EAS or S-EAS. In the post-ACR clean up phase of service continuity scenarios described in clause 8.8.2, this procedure is used by EASs to indicate the status of ACT to their registrar EESs. This procedure may also be used by the T-EAS to update the notification target address and by the T-EES to update the subscription ID for EDGE-3 subscriptions.
Pre-condition:

1.
The ACT procedure between the S-EAS and the T-EAS is either successfully completed or failed.
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Figure 8.8.3.x-1: ACT status update procedure

1.
The EAS sends ACT status update request message to the EES, the request includes the ACT result (success or failure). When sent by the T-EAS, the request may include a list of EDGE-3 subscription ID(s) for which the T-EAS wants to update.
2.
If the request is authorized by the EES, the EES processes the request. When sent by the T-EAS, if the EDGE-3 context was successfully relocated during the EEC context relocation procedure, the T-EES updates the Notification Target Address if provided by the T-EAS and may update the list of EDGE-3 subscription ID(s); otherwise the T-EES stores the received information for later process and sets EDGE-3 context relocation result to "in progress".
3.
The EES responds with ACT status update response message to the EAS.
4-5.
(Conditionally) If the EDGE-3 context is successfully relocated during the EEC context relocation procedure,  the T-EES updates the Notification Target Address if provided by the T-EAS and may update the list of EDGE-3 subscription ID(s). The EES responds with ACT status update response message to the EAS. In this case the EDGE-3 context relocation Result 
is either "success" or "failure".
NOTE 1:
If EES is not changed during ACR, the T-EES and S-EES are the same server.
NOTE 2:
If the EDGE-3 context relocation Result is set to "failure", then the T-EAS can perform the required EDGE-3 subscriptions at the T-EES.

8.8.4.x
ACT status update request
Table 8.8.4.x-1 describes the information elements for the ACT status update request from EAS to EES.

Table 8.8.4.x-1: ACT status update request

	Information element
	Status
	Description

	EASID
	M
	The identifier of the EAS providing the update

	Security credentials
	M
	Security credentials of the EAS

	ACT result
	M
	Indicates whether the ACT was successful or failed.

	List of EDGE-3 subscription ID(s)
	O (NOTE)
	A list of the EDGE-3 subscription identifiers.

	Notification Target Address for EDGE-3 subscription
	O (NOTE)
	Notification Target Address of the EAS where the notification is to be sent by the EES for EDGE-3 subscription.

	NOTE:
This IE may be included by the T-EAS.


8.8.4.y
ACT status update response
Table 8.8.4.y-1 describes the information elements for the ACT status update response from EES to EAS.

Table 8.8.4.y-1: ACT status update response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	> EDGE-3 context relocation Result
	O
	If EES is changed, this indicates the EDGE-3 context relocation result (success, failure or in progress). 

	> List of updated EDGE-3 subscription ID(s) 
	O
	If the EDGE-3 context relocation result is successful, the EES provides the updated subscription identifier(s). The absence of an identifier implies no change for the subscription identifier. 

	Failure response
	O
	Indicates that the request failed

	> Cause
	O
	Indicates the cause of request failure


* * * Next Change * * * *

8.9.1.5
Other EEC Context handling 

Elements of the list of Service Session Context(s) information shall be created by the EES when it determines that a registered EAS is providing services to an AC on the served EEC.
Editor's Note:
How the EES determines that a registered EAS is providing services to an AC is FFS.

Elements of the list of Service Session Context(s) information shall be determined to be stale when the EES determines that a registered EAS is no longer providing services to an AC on the served EEC.

NOTE 1:
In this version of specification, mechanisms used by EES to determine that a registered EAS is no longer providing services to an AC on a served EEC are implementation-dependent.

An EEC Context shall be updated as follows: 

-
When EEC Context(s) are created, either after a registration request or based on EEC Context relocation procedure, the EES shall check whether the UE Identifier corresponds to an existing EEC Context and update the EEC Context accordingly.

-
When EEC subscription requests corresponding to the EEC ID are processed, the "List of EDGE-1 subscriptions" shall be updated accordingly

-
When EAS subscription requests corresponding to the UE ID in the EEC context are processed, the "List of EDGE-3 subscriptions" shall be updated accordingly
NOTE xx:
If EEC is registered in the EES with UE ID supplied and the "List of EDGE-3 subscriptions" is present in the Service Session Context, the S-EES can relocate EDGE-3 context (e.g. location subscription as described in clause 8.8.2.2.3) related to a UE to the T-EES.
NOTE yy: If multiple EEC contexts for the same UE are stored in the EES, it is out the scope of this release regarding how to associate an EDGE-3 subscription with a specific EEC context.
* * * Next Change * * * *

8.9.3.3
EEC Context Pull response

Table 8.9.3.3-1 describes information elements in the EEC Context Pull response between two EESs.
Table 8.9.3.3-1: EEC Context Pull response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	> EEC Context
	M
	EEC Context corresponding to the EEC, as described in clause 8.2.8

	> EDGE-3 Context
	O
	EDGE-3 context corresponding to the List of EDGE-3 subscription IDs included in service session context of EEC context IE, as described in clause 8.2.xx

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of request failure, mandatory if the request failed.


* * * Next Change * * * *

8.9.3.4
EEC Context Push request

Table 8.9.3.4-1 describes information elements in the EEC Context Push request between two EESs.
Table 8.9.3.4-1: EEC Context Push request

	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the requesting EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EEC Context 
	M
	EEC Context 

	EDGE-3 Context
	O
	EDGE-3 context corresponding to the List of EDGE-3 subscriptions IDs included in service session context of EEC context IE, as described in clause 8.2.xx.  


* * * End of Changes * * * *
�Main change is here to accommodate the case that ECR is slower than ACT. 


�This is still EDGE-3 context result that the EAS is interested in, EAS dosen’s care EEC context result. This API is btw EAS and EES, not btw. EEC and EES. So the correct term should be used towards the consumer.


�Moved from 1646rev1 with rewording
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