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As specified in TS 23.558 (Rel-17), the Edge Enabler Layer exposes services towards the EASs. The exposed services include the capabilities provided by EES as specified in the clause 8.6 of TS 23.558 (Rel-17) and the capabilities provided by the 3GPP core network as specified in the clause 8.7 of TS 23.558 (Rel-17).
However, there are several use cases and requirements to exploit service APIs exposed by EASs (i.e., EAS services) which can be invoked by the other EASs such as:
· Cloud/Edge/Split Rendering in AR/VR use cases [3GPP TS 22.261]
· video content delivery, exploiting separate services such as content caching, video encoding/decoding, and video analytics
· video production and delivery, exploiting separate services such as video editing, composition, analytics, conversion, transcoding, and so on
With the enablement of service APIs exposed by EASs in the Edge Enabler Layer, there may expect several benefits to the involved business roles in the edge computing services as follows:
· Application service providers may simplify the Edge Application logic by composing the service components provided by the other EASs at the network edge;
· Application service providers may open a new business to provide one or more service components to be executed and invoked by the other EASs at the network edge;
· Edge computing service provider may open a new business to provide a service platform for hosting and wholesale of the EAS services.
Given the rationale aforementioned, this paper proposes to add a new key issue to study how to enable the use of service APIs exposed by EASs in FS_eEDGEAPP.
2	Discussion
In order to enable the use of service APIs exposed by EASs in EDGEAPP, there are several questions to be addressed including but not limited to:
· how to manage (registration, de-registration) the service APIs exposed by EASs?
· how to discover the service APIs exposed by EASs?
· how to check the availability of the service APIs exposed by EASs?
· how to authenticate/authorize exposing and invoking the service APIs by EASs?
· is there any further consideration on service continuity support regarding the service APIs exposed by EASs?
· is there any further consideration on supporting the invocation by an EAS of service APIs exposed by the other EASs?
Based on the EDGEAPP Rel-17 feature, there would be some possible solutions expected to address the above questions as follows:
· new or modified EES APIs for registration and de-registration of EAS services (i.e., services exposed by EAS)
· new or modified EES APIs for discovery of EAS services
· new or modified EES APIs for authentication/authorization of invoking/exposing EAS services
· service continuity support for EAS services (e.g., context transfer)
· new identities and information elements for EAS services
· enablement API mapping with CAPIF 
3		Proposal
It is proposed to modify the text of TR 23.700-98 as follows.


1st CHANGE
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As specified in TS 23.558 (Rel-17), the Edge Enabler Layer exposes services towards the EASs. The exposed services include the capabilities provided by EES as specified in the clause 8.6 of TS 23.558 (Rel-17) and the capabilities provided by the 3GPP core network as specified in the clause 8.7 of TS 23.558 (Rel-17).
However, there are several use cases and requirements to exploit service APIs exposed by EASs (i.e., EAS services) which can be invoked by the other EASs such as Cloud/Edge/Split Rendering in AR/VR use cases; and video content delivery exploiting separate services such as content caching, video encoding/decoding, and video analytics.
With the enablement of service APIs exposed by EASs in the Edge Enabler Layer, there may expect several benefits to the involved business roles in the edge computing services. For example, application service providers may simplify the Edge Application logic by composing the service components provided by the other EASs at the network edge; and open a new business to provide one or more service components to be executed and invoked by the other EASs at the network edge.
In order to enable the use of service APIs exposed by EASs in the Edge Enabler Layer, there are several open issues to be addressed.
Open issues:
· Whether and how to manage and discover the service APIs exposed by EASs considering service-specific attributes e.g., service KPI?
· Whether and how to support service continuity regarding the service APIs exposed by EASs e.g., for the case that a EAS invoker relocates?
· Whether and how to support the invocation by an EAS of service APIs exposed by the other EASs e.g., for the case that dynamic instantiation is triggered per invoking EAS needs?
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