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1. Introduction
This contribution adds a E3 exposure context transfer btw. the EESes and harmonizes the post-ACR procedure.
2. Reason for Change
The EDGE-3 exposure context may be transferred from the S-EES to the T-EES so that the T-EAS can utilize the existing exposure subscriptions in the T-EES.
If the T-EAS receives the corresponding correlation id from the S-EAS, it can request the T-EES by including the correlation id and then the T-EES can retrieve the EDGE-3 exposure context from the S-EES; otherwise, the T-EAS can re-subscribe the exposure subscriptions on the T-EES.

The EN in cl.8.8.2.3 can be solved then:

Editor's Note:
Notification from T-EAS to T-EES on ACR completion is for further study. Changes may apply to other scenarios also.
This CR also proposes to have a common post-ACR procedure for all 5 scenarios.

With detailed definition for ACR complete request/response proposed in this CR, the following EN can also be removed in cl.8.8.2.3:
Editor's Note:
Definition of the Information Flows in these procedures is FFS.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TS 23.558.
* * * First Change * * * *

3.1
Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Application Context: A set of data about the Application Client that resides in the Edge Application Server.

Application Context Relocation: Refers to the end-to-end service continuity procedure described in clause 8.8.

Application Context Transfer: Refers to the transfer of the Application Context between the source Edge Application Server and the target Edge Application Server, which is a part of the service continuity procedure described in clause 8.8.

Application Server: Application software resident in the cloud performing the server function.

Edge Computing: A concept, as described in 3GPP TS 23.501 [2], that enables operator and 3rd party services to be hosted close to the UE's access point of attachment, to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.

Edge Computing Service Provider: A mobile network operator or a 3rd party service provider offering Edge Computing service.

Edge Data Network: A local Data Network that supports the architecture for enabling edge applications.

Edge Enabler Client Context: A set of data about the Edge Enabler Client that resides in the Edge Enabler Server.

Edge Hosting Environment: An environment providing support required for Edge Application Server's execution.
EDGE-3 exposure context: A set of EDGE-3 exposure subscription data about the EAS
 that resides in the EES. Such context also includes the 3GPP CN context information (created during EDGE-3 interaction) if any.
* * * Next Change * * * *

6.4.10
EDGE-9
EDGE-9 reference point enables interactions between two EESs. EDGE-9 reference point may be provided between EES within different EDN (Figure 6.4.10-1) and within the same EDN (Figure 6.4.10-2).
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Figure 6.4.10-1: Inter-EDN EDGE-9
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Figure 6.4.10-2: Intra-EDN EDGE-9

EDGE-9 supports:

a)
discovery of target EAS information to support application context relocation;
b)
EEC context retrieval and relocation procedures; and
c)
EDGE-3 exposure context retrieval procedure.
* * * Next Change * * * *

6.6
Capability exposure for enabling edge applications
The Figure 6.6-1 shows the capability exposure for enabling edge applications.
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Figure 6.6-1: Capability exposure for enabling edge applications

Capability exposure includes the 3GPP core network (i.e. 5GC, EPC), ECS and the EES capability exposure, to fulfil the needs of the edge service operations. The capability exposure functionality is utilized by the functional entities (i.e. EES, EAS and ECS) depicted in the architecture for enabling the edge applications.

Table 6.6-1 summarizes the APIs exposed by the ECS.

Table 6.6-1: APIs provided by the ECS

	API Name
	References

	Eecs_ServiceProvisioning
	8.3

	Eecs_EESRegistration
	8.4.4


Table 6.6-2 summarizes the APIs exposed the EES.

Table 6.6-2: APIs provided by the EES

	API Name
	References

	Eees_EECRegistration
	8.4.2

	Eees_EASRegistration
	8.4.3

	Eees_EASDiscovery
	8.5

	Eees_UELocation
	8.6.2

	Eees_UPPathManagementEvent
	8.6.3

	Eees_AppClientInformation
	8.6.4

	Eees_UEIdentifier
	8.6.5

	Eees_SessionWithQoS
	8.6.6

	Eees_TargetEASDiscovery
	8.8.3.2

	Eees_AppContextRelocation
	8.8.3.4

	Eees_ContextRetrieval
	8.8.3.x


* * * Next Change * * * *

8.8.2.2
Initiation by EEC using regular EAS Discovery

This procedure handles Application Context Relocation as a result of the UE moving to, or the UE expecting to move to, a new location which is outside the service area of the serving EAS. It further relies on the EEC being triggered as a result of the UE's movement.

This procedure is based on Service Provisioning (as specified in clause 8.3) and EAS Discovery (as specified in clause 8.5) procedures to discover the target EESs and EASs that shall serve the ACs as a result of the UE's new location, and that shall receive the Application Context from the serving EASs.

The procedure in the following clause describes the relocation of a single application context to a new EAS. It should be repeated for each active AC in the UE

This procedure relies on an interface between the EEC and ACs over EDGE-5, which is out of the scope of this specification.

Pre-conditions:

1.
The AC in the UE already has a connection to a corresponding source EAS;

2.
The preconditions listed in clause 8.3.3.2.2 with regards to the EEC are fulfilled; and

3.
The EEC is triggered when it obtains the UE's new location, or is triggered by another entity such as an ECS notification.

NOTE 1:
This procedure is applicable only for Edge-aware ACs and EASs.
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Figure 8.8.2.2-1: Application Context Relocation initiated by the EEC and ACs
Phase I: ACR Detection

1.
The EEC is triggered as a result of a UE mobility event, and provided with the UE's new location as described in clause 8.8.1.

NOTE 2:
If the EEC is triggered by an external entity such as by a notification from the ECS, a list of new EESs (to be used as target EESs) is provided by that notification and step 2 below is skipped.

Phase II: ACR Decision

2.
The EEC performs Service Provisioning (as specified in clause 8.3) for all active applications. Since the location of the UE has changed, this procedure results in a list of T-EESs that are relevant to the supplied applications and the new location of the UE. If this procedure is used for service continuity planning, then the Connectivity information and UE Location in the Service Provisioning (as specified in clause 8.3) procedure contains the expected Connectivity information and expected UE Location.

NOTE 3:
If the change in UE's location does not trigger a need to change the serving EAS, the subsequent steps will not take place. The EEC remains connected to the serving EESs and the ACs remain connected to their corresponding serving EASs.

3.
Using the provisioned target EESs, the EEC performs EAS discovery (as specified in clause 8.5) for the desired target EASs by querying the target EESs that were established in step 2 (or provided in the notification from the ECS – if it was the trigger)

Phase III:
ACR Execution

4.
The AC and EEC select the target EAS to be used for the application traffic, as described in clause 8.5.1 EAS discovery. Step 4 is skipped if EEC selects only one target EAS. 

5.
The EEC may send the Application Context Relocation Request message (without indicating the need to notify the EAS) to the S-EES, the S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in clause 8.8.3.4.

6.
The AC is triggered by the EEC to start Application Context Transfer. The AC decides to initiate the transfer of application context from the source EAS to the target EAS. There may be different ways of transferring context and they are all outside the scope of this specification. After the application context relocation is completed, the AC remains connected to the target EAS and disconnects from the source EAS; the EEC is informed of the completion.

NOTE 4:
Whether and how the AC initiates the application context transfer is out of scope of the present document

NOTE 5: It is out of scope of this specification how the AC informs the source and target EAS that state transfer was part of service continuity planning. When used for service continuity planning, the next step is performed after the UE moves to the predicted location.

Phase IV:
Post-ACR Clean up

7.
All required entities perform clean-up as described in clause 8.8.3.x.
Editor's note:
Evaluate the need of an appropriate step for supporting EEC context transfer from S-EES(s) to T-EES(s)

* * * Next Change * * * *

8.8.2.3
EEC executed application context relocation via S-EES

Figure 8.8.2.3-1 illustrates the procedure for the EEC to execute the application context relocation via source EES.

Pre-condition:

1.
The AC at the UE already has a connection to the S-EAS; and

2.
The EEC is able to communicate with the S-EES.


[image: image5.emf]EEC

S-EAS S-EES T-EES T-EAS

1. Detection

2. Decision

ECS

3. T-EAS Discovery

5. Application context is transferred between S-EAS and T-EAS

Phase I: ACR Detection

Phase II: ACR Decision

Phase III: ACR Execution

Phase IV: Post-ACR Clean up

4. App Context Relocation Request

6. Clean up



Figure 8.8.2.3-1: EEC executed application context relocation procedure

Phase I: ACR Detection

1.
The EEC detects that application context relocation may be required as described in clause 8.8.1.

Phase II: ACR Decision

2.
The EEC decides to proceed required procedures for triggering application context relocation.

3.
The EEC determines the T-EES by using the provisioned information or performing service provisioning procedure per clause 8.3 of the present document. If this procedure is used for service continuity planning, then the Connectivity information and UE Location in the Service Provisioning (as specified in clause 8.3) procedure contains the expected Connectivity information and expected UE Location. Upon selecting T-EES the UE may need to establish a new PDU connection to the target EDN. The EEC can then discover and select T-EAS by performing EAS Discovery with the T-EES per clause 8.5.2 of the present document.

4.
The EEC sends the Application Context Relocation Request message (including the need to notify the EAS) to the S-EES to initiate application context transfer between the S-EAS and the T-EAS. The S-EES authorises the request from the EEC. The S-EES decides to execute application context relocation based on the information received by the EEC and the information of EEC context or EAS profile, and may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable) and sends the Application Context Relocation Notify message to the S-EAS to initiate application context transfer between the S-EAS and the T-EAS, as described in clause 8.8.3.4.

5.
The S-EAS transfers the application context to the T-EAS at implementation specific time. This process is out of scope of the present specification.

NOTE: If used for service continuity planning then the next step is performed after the UE moves to the predicted location.

Phase IV:
Post-ACR Clean up

6.
All required entities perform clean-up as described in clause 8.8.3.x.




* * * Next Change * * * *

8.8.2.4
Source EAS decided application context relocation scenario

The procedure in this clause illustrates the scenario for source EAS decided application context relocation.

In this procedure, the source EAS may detect the need of application context relocation locally or is notified by the source EES. The source EAS make the decision about whether to perform the application context relocation, and starts the application context relocation at a proper time.

Pre-condition:

1.
The source EAS may depend on the receipt of certain User plane path management events from the source EES, e.g. "user plane path change" events or "application context relocation monitoring" events, to detect the need for an application context relocation. For the following procedure it is assumed that the source EAS has subscribed to continuously receive the respective events from the source EES.

[image: image7.emf]Phase I: ACR Detection

Source Edge 

Application Server

Edge Configuration 

Server

Target Edge 

Enabler Server

Target Edge 

Application Server

Source Edge Enabler 

Server

Edge Enabler Client Application Client

6. Clean up 

Phase III: ACR Execution

Phase II: ACR Decision

Phase IV: Post-ACR clean up

1. Application context relocation and 

notification

2. The source EAS makes the 

decision to start the application 

context relocation

3. The source EAS discovers the target EAS for application context relocation

5. Application context is transferred 

from source EAS to target EAS

 4. Target information notification


Figure 8.8.2.4-1: Source EAS decided application context relocation scenario 

The source EAS decided application context relocation scenario is outlined with four main phases: detection, decision, execution and clean up.

Phase I: ACR Detection

1.
The source EAS either receives notifications from source Edge Enabler Sever indicating that application context relocation may be required ("application context relocation monitoring" event), or self detects the need for application context relocation (e.g. upon receipt of a "user plane path change" event). If the notification indicates "application context relocation monitoring" event, then the notification will also contain the target EAS information (see clause 8.6.3.2.3).

NOTE 1:
How the source EAS self detects the local need for application context relocation is outside the scope of this specification.

Phase II: ACR Decision

2.
The source EAS makes the decision to perform the application context relocation 

NOTE 2:
How the source EAS determines when to start the application context relocation is outside the scope of this specification.

Phase III:
ACR Execution

3.
If no target EAS information is available at the source EAS, the source EAS discovers the target EAS as described in clause 8.8.3.2. After source EAS determines the target EAS to use, the source EAS may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable).

4.
The source EES sends the target information notification to the EEC as described in clause 8.8.3.6.

5.
The source EAS transfers the application context to the target EAS selected in step 3. This process is out of scope of the present specification.

Editor's Note:
It is FFS whether application context can be transferred via the Edge Enabler Layer.

Phase IV:
Post-ACR clean up 

6.
All required entities perform clean-up as described in clause 8.8.3.x. 
* * * Next Change * * * *

8.8.2.5
Source EES executed application context relocation

Figure 8.8.2.5-1 illustrates the procedure for the S-EES to decide and execute the application context relocation from the S-EAS to the T-EAS

Pre-condition:

1.
The AC at the UE already has a connection to the S-EAS; and

2.
The EEC is able to communicate with the S-EES.
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Figure 8.8.2.5-1: S-EES executed application context relocation procedure

Phase I: ACR Detection

1.
Detection entities (S-EAS, S-EES, EEC) detects that application context relocation may be required as described in clause 8.8.1. The detection by the S-EES may be triggered by the User Plane path change notification received from the 3GPP Core Network.

2.
The detection entity informs the S-EES that application context relocation is required as in clause 8.8.3.5.

Phase II: ACR Decision

3.
The S-EES authorises the received message from step 2. The S-EES decides to execute application context relocation based on the information received in step 2 and the information of EEC context or EAS profile, and then proceed the below steps.

Phase III:
ACR Execution

4.
The S-EES determines T-EES and T-EAS via the Discover target EAS procedure in clause 8.8.3.2 of the present document. The S-EES may decide not to perform application context relocation if T-EAS is not available.
5.
The source EES sends the target information notification to the EEC as described in clause 8.8.3.6.

6.
The S-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable) and sends the Application Context Relocation Notify message to the S-EAS to initiate application context transfer between the S-EAS and the T-EAS.

7.
The S-EAS transfers the application context to the T-EAS at implementation specific time. This process is out of scope of the present specification.

Phase IV:
Post-ACR Clean up 

8.
All required entities perform clean-up as described in clause 8.8.3.x.


Editor's note: The relationship of scenario specified in clause 8.8.2.5 and building block procedure specified in clause 8.8.3.4 and its representation is FFS

* * * Next Change * * * *

8.8.2.6
EEC executed application context relocation via T-EES

Figure 8.8.2.6-1 illustrates the procedure for the EEC to execute the application context relocation via target EES.

Pre-condition:

1.
The EEC has the source EAS information that serves the AC.
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Figure 8.8.2.6-1: EEC executed application context relocation via T-EES

Phase I: ACR Detection

1.
The EEC detects that application context relocation may be required as described in clause 8.8.1.

Phase II: ACR Decision

2.
The EEC decides to proceed with required procedures for application context relocation. 

NOTE 1:
If supported, the AC can be involved in the decision. It is out of scope of the present document how the AC is involved.

Phase III:
ACR Execution

3.
The EEC determines the T-EES by using the provisioned information or performing service provisioning procedure per clause 8.3. Upon selecting the T-EES the UE may need to establish a new PDU connection to the target EDN. The EEC performs EAS Discovery with the T-EES per clause 8.5.2.

4.
The EEC sends the Application Context Relocation Request message (indicating the need to notify the EAS) containing the source EAS and target EAS information to the T-EES. The T-EES may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable). Then the T-EES sends the Application Context Relocation Notify message to the T-EAS, as described in clause 8.8.3.4. 

5.
The T-EAS initiates application context transfer between the S-EAS and the T-EAS. This process is out of scope of the present specification.

Phase IV:
Post-ACR clean up

6.
All required entities perform clean-up as described in clause 8.8.3.x.

If the procedure fails after step 4, it will be terminated with an appropriate cause in the Application Context Relocation Response message to the EEC in step 6. The EEC may then proceed attempting to obtain services from the T-EAS discovered in step 3 without service continuity support. Alternatively, the EEC may resume the present procedure starting with step 3 and selecting a different T-EES.

NOTE 2:
The support of application context relocation between EDNs operated by different ECSPs is dependent on business agreement between the ECSPs.

Editor's note: When the procedure fails, the use of other mechanisms to alleviate this failure is FFS.

* * * Next Change * * * *

8.8.3.x
Application Context Relocation complete procedure

Figure 8.8.3.x-1 illustrates the procedure for the application context relocation complete.
Pre-condition:

1.
The application context transfer is finished in the EAS.
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Figure 8.8.3.x-1: Application Context Relocation complete procedure

1.
The T-EAS sends Application Context Relocation complete request message to the T-EES. 
2.
If the T-EES receives the EDGE-3 exposure context information from the T-EAS in the Application Context Relocation complete request message, the T-EES sends the Retrieve EDGE-3 exposure context request to the S-EES, the request includes a list of EDGE-3 exposure subscription/context ID(s).

3.
If the request is authorized by the S-EES, the S-EES sends the Retrieve EDGE-3 exposure context response message to the T-EES. The context data is included in the response message.
4.
The T-EES responds with Application Context Relocation complete response message to the T-EAS. If EDGE-3 exposure context data is received from the S-EES, the T-EES stores the context data and may update the list of EDGE-3 exposure subscription/context ID(s). If the T-EES previously has received the Application Context Relocation request message from the EEC, the T-EES informs EEC with Application Context Relocation Complete message.
5.
The S-EAS sends the Application Context Relocation complete request message to the S-EES to confirm that the application context relocation has completed.
6.
The S-EES responds with Application Context Relocation complete response message to the S-EAS. If the S-EES previously has received the Application Context Relocation request message from the EEC, the S-EES informs EEC with Application Context Relocation Complete message.
NOTE:
Step 5 to 6 can happen in parallel with step 1 to 4.
Editor's note: It is FFS whether the EDGE-3 exposure context information should be decoupled from ACR complete request and whether this procedure should be further split into smaller building blocks.

8.8.4.x
Application Context Relocation complete request

Table 8.8.4.x-1 describes the information elements for the Application Context Relocation complete request from EAS to EES, or from EES to EEC.

Table 8.8.4.x-1: Application Context Relocation complete request

	Information element
	Status
	Description

	UE ID
	O
	Identifier of the UE

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EDGE-3 exposure context information
	O
	

	> List of EDGE-3 exposure subscription/context ID(s)
	M
	A list of the EDGE-3 exposure subscription or context identifiers.

	> Source EES Endpoint
	M
	Source EES Endpoint information 


8.8.4.y
Application Context Relocation complete response
Table 8.8.4.y-1 describes the information elements for the Application Context Relocation complete response from EES to EAS, or from EEC to EES.

Table 8.8.4.y-1: Application Context Relocation complete response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful

	> Result of EDGE-3 exposure context retrieval
	O
	If the ACR complete request includes EDGE-3 exposure context information, this IE provides the result of the context retrieval. 

	> List of updated EDGE-3 exposure subscription/context ID(s) 
	O
	If the context retrieval result is successful, the EES may provide the updated subscription/context identifier(s). The absence of an identifier implies no change for the subscription/context identifier.

	Failure response
	O
	Indicates that the request failed

	> Cause
	O
	Indicates the cause of request failure


8.8.4.a
Retrieve EDGE-3 exposure context request
Table 8.8.4.a-1 describes the information elements for the Retrieve EDGE-3 exposure context request from T-EES to S-EES.

Table 8.8.4.a-1: Retrieve EDGE-3 exposure context request
	Information element
	Status
	Description

	UE ID
	O
	Identifier of the UE

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	List of EDGE-3 exposure subscription/context ID(s)
	M
	A list of the EDGE-3 exposure subscription or context identifiers.


8.8.4.b
Retrieve EDGE-3 exposure context response
Table 8.8.4.b-1 describes the information elements for the Retrieve EDGE-3 exposure context response from S-EES to T-EES.

Table 8.8.4.b-1: Retrieve EDGE-3 exposure context response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful

	> EDGE-3 exposure context information
	M
	The context information of EDGE-3 exposure subscriptions.

	Failure response
	O
	Indicates that the request failed

	> Cause
	O
	Indicates the cause of request failure


* * * Next Change * * * *

8.8.5.1
General

Table 8.8.5.1-1 illustrates the API for fetch target EAS.

Table 8.8.5.1-1: Eees_TargetEASDiscovery API

	API Name
	API Operations
	Operation

Semantics
	Consumer(s)

	Eees_TargetEASDiscovery
	Request
	Request/Response
	EAS


Table 8.8.5.1-2 illustrates the API to discover target EES.

Table 8.8.5.1-2: Eecs_ TargetEESDiscovery API

	API Name
	API Operations
	Operation

Semantics
	Consumer(s)

	Eecs_TargetEESDiscovery
	Request
	Request/Response
	EES


Table 8.8.5.1-3 illustrates the API for application context relocation.

Table 8.8.5.1-3: Eees_AppContextRelocation API

	API Name
	API Operations
	Operation

Semantics
	Consumer(s)

	Eees_AppContextRelocation
	Request
	Request/Response
	EEC


Table 8.8.5.1-x illustrates the API for context retrieval.

Table 8.8.5.1-x: Eees_ContextRetrieval API

	API Name
	API Operations
	Operation

Semantics
	Consumer(s)

	Eees_ContextRetrieval
	Request
	Request/Response
	EES


Editor's note: The definition of ACR complete API (a standalone API or part of Eees_AppContextRelocation API) is FFS.
8.8.5.x
Eees_ContextRetrieval_Request operation

API operation name: Eees_ContextRetrieval_Request
Description: The consumer requests for the context retrieval.

Inputs: See clause 8.8.4.a.

Outputs: See clause 8.8.4.b.
See clause 8.8.3.x for details of usage of this operation.
* * * End of Changes * * * *
�Added the related entity


�Added based on Huyajie’s concern
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