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1. Introduction
This contribution is a follow up to S6-210689 and S6-210690, with the following changes:

1. It uses the “unified approach” i.e., EEC Context defined as a single IE, which includes a list of Service Session Contexts. This also means that a unified EEC Context transfer procedure is defined, in both push and pull modes.
2. It addresses only the currently established registration mode, i.e., the assumption is that EEC has initially registered with an EES before being provided services by EASs in that EDN.
3. It provides a dedicated clause describing EEC context lifecycle. The text detailing handling at registration (including update and de-registration) and ACR has been included in procedure-specific clauses. 
4. The following EN is included:
Editor’s Note: How the EES determines that a registered EAS is providing services to an AC is FFS.
In S6-210690 an explicit EAS selection indication had been proposed, which would have resolved this issue. That mechanism has been proposed also mid-2020 but has not been agreed upon in SA6. The current contribution uses the EN to simplify the discussion, however a solution proposal is readily available.
2.  Reason for Change
Describe EEC context.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558. 
For S6-211046 rev1:

· The switch to “original EES” from ”source EES” proposed in S6-211046 was undone.

· 2 ENs from S6-210936, which were removed in S6-211046, have been re-instated as notes. They clarify the limitations on multiple EEC registration and that re-registration currently provides for a single context transfer.
· EEC registration response change was undone.
· A new EN is proposed for alignment with E3 context work.

· A change in the 7.2.M note provides freedom for stage 3 implementation of EEC Context ID, while providing guidance on how to define it using existing IDs.
· Additional clarifications and corrections were provided by cosigners.
* * * First Change * * * *
7.2.M
EEC Context ID

The EEC Context ID is a globally unique value which identifies a set of parameters associated with the EEC (e.g., due to registration) and maintained in the Edge Enabler Layer by EESs. 
If the EEC registration request does not include a previously assigned EEC Context ID value, the receiver EES assigns a new EEC Context ID and creates an EEC Context as described in 8.2.A.1.

Providing a previously assigned EEC Context ID at registration allows maintaining the EEC Context in the Edge Enabler Layer beyond the lifetime of a registration, subject to policies. If the EEC registration request does include a previously assigned EEC Context ID value, after EEC Context relocation, the receiver EES may assign a new EEC Context ID, subject to implementation and local policies. 
NOTE: The EEC Context ID may be implemented as combination of other IDs (e.g., EES ID and registration ID).  How the EEC Context ID is specified or assigned is out of scope of this specification.
* * * Next Change * * * *

8.2.A
EEC Context

The EEC Context includes information about an EEC for receiving edge enabler services.
Table 8.2.A-1: EEC Context 

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	EEC Context ID
	M
	Identifier assigned to the EEC Context 

	Source EES Endpoint
	M
	The endpoint address (e.g., URI, IP address)  of the EES that provided EEC context ID.

	UE Identifier
	O
	The identifier of the hosting UE (i.e., GPSI or identity token) 

	List of EDGE-1 subscriptions
	O
	List of  subscriptions IDs for capability exposure to the EEC ID 

	UE location 
	O
	Latest UE location of the UE hosting the EEC which was available at the EES.

	List of AC Profiles
	O 
	Information about the ACs. as described in Table 8.2.2-1.

	List of Service Session Contexts
	O
	List of associated Service Session Context IEs. Each Service Session Context  includes information maintained by the EES for the services (involving UE related resources) received from an EAS registered to the EES.

	> Service Session Context
	M
	Service Session Context is described in Table 8.2.A-2


Editor’s Note: It is FFS whether the EEC Context ID can be optional.
Table 8.2.A-2: Service Session Context  

	Information element
	Status
	Description

	EAS ID 
	M
	Identifier of the EAS providing the application services

	EAS Endpoint
	M
	Endpoint information of the EAS.

	AC ID 
	O 
	Identifier of the AC ID for which the service session is provided, if determined.

	List of service session subscriptions
	O
	List of service  session-related subscriptions (i.e., EAS subscriptions related to the EEC or UE Identifier, managed by the EES

	>CN subscription resource URI
	O
	URI of the subscription resource at the SCEF/NEF. This information may be provided for UE location events, User plane path management events, Session with QoS events. 


Editor’s Note: Additional IE(s) for the subscriptions to CN the list of IEs is FFS, pending SA2 discussions (see TR 23.748 clause 9.2.6). 
Editor’s Note: It is FFS whether the EEC Context information captured in table 8.2.A-2 requires further updates and alignment to include Edge-3 subscription information.
* * * Next Change * * * *

8.x EEC Context and EEC Context relocation

8.x.1 General

EEC Context contains information related to an EEC which is used by EESs to provide the Edge Enabler Layer services. The EEC Context may include information about the EEC-hosting UE and the ACs to which the EEC provides services. The EEC Context information may be collected and maintained at the EES in an EDN while the respective ACs are connected to EASs in that EDN.
EEC Context relocation procedures allow the EEC Context information to be shared between EESs (via EDGE-9 interactions) as an  EEC moves. 
8.x.1.1
EEC Context handling at EEC registration
An EEC Context shall be created for each registered EEC, after a successful registration, by the receiver EES, as follows:

· If the EEC registration request does not include a previously assigned EEC Context ID value, the receiver EES creates an EEC Context as described in 8.2.A. The receiver EES shall assign an EEC context ID and set the source EES Endpoint to its own Endpoint. The EEC ID and UE Identifier shall be set based on the corresponding registration request parameters.
· If the EEC registration request contains an EEC context ID and source EES Endpoint, the receiver (i.e., target) EES performs an EEC Context Pull relocation (clause 8.x.2.2). After a successful EEC Context relocation, the target EES updates the source EES Endpoint with its own Endpoint. The target EES may preserve the EEC Context ID received in the request or assign a new EEC Context ID, subject to EES implementation and local policies. 
If the EEC Context relocation is not successful. the target EES creates an EEC Context as described in 8.2.A. The target EES shall assign an EEC context ID and set the source EES Endpoint to its own endpoint. The EEC ID and UE ID shall be set based on the corresponding registration request parameters.
After a successful EEC Context Relocation procedure is performed at EEC (re-) Registration to a target EES, the source EES shall determine to be stale the EEC Context identified by the EEC Context ID included in the request (i.e., relocated) and the EEC to be de-registered. 
8.x.1.2
EEC Context handling at EEC registration update
An EEC Context shall be updated when EEC Registration update requests targeting the corresponding EEC ID are received.

8.x.1.3
EEC Context handling at EEC de-registration
An EEC Context, including the list of  Service Session Context(s) information, shall be determined to be stale after a successful EEC de-registration procedure.

NOTE: Stale EEC Context(s) are subject to information persistence policies and privacy policies. Mechanisms for re-use of stale EEC Context(s) are not in scope of the current version of specification.

8.x.1.4
EEC Context handling at Application Context Relocation
The EEC Context provided to a target EES in an EEC Context Pull relocation or an EEC context Push relocation shall be stored at the target EES, as follows:

· If an EEC context with the same EEC ID, EEC Context ID and source Endpoint already exists at the target EES, the EEC Context is updated.
· If an EEC context with the same EEC ID, EEC Context ID and source Endpoint does not exist at the target EES, the EEC Context is stored.
After a successful EEC Context Relocation procedure is performed at ACR, the source EES shall determine to be stale the element(s) of the list of Service Session Context(s) information included in the request (i.e., relocated). If all Service Session Context(s) information in the EEC Context are stale, the EEC Context is determined to be stale and the EEC to be de-registered.
8.x.1.5
Other EEC Context handling 
Elements of the list of  Service Session Context(s) information shall be created by the EES when it determines that a registered EAS is providing services to an AC on the served EEC.

Editor’s Note: How the EES determines that a registered EAS is providing services to an AC is FFS.
Elements of the list of  Service Session Context(s) information shall be determined to be stale when the EES determines that a registered EAS is no longer providing services to an AC on the served EEC.
NOTE : In this version of specification, mechanisms used by EES to determine that a registered EAS is no longer providing services to an AC on a served EEC are implementation-dependent.
An EEC Context shall be updated as follows: 

- When EEC Context(s) are created, either after a registration request or based on EEC Context relocation procedure, the EES shall check whether the UE Identifier corresponds to an existing EEC Context and update the EEC Context accordingly.
- When EEC subscription requests corresponding to the EEC ID are processed, the “List of EDGE-1 subscriptions” shall be updated accordingly
- When subscriptions targeting the hosting  UE ID (e.g., using the corresponding UE Identifier) are processed, the “List of service session subscriptions “shall be updated accordingly

Elements of the “List of service session subscriptions “may be updated as follows: 

- When EAS subscriptions targeting the hosting UE are processed, the  “List of service session subscriptions “ shall be updated accordingly

8.x.2 Procedures

8.x.2.1
General

The following procedures are supported for EEC Context relocation: 

· EEC Context Push; and

· EEC Context Pull.
8.x.2.2
EEC Context Pull relocation

An EEC Context is relocated via an EEC Context Pull request initiated by the target EES.
Figure 8.x.2.2 -1 illustrates the EEC Context Pull.

Pre-conditions:

1. The source EES has provided the EEC with an EEC Context ID 
2. The target EES has received the EEC Context ID, source EES Endpoint.
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Figure 8.x.2.3-1: EEC Context Pull procedure 

1. The target EES requests an EEC Context from the source EES. The request includes EEC Context ID.

2. Upon receiving the request from the target EES, the source EES validates the request and verifies the security credentials of the requester. The source EES uses the EEC Context ID provided to identify and authorize the EEC Context to be relocated. 
3. The source EES sends a successful EEC Context response. The target EES stores the received EEC Context. 

8.x.2.3
EEC Context Push relocation

An EEC Context is relocated via an EEC Context Push request initiated by the source EES. 

Pre-conditions:

1. The source EES has provided the EEC with an EEC Context ID. 
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Figure 8.x.2.2-2: EEC Context relocation procedure initiated by source EES.

1. The source EES determines to forward EEC Context for relocation to a target EES. The source EES determines the target and the EEC Context to be forwarded.

2. The source EES sends EEC Context Push request to the target EES including the EEC Context determined.

3. Upon receiving the request from the source EES, the target EES validates the request and verifies the security credentials. The target EES uses the EEC Context ID provided to authorize the EEC Context to be stored and managed. Then the target EES sends an EEC Context response indicating success.
8.x.3
Information flows

8.x.3.1
General

The following information flows are specified for EEC Context relocation:

· EEC Context Pull request and response.
· EEC Context Push request and response.
8.x.3.2
EEC Context Pull request

Table 8.x.3.2-1 describes information elements in the EEC Context Pull request between two EES. 

Table 8.x.3.2-1: EEC Context Pull request 

	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the requesting EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EEC Context ID
	M
	Unique identifier of the EEC Context used to authorize the transfer.

	List of Service Session Contexts requested
	O
	List of Service Session Context IEs requested to be pulled

	> EAS ID
	M
	Identifier of the EAS providing the application services

	> EAS Endpoint
	M
	Endpoint information of the EAS.

	> EEC ID
	O
	Unique identifier of the EEC.


8.x.3.3
EEC Context Pull response

Table 8.x.3.3-1 describes information elements in the EEC Context Pull response between two EESs.
Table 8.x.3.3-1: EEC Context Pull response.

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	>EEC Context
	O
	EEC Context, mandatory if the request was successful

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of request failure, mandatory if the request failed.


8.x.3.4
EEC Context Push request

Table 8.x.3.4-1 describes information elements in the EEC Context Push request between two EESs.
Table 8.x.3.4-1: EEC Context Push request.

	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the requesting EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EEC Context 
	M
	EEC Context 


8.x.3.5
EEC Context Push response

Table 8.x.3.5-1 describes information elements in the EEC Context Push request between two EES. 

Table 8.x.3.5-1: EEC Context Push response 

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of request failure, mandatory if the request failed.


* * * Next Change * * * *

8.4.2.2
Procedures

8.4.2.2.1
General

Following are supported for EEC registration:

-
EEC registration procedure;

-
EEC registration update procedure;

-
EEC de-registration procedure;

-
EEC Context relocation procedure.
NOTE: In this version of specification, each registration procedure provides for registering a single EEC per UE.
8.4.2.2.2
EEC registration

Figure 8.4.2.2.2-1 illustrates EEC registration procedure.

Pre-conditions:

1.
The EEC is authorized to access the EES for the purpose of performing registration and has received relevant security credentials as specified in clause 8.10; and 
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2.
The EEC has received service provisioning information from the ECS, including information for accessing the EES.

Figure 8.4.2.2.2-1: EEC registration procedure

1.
The EEC sends EEC registration request to the EES. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time. The request also optionally includes information indicating to the EES how the EEC expects to use the services of the EES. 


If the EEC is moving to this EES from the purview of another EES, called source EES, the request from the EEC may include the identity and endpoint of the source EES and an EEC context ID that was provided by the source EES to maintain continuity of the EEC context and to authorize EEC context relocation. 
2.
Upon receiving the request from the EEC, the EES validates the registration request and verifies the security credentials. The EES further determines whether the requirements that were indicated in the AC Profile(s) can be fulfilled and reserves corresponding resources. 
3.
Upon successful validation of the request, if the received EEC registration request contains an EEC context ID and a source  EES Endpoint, the EES performs a  EEC Context Pull relocation (clause 8.x.2.2) from the source EES. The source  and target EES perform EEC Context handling as detailed in 8.x.1.


NOTE 1: Only a single EEC Context ID may be provided in the EEC registration request.
NOTE 2: In this version of specification, each registration procedure relocates a single EEC context.
If the EEC registration request fails after the EEC Context Pull relocation, e.g., the EES cannot reserve the necessary resources while meeting the capability requirements of the existing registered EECs, the EES shall determine the EEC Context information stale and send a failure response with a corresponding cause.
4.
The EES sends a successful registration response, which includes the registration ID and may include a newly assigned EEC context ID. The EEC stores the new EEC context ID and uses it if and when it registers with another EES. The EES may also provide an expiration time to indicate to the EEC when the registration will automatically expire. To maintain the registration, the EEC shall send a registration update request prior to the expiration. If a registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered.
Editor's Note: whether the EEC registration response provides feedback with regard to the outcome of the EEC context relocation is FFS.
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