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1. Introduction
This contribution proposes an EDGE-3 interaction for notifying selected T-EAS in the S-EAS decided ACR.
2. Reason for Change
In the case of S-EES triggered T-EAS discovery, the S-EES determines the selected T-EAS and T-EES.

In the case of S-EAS triggered T-EAS discovery (in S-EAS decided ACR scenario), the S-EAS makes the decision for the selection of T-EAS among all T-EAS candicates (possibly offered by several T-EESes). In this case, without being told by S-EAS, the S-EES cannot determine the selected T-EAS and consequently the selected T-EES to be sent to the EEC in the target information notification message.
It is proposed to add EAS selection notification for EDGE-3 interface.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TS 23.558.
* * * First Change * * * *

8.8.2.4
S-EAS decided ACR scenario

The procedure in this clause illustrates the scenario for S-EAS decided ACR.

In this procedure, the S-EAS may detect the need of ACR locally or is notified by the S-EES. The S-EAS make the decision about whether to perform the ACR, and starts the ACR at a proper time.

Pre-condition:

1.
The S-EAS may depend on the receipt of certain User plane path management events from the S-EES, e.g. "user plane path change" events or "ACR monitoring" events, to detect the need for an ACR. For the following procedure it is assumed that the S-EAS has subscribed to continuously receive the respective events from the S-EES.
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Figure 8.8.2.4-1: S-EAS decided ACR scenario
The S-EAS decided ACR scenario is outlined with four main phases: detection, decision, execution and clean up.

Phase I: ACR Detection

1.
The S-EAS either receives notifications from source Edge Enabler Sever indicating that ACR may be required ("ACR monitoring" event), or self detects the need for ACR (e.g. upon receipt of a "user plane path change" event). If the notification indicates "ACR monitoring" event, then the notification will also contain the T-EAS information (see clause 8.6.3.2.3).

NOTE 1:
How the S-EAS self detects the local need for ACR is outside the scope of this specification.

Phase II: ACR Decision

2.
The S-EAS makes the decision to perform the ACR 

NOTE 2:
How the S-EAS determines when to start the ACR is outside the scope of this specification.

Phase III:
ACR Execution

3.
If no T-EAS information is available at the S-EAS, the S-EAS discovers the T-EAS as described in clause 8.8.3.2. If this procedure is used for service continuity planning, then UE Location and Target DNAI values in the Retrieve T-EES procedure contain the expected UE Location and expected Target DNAI. After S-EAS determines the T-EAS to use, the S-EAS tells the S-EES with the selected T-EAS and may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable).
Editor's Note:
Updates to reflect/clarify the use of selected T-EAS declaration in the figure are to be provided.
4.
Based on the T-EAS selection information received from the S-EAS, the S-EES sends the target information notification to the EEC as described in clause 8.8.3.6.

5.
The S-EAS transfers the application context to the T-EAS selected in step 3. This process is out of scope of the present specification.

NOTE 3:
If used for service continuity planning, post-ACR clean up would only be performed after the UE moves to the expected location.

Phase IV:
Post-ACR clean up 

6.
All required entities perform clean-up. The S-EAS informs the S-EES of the complete of ACT and the S-EES informs the EEC of the completion of ACR as described in clause 8.8.1.

* * * Next Change * * * *

8.8.3.2
Discover T-EAS

Figure 8.8.3.2-1 illustrates the procedure for fetching T-EAS information. This procedure may be utilized by a S-EAS, which undertakes the transfer of application context information to a T-EAS directly, or can be invoked by the S-EES itself on deciding to execute ACR.

Pre-conditions:

1.
Information related to the EES is available with the S-EAS.
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Figure 8.8.3.2-1: Discover T-EAS

1.
The S-EAS sends the EAS discovery request to the S-EES or the S-EES decides to execute the ACR. The EAS discovery request from the S-EAS includes the requestor identifier [EASID] along with the security credentials and includes EAS discovery filter matching its EAS profile. If target DNAI is available at the S-EAS via User Plane Path change event, the S-EAS provides the S-EES with the target DNAI.

NOTE:
The trigger condition to invoke the Discover T-EAS API is up to application service logic, which is out of scope of this specification.

2.
If the request is received from the S-EAS, the S-EES checks whether the requesting EAS is authorized to perform the discovery operation. If the S-EES decided to execute the ACR or when the requesting EAS is authorized, the S-EES checks if there exists a T-EAS information (registered or cached) that can satisfy the requesting EAS information, additional query filters and the Expected service KPIs and the Minimum required service KPIs if received from the EEC during the EAS discovery or from the EAS in step 1. If the source Edge Enable Server finds the T-EAS(s) in the cached or registered information, the flow continues with step 5, else the S-EES retrieves the T-EES address from the ECS as specified in clause 8.8.3.3 and continues with step 3.

3.
The S-EES invokes the EAS discovery request on the T-EES. The S-EES discovery request includes the requestor identifier [EESID] along with the security credentials and includes EAS discovery filter. In the EAS discovery filter, the S-EES may include the Expected service KPIs and the Minimum required service KPIs if received from the EEC during the EAS discovery or from the EAS in step 1.

Upon receiving the request, the T-EES may trigger the EAS management system to instantiate the T-EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.11.

4.
The T-EES discovers the T-EAS(s) and responds with the discovered T-EAS information to the S-EES. To filter T-EAS(s), the T-EES utilizes the discovery filters (e.g. Expected service KPIs and the Minimum required service KPIs). The S-EES may cache the T-EAS information.

5.
If the request was received from the S-EAS, the S-EES responds to the EAS with the discovered T-EAS Information.
6.
After the S-EAS selects the T-EAS from the discovered T-EAS information received in step 5, the S-EAS declares the selected T-EAS to the S-EES as described in clause 8.8.3.x.
* * * Next Change * * * *

8.8.3.x
Selected T-EAS declaration
Figure 8.8.3.x-1 illustrates the interactions between the S-EAS and the S-EES for the selected T-EAS declaration.

Pre-conditions:

1.
The S-EAS has discovered and selected the T-EAS as described in clause 8.8.3.2.
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Figure 8.8.3.x-1: Selected target EAS declaration procedure

1.
The S-EAS sends Selected target EAS declaration request message to the S-EES. The request includes the information of the selected T-EAS.

2.
The S-EES checks whether the requesting EAS is authorized to perform operation. If authorized, the S-EES responds to the received request with Selected target EAS notification declaration response message. The S-EES also determines the selected T-EES based on the declared T-EAS selection, which may be included in the target information notification sent to the EEC as described in clause 8.8.3.5.
* * * Next Change * * * *

8.8.4.x
Selected target EAS declaration request

Table 8.8.4.x-1 describes information elements for the selected target EAS declaration request sent from the S-EAS to the S-EES. 

Table 8.8.4.x-1: Selected target EAS declaration request

	Information element
	Status
	Description

	UE ID
	M
	The identifier of the UE.

	Security credentials
	M
	Security credentials.

	Selected EAS ID
	M
	Selected EAS identifier.

	Selected EAS Endpoint
	M
	Endpoint of the selected EAS.


* * * Next Change * * * *

8.8.4.y
Selected target EAS declaration response
Table 8.8.4.y-1 describes information elements for the Selected target EAS declaration response sent from the S-EES to the S-EAS. 

Table 8.8.4.y-1: Selected target EAS declaration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the failure cause.


* * * Next Change * * * *

8.8.5.1
General

Table 8.8.5.1-1 illustrates the APIs for ACR.

Table 8.8.5.1-1: ACR APIs

	API Name
	API Operations
	Operation

Semantics
	Consumer(s)

	Eees_TargetEASDiscovery
	Request
	Request/Response
	EAS, EES

	
	DeclareSelectedEAS
	Request/Response
	EAS

	Eecs_TargetEESDiscovery
	Request
	Request/Response
	EES

	Eees_AppContextRelocation
	Request
	Request/Response
	EEC

	Eees_ACREvents
	Subscribe
	Subscribe/Notify
	EEC

	
	Notify
	
	

	
	UpdateSubscription
	
	

	
	Unsubscribe
	
	

	Eees_AutomatedACR
	Request
	Request/Response
	EAS


8.8.5.2.x
Eees_TargetEASDiscovery_DeclareSelectedEAS operation

API operation name: Eees_TargetEASDiscovery_DeclareSelectedEAS
Description: The consumer declares the selected T-EAS information to the EES.

Inputs: See clause 8.8.4.x.

Outputs: See clause 8.8.4.y.
See clause 8.8.3.x for details of usage of this operation.

* * * End of Change * * * *
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