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3GPP™ Work Item Description

Information on Work Items can be found at http://www.3gpp.org/Work-Items 
See also the 3GPP Working Procedures, article 39 and the TSG Working Methods in 3GPP TR 21.900
Title: Study on Network Exposure services for IoT platform enablement 
Acronym: FS_NetExp_IoT 
Unique identifier: 
{A number to be provided by MCC at the plenary} 
Potential target Release: Rel-18.
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Impacts 

	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)
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Classification of the Work Item and linked work items
2.1
Primary classification
	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent Work Item 
	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	
	
	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	{optional free text} 


Dependency on non-3GPP (draft) specification: 
3
Justification

The intent of specifying Core Network service exposure is that, under the assumption of a service agreement between MNO and a 3rd party, the 3GPP Network allows a 3rd party service provider to benefit from network provided services and capabilities that are exposed by the PLMN. For example, 5GS can exchange information with 3rd parties, via SCEF/NEF APIs, to optimize usage and management of 3GPP resources. The standardized exposure of network services/capabilities has been provided to reduce the complexity of having various 3rd parties access 3GPP network services and capabilities in different ways.
3GPP SA6 working group has already specified SEAL to provide a set of common capabilities for a service enabler architecture which be utilized by multiple applications and potentially by multiple verticals. Ensuring that the use of the 5GS northbound interface is included in these common capabilities can help prevent fragmented or inconsistent deployments, or inconsistent use of 5GS capabilities.
4
Objective

The objective of this study item includes:

1) Analysis of existing solutions (proposed and/or specified) based on the use of SCEF/NEF APIs.
2) Evaluation the implementation of NEF API-based features as a SEAL functionality. Criteria for inclusion as SEAL functionality includes:
a. Providing VAL server implementation simplification and/or providing abstraction of functionality needed by multiple verticals or general purpose servers.

b. Providing optimizations/services to the CN, including consistency of AS influence on CN functionality.
c. Providing capabilities for implementing the exposure capability while allowing the requirement for PLMN operator service agreement to be maintained at SEAL provider level.
The solutions, evaluations and conclusions from the technical report should be considered input to the continuation of  eSEAL normative work in scope of Rel-18.
5
Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TR
	xx
	Study on Network Exposure services for IoT platform enablement
	SA#94

(Dec 2021)
	SA#95

(Mar

2022)
	Catalina Mladin (Mladin.Catalina@convidawireless.com)


	Impacted existing TS/TR {One line per specification. Create/delete lines as needed}

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks
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Work item Rapporteur(s)
Mladin, Catalina;    Convida Wireless;   Mladin.Catalina@convidawireless.com

7
Work item leadership

SA6
8
Aspects that involve other WGs
SA2  for Core Network exposure aspects.
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Supporting Individual Members
	Supporting IM name

	Convida Wireless LLC 

	NTT DoCoMo

	CATT

	Huawei

	

	


